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About This Documentation

This manual is designed for Altigen Partners, administrators, and technicians who are responsible for
configuration and administration of a MaxCS system.

Related Publications

Related MAXCS documentation can be found on the Altigen Communications web site:

http://www.altigen.com/support/:
* MAXCS Upgrade Guidelines

* MAXCS New Features Guide

* MaxCommunicator Manual

* MaxOutlook Manual

* MaxAgent Manual

* MaxSupervisor Manual

* MaxInsight Manual

* MaxMobile iPhone User Guide
* MaxMobile Android User Guide

AltiConsole Manual
¢ CDR Manual

Advanced Call Router Manual
AltiGen IP Phone User Manuals

* ActiveX Manual

* AlitReport Manual

* VRManager Pro Manual

* Quality Management User Guide

* Polycom Configuration Guide and User Guides
* MeetMe Manual

¢ Service Hub Guides
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CHAPTER

New Features

This section describes features that have been added or enhanced since MaxCS Release 8.6.0. It includes
the following topics:

Enhancements Included in Release 9.0.1 on page 3
Enhancements Included in Patch 8.6.1.215 on page 4
Enhancements Included in Patch 8.6.1.213 on page 5
Enhancements Included in Release 8.6.1 on page 6

Enhancements Included in Release 8.6 on page 7

For a list of features going back to MaxCS Release 6.0, see the article History of updates to Max
Communication Server in the Altigen Knowledgebase.

Enhancements Included in Release 9.0.1

The following enhancements were included in MaxCS Release 9.0.1

Service Hub - A new component, Service Hub, is now included in order to support web-based client
applications, including the new web-based MaxCommunicator. Refer to the separate documents; there
are separate Service Hub guides for users, company administrators, and resellers.

TrustiD Authentication - TRUSTID is a call authentication service. When a call comes into a MaxCS
system, the service analyzes, in real time, various aspects of the call to determine if the call is authentic.
This feature allows your agents to spend more time helping your callers and less time verifying their
identities.

MaxCommunicator Web Edition - The MaxCommunicator client is now available as a web application.
This client is available for deployments that are hosted in the cloud.

This new client supports direct chat, group chat, and group/channel messaging features.
Note that your organization can still use the Windows version of MaxCommunicator as needed.
See the separate manual for instructions on using this web application.

MaxAgent IPTalk Hold Options - Two new options are introduced in Release 9.0. These options apply
to IPTalk users. Read more about these options in the MaxAgent Manual.

» Workgroup queue hold - Agents can now converse with callers while callers are in a workgroup queue.
* Double hold - Agents can put a caller on hold and the caller can put the agent on hold.

Call Answer Enhancements - With MaxClient, when making outbound calls ring-back to extension is
now automatically answered.
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Click to Answer in MaxClient - When a user of MaxClient has an incoming call, the user can click the
Connect button to pick up the call. This applies to Polycom IP phones and Altigen IP phones.

A Configuration Option was added to send Extension’s Transmitted CID when calling Mobile Extension.

Adjunct SIP Trunk - This feature can be used when MaxCS is connected to a 3rd party PBX and functions
as an adjunct call center. Note that 3rd party PBX needs to be configured to accept these dialing numbers.
You enable it by selecting Enable Tie Trunk option at the SIP trunk channel in the registry. Adjunct SIP
Trunk allows you to do the following:

* Send the extension number as caller ID when making a SIP trunk call
* Allows you to do hop-off dialing through the third party PBX
* Allows you to call an extension number from incoming SIP trunk calls

Disable Automatic Area Code Insertion for MaxClient - This configuration option controls whether
MaxClient inserts an area code when performing 7-digit or 8-digit dialing number auto formatting

Calls to Voice Mail moved from Abandoned Calls to Redirected/Overflowed Calls. These changes are
applied to Workgroup Statistics in MaxSupervisor and CDR Search.

Not Ready Reason Code With #91 Feature Code - When Not Ready Reason Code Required is enabled,
the agent can now enter #91 feature code to change to Not Ready state and enter a Not Ready reason
code.

Busy is now added to Activity - User can also record Busy greeting.
The User Data field is now available in the Call Entry in MaxCommunicator and MaxOutlook.

An UPN field is added to Extension General configuration. This field can be imported as Service Hub Login
ID.

AltiReport Enhancements

* AltiReport now supports two operating modes, standalone or integrated with Service Hub. AltiReport
integrated with Service Hub is available for the cloud only

* The AltiReport configuration backup file is now encrypted.
SQL 2019 - Release 9.0.1 supports SQL Server 2019.
Windows - Release 9.0.1 supports Windows Server 2019.

Enhancements Included in Patch 8.6.1.215

The following enhancements were included in MaxCS 8.6.1.215. Details for these new security improvements
can be found in the chapter Trunk Configuration on page 123.

Enhancements for the Trusted SIP Device List
The following enhancements have been added to the Trusted/Malicious SIP Device List features.

To reach this panel, double-click a SIPSP board in Boards view and then click Board Configuration. Then
click the Advanced Configuration button to access the Trusted SIP Device list.

¢ Auto-Learning Options - In the Trusted/Malicious SIP Device Lists panel, there are now three options
for configuring auto-learning:

— Disable auto-learning for all SIP devices.

— Disable auto-learning only for third-party SIP devices. This is the default option for release
8.6.1.215.

— Enable auto-learning for all SIP devices. This option is the least restrictive choice.

* New Devices with Incorrect Passwords Put in Malicious List - When a new (non-configured) SIP
device tries to register with an invalid password, that device's IP address will now be put immediately
into the Malicious SIP Device List. No further SIP packets from this device will be processed.
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Enhancements Included in Patch 8.6.1.213

Adding IP Ranges into Trusted Device Lists - You can now add IP ranges into the Trusted/Malicious
SIP Device lists. To do this, in the IP address dialog box type in the beginning IP address and the
ending IP address. You will see your entry as a range; for example, 10.0.2.120 ~ 10.0.2.125.

Selecting Multiple IP Addresses in a List - You can now select more than one IP Address in the
Trusted/Malicious SIP Device lists, to move to the other list or to remove. Use Ctrl-Click to select
individual IP addresses in the list. Use Shift-Click to select the beginning and ending IP addresses, to
select a contiguous range.

* Password Configuration Enhancements

The following options have been moved from Extension Checker into MaxAdministrator's System
Configuration > Call Restrictions tab:

— Maximum wrong passwords allowed
— Minimum password length

Extension Checker now checks the password length for both the extension password and the SIP
registration password. In addition, Extension Checker now shows an additional column for the SIP
registration password length.

Enhancements Included in Patch 8.6.1.213

* MaxSupervisor Updates

Held Calls - When an agent places a customer on hold, the agent will now show within MaxSupervisor
as On Hold instead of Available. In Workgroup View (on the Agent State tab) and in Agent View, the
icon changes to yellow. Note that with IPTalk, you may need to wait a few seconds to see this state
change.

Auto-Sort Limit - The maximum number of unique agents allowed in MaxSupervisor before auto-sort
is disabled has been in-creased from 100 to 200 unique agents.

Duration for Not-Ready Reason Code - Along with addressing the Total Not Ready Duration when
an agent is not ready and takes a personal call, MaxSupervisor Agent View and Agent State View now
have a “Time in Not Ready Reason” column. This column shows the current amount of time that an
agent is in their current Not Ready Reason Code.

Show Workgroup Name - In MaxSupervisor Agent View, there is a new column called 'WG Name.' It
will display the name of the workgroup.

* MaxAgent Updates

Call Alerts - When the agent has incoming call alerts turned on, those alerts will now show the phone
number/extension and/or the workgroup name. This applies to IPTalk users.

Clearing Call Alerts - If there are too many stacking call queue alerts on the screen, agents can now
right-click any alert to display a pop-up. The pop-up offers the agent an option to delete all queue alerts.
This way, agents do not have to delete each alert individually.

Auto-Answer Workgroup Calls Only - In the client's Configuration > Extension > Call Handling page,
there is now an additional “Workgroup calls only” option below the “Automatically answer after...”
option. When this second option is checked, the auto-answer setting will only apply for incoming
workgroup calls. Personal calls will not be automatically answered unless this option is unchecked.

Change the Not Ready Reason Code - When an agent selects a Not Ready reason code, the reason
code status is now shown next to the Ready/Not Ready text. Agents can now change the specified Not
Ready reason code without going back to Ready mode.

Show Name/Number in Top/Bottom Mode - When an agent has arranged the MaxAgent client view
to show calls at the top or bottom, the caller name (if available), the calling number, and the workgroup
name/number will now appear.
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Apply Workgroup RNA Settings to Agents Who Reject Calls - In earlier releases, MaxCS does not
apply the workgroup's RNA rules to an agent who rejects a call, even if the workgroup has RNA Not
Ready or RNA Log Out rules configured. In AltiReport, this behavior is considered as RNA. Altigen has
added a registry setting for organizations that wish to apply the workgroup RNA setting to agents when
they reject a call.

Logging in Without Being Changed to Ready Mode - Altigen has included a registry entry that will
prevent agent states from automatically changing to Ready mode when logging into workgroups.

Enhancements Included in Release 8.6.1

The following enhancements were included in MaxCS 8.6.1.

e Callback from Queue

Reserved callbacks - In addition to having a separate workgroup handle return calls (referred to as
Redirected Callback), you can now configure workgroups that handle their own return calls (Reserved
Callback).

Streamlined setup - The Callback from Queue configuration GUI has been streamlined. These
changes make the feature easier to configure.

* MaxSupervisor

Hide logged out or Unstaffed agents - Supervisors can now hide logged-out agents and Unstaffed
agents in the Agent State tab, via new options in the Configuration window.

Manually set agents to Ready or Not Ready - Supervisors can now manually set agents to Ready or
Not Ready state. There is also a new Reason Code available for this action: 97 - Supervisor Override.

Auto-sorting no longer disabled - When the Agent State tab lists more than 200 agents, the Auto-
sort feature will not longer be disabled. You may experience slight performance issues.

New columns - The application now includes two new columns: Workgroup Name and Time in Not
Ready Reason

* MaxAgent and MaxCommunicator

In these client applications, there is a new call handling option. Under Configuration > Extension >
Call handling, if users enable the Automatically Answer after... option, an additional checkbox
Workgroup calls only lets users indicate whether personal calls will be automatically answered in
addition to workgroup calls. If this checkbox is cleared, personal calls will automatically be answered
following the same timing rule as workgroup calls.

Agents can now change their Not Ready Reason code as needed, by right-clicking the Not Ready icon
and choosing a different reason code. If the agent changes the Not Ready Reason code, it resets the
Time in Not Ready Reason duration that is displayed in MaxSupervisor.

*« VMWare - MaxCS now supports VMWare release 6.7.
* AltiReport - AltiReport now bundles OpenJDK JRE instead of Oracle JRE 8 and supports Tomcat 8.5.43

e Polycom

SoundStation - The Polycom SoundStation 6000 conference phone now supports TLS 1.2 with
firmware version 4.0.14.1580. You must update to this new firmware version, which is provided with
MaxCS 8.6.1, on order to support TLS 1.2. Note that the model 7000 does not support TLS 1.2, and is
still supported on firmware version 4.0.13.1445.

VVX - The Polycom VVX450 model IP phone is now supported. Polycom VVX Firmware version
5.9.3.2489 is now supported, and it is bundled with Release 8.6.1.

* Exchange Server - This release supports Exchange Server 2019.

* Workgroups - Remote access to Advanced Queue Management is now supported.
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Enhancements Included in Release 8.6

Headset support - The following headsets are now supported with IPTalk.
* Plantronics
USB SAVI models for wireless headsets
CS500 Series
USB Blackwire models 435, 3200/3210/3220 series, 700/710 series for corded headsets
Voyager 5200 UC
— Encore Pro Plus Series with DA80O
* Logitech
— H390 USB headset

Enhancements Included in Release 8.6

The following enhancements were included in MaxCS 8.6.

Polycom Firmware Upgrade Enhancements - Unlike in earlier releases, you can now control firmware
upgrades on individual VVX Polycom phones. The individual VVX extension’s “Update firmware to...”
setting is no longer automatically disabled. You can choose to enable or disable each VVX phone’s update
option. (PBX > AltiGen IP Phone Configuration on the Polycom tab).

Polycom VVX 201 support - MaxCS now supports the VVX 201 model phone. This model does not
support BLF or Line Park.

Polycom VVX Firmware - This release supports Polycom VVX Firmware version 5.9.3.2489.

Backup Program Enhancements - For better performance and to reduce the amount of disk space
used by backup logs, the Backup process no longer includes Polycom log files.

MaxCS Client Upgrade Enhancements - This release includes two enhancements to the MaxCS client
upgrade process. Client applications only upgrade when there are compatibility issues with the previous
release. And you can now upgrade client applications from an external source.

Trace Enhancements - In this release, the log process has been streamlined to run more efficiently. In
addition, several new traces have been added to the list of traces that you can run:

— SIP KeepAlive SP Log

— Polycom Phone Log

— QESL Log
“Midnight” Task Scheduling Enhancements - You can now set a custom schedule for nightly MaxCS
tasks, through a registry entry. See the chapter Tools and Applications.

Exception Routing Rules - In earlier releases, you could create holiday routing rules for full days and
you could create business hours for specific days of the week and weekends. In this release, Exception
routing rules can be entered for a specific period of a specific day.

OpenJDK Support - MaxCS AltiReport now supports OpendDK JRE to run Tomcat 8.5. In Release 8.6.1,
AltiReport bundles OpenJDK JRE instead of Oracle JRE 8.

Not Ready Reason Codes - You can now configure various codes that agents can use to specify why
they are switching to Not Ready status. You can make reason codes mandatory or optional.

Call Disposition Codes - Admins can now set up custom Call Disposition codes. These codes are
typically descriptions of the final outcome of the call, and are a simple way for agents to label or categories
calls. Codes can be configured as optional or mandatory.

Account Code Enhancements - You can now require account codes for inbound calls in addition to
outbound calls. You configure this on an extension basis.
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* Security update - The system now prevents a configuration file from being read remotely; MaxAdmin is
now initially set to accept only local access. Because of this change, you must update the IP Dialing Table
in Enterprise Manager to add IP addresses that you want to have access.

* VRM Pro update - You can now disable Server Message Block signing (SMB) v1 on servers without
obstructing the transfer of voice recordings to the VRM Pro server.

* Remote access to Advanced Queue Management - You can now access the Setup button for
Advanced Queue Management for workgroups.

» AItiSDK updates - APIs have been added to AltiSDK for Not Ready Reason codes, Call Disposition
codes, and for Account codes.
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CHAPTER 2

System Requirements and Installation

MaxCS supports Softswitch, Private Cloud, and hardware deployments.

Minimum System Requirements

This section lists the operating systems supported by each MaxCS component, as well as system

requirements.

For on-premise deployments, we recommend that your system have an overall passmark score of 10,000 or
higher. Refer to the MaxCS Deployment Guide for details.

MaxCS Requirements

MAXCS All-in-One Softswitch
(Software only)

*  Windows Server 2019 64-bit
*  Windows Server 2016 64-bit

*  Windows Server 2016 64-bit supported on VMware ESX and
6.0

¢ Windows Server 2012 R2 (64-bit) supported on Hyper-V 6.1
and VMware ESXi 6.0, 6.5, or 6.7.

* Windows 10 Professional (64-bit) Softswitch

*  Windows 10 Professional (64-bit) on VMware ESXi 6.0, 6.5, or
6.7

*  Windows 8.1 Professional (64-bit) Softswitch

*  Windows 8.1 Professional (64-bit) on Hyper-V 6.1 or VMware
ESXi 6.0, 6.5, or 6.7.

Office 2G/3G

*  Windows Server 2008 SP2 (32-bit) with 2GB RAM

The 64-bit version of Windows will not work on Max2000/Office
series chassis.

(No version of Altigen MaxCS Server Software supports TLS 1.2
on Windows 2008 Server).

MaxAdministrator

Operating Systems:

*  Windows Server 2019, 2016, 2012 R2
*  Windows 8.1 (64-bit)

*  Windows 10

System Requirements:
* Monitor with at least 1024x768 resolution

MAXCS Administration Manual
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MaxCS Requirements

Operating Systems:
Note: Windows XP is no longer supported.

*  Windows Server 2019
*  Windows Server 2016
¢ Windows Server 2012 R2

Enterprise Manager
P & System Requirements:

* 1GBRAM
¢ 20 GB available hard drive disk space

Note: The installation program will install JAVA JRE
automatically

Operating Systems:
*  Windows Server 2008 R2 SP1 (64-bit)
*  Windows Server 2012 R2

Note: Only Intel-based processors are supported

CDR Database Support:

* Microsoft SQL Server 2019

* Microsoft SQL Server 2017 and Express

* Microsoft SQL Server 2016 SP2 and Express
* Microsoft SQL Server 2014 SP3

Integration * Microsoft SQL Server 2012 SP4

Note: Running SQL Server in the same server as MaxCS is not
supported.

HMCP

Email Server Integration:
* Microsoft Office 365 Exchange Online
* Microsoft Exchange Server 2010, 2013, 2016, and 2019

Note: To read online Help pages, the system must be running Internet Explorer 6.0 or later.

Performance Note

If your MaxCS server is running Windows Defender, for optimal performance we recommend that you add the
following to Windows Defender's exclusion folder: “AltiDB”, “AltiServ” and “Postoffice.” If you are using VRM
or voice recording feature, you may also want to add the recording folder to Windows Defender's exclusion
folder.

Virtual Server Requirements

MAXCS supports the following virtual server environments:
* VMware ESX 6.0, 6.5 and 6.7: Allocate 4 Intel cores @ 2GHz each, 4GB memory, and 160GB hard drive
e Hyper-V version 6.1

MAXCS Client Applications

This section describes the operating systems supported by each individual client, and lists each client’s
minimum system requirements.
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Minimum System Requirements

For Polycom phone requirements, refer to the MaxCS Polycom Configuration Guide.

VRM Pro Server Requirements

*  Windows Server 2019
Operating Systems *  Windows Server 2016
¢  Windows Server 2012 R2

¢ IBM/PC AT compatible system

System/Processor ¢ Intel 2 GHz Pentium 4 or equivalent
Disk Space 40 GB
RAM 4 GB RAM
* The installation program will install JAVA Open JRE automatically
Notes * Installation requires 1 GB available hard drive disk space.

However, more space is required for CDR storage.
¢ Must run on a stand-alone system
*  Windows Server 2019
¢ Windows Server 2016
¢ Windows 10
*  Windows 8.1 (64-bit)

VRManager client

Advanced Call Router Requirements

*  Windows Server 2019

*  Windows Server 2016

*  Windows Server 2012 R2
*  Windows 10

* IBM/PC AT compatible system

Operating Systems

System/Processor * Intel 2 GHz Pentium 4 or faster
Disk Space 40 GB

OoDBC Requires a 32-bit ODBC

RAM 1 GB RAM

AltiReport Requirements

*  Windows Server 2019

Operating Systems * Windows Server 2016

*  Windows Server 2012 R2

» Java JRE 8u212 or Open JDK version 212
Applications » Database with JDBC Driver SQL Server

¢ Client system: Internet Explorer 10.0 or 11.0

* IBM/PC AT compatible system

System/Processor j )
¢ Intel 2 GHz Pentium 4 or equivalent

Disk Space 60 GB

RAM 1 GB RAM (2GB RAM required if it runs with SQL Server)
* Tomcat 8.5.43 will be installed automatically
* Must run on a stand-alone system

Notes

* AltiReport client system must have Internet Explorer 10 or 11,
Chrome, or Edge

MAXCS Administration Manual 11
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MaxAgent, MaxCommunicator, MaxSupervisor Requirements

Operating Systems

¢ Windows 10
*  Windows 8.1 (64-bit)

Third-Party Integration Software
(MaxCommunicator and
Altigen Clients)

Outlook is not supported)

e IBM/PC AT compatible system

System/Processor . 2 GHz CPU or faster
Disk Space 1GB
RAM 1 GB RAM
* Microsoft .NET 4.5 framework or higher
Notes

* SVGA monitor (1024x768) with 256-color display or better;
Keyboard and mouse

MaxOutlook Requirements

Operating Systems

*  Windows 10
*  Windows 8.1 (64-bit)

3rd Party Software

*  Outlook 2007, 2010, 2013, or 2016 (32-bit only)
Note: The 64-bit version of Outlook is not supported

System/Processor

* IBM/PC AT compatible system
* 2 GHz CPU or faster

.NET Framework

Microsoft .NET 3.5 framework only

Disk Space 1GB
RAM 1 GB RAM
Notes *  SVGA monitor (1024x768) with 256-color display or better

* Keyboard and mouse

AltiConsole Requirements

Operating Systems

¢ Windows 10
*  Windows 8.1 (64-bit)

e IBM/PC AT compatible system

System/Processor « 1 GHz CPU or faster

Disk Space 1GB

RAM 1 GB RAM

Notes * SVGA monitor (1024x768) with 256-color display or better

* Keyboard and mouse

12 MAXCS Administration Manual
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MaxCS Licenses

Altigen SDK Requirements

ActiveX Control for «  Windows 10
MaxCommunicator ) .
and AltiAgent ¢ Windows 8.1 (64-bit)

*  Windows 2019

*  Windows 2016

*  Windows 10

AltiAPI (Alticomlib.dlIl) ¢ Windows 8.1 (64-bit)

*  Windows Server 2012 R2

*  Windows Server 2008 R2 SP1 (64-bit)

¢ Windows Server 2008 SP2 (32-bit or 64-bit)

MaxInsight Requirements

) *  Windows 10
Operating Systems ) )
*  Windows 8.1 (64-bit)
¢ IBM/PC AT compatible system
tem/P
System/Processor « 1 GHz CPU or faster
Disk Space 1GB
RAM 1 GB RAM
Notes *  SVGA monitor (1024x768) with 256-color display or better
0
* Keyboard and mouse
MaxMobile Requirements
iPhone *« i0S12
Android « 90

Quality Management Requirements

* The server must be running Windows Server 2012 R2

* The MaxCS 9.0.1 server must already be installed

* The CDR database must be deployed on an external SQL Server
* VRManager Pro must already be installed

* You must have the appropriate Quality Management licenses

* The Quality Management tool will work with only encrypted MaxCS 8.5 Update 1 and later recordings;
it will not work with non-encrypted recordings from earlier releases of MaxCS

MaxCS Licenses

In MaxCS, most client licenses are available in both concurrent session mode and seat-based mode. Both
types can be mixed in a MaxCS system.

The following licenses are available for MaxCS:

Licenses for MaxCS
Per System
Advanced Call Router Per system
AltiReport Per system
MaxCS ACM Per system
Multilingual Per system
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The

Licenses for MaxCS

VRManager Pro Per system
Quality Management Per System
TrustID License Per System
Per Seat or Per Session

AltiConsole Per session

Callback from Queue Licenses

Per seat or per session

ChatBeacon Integration License

Per seat

Concurrent Recording Session
License

Per session

Dedicated Recording Seat License (for
VRManager)

Per seat assigned to record to a centralized folder, and per trunk port
with recording enabled

Enterprise Manager

Per server license

IPTalk Per seat or per session
MaxAgent Per seat
MaxAgent Concurrent License Per session

MaxCommunicator

Per seat or per session

MaxInSight Per session
MaxMobile Per seat
MaxSupervisor Per seat
MaxSupervisor Concurrent License Per session
Polycom Advanced Features License | Per seat
Quality Management Seat License Per seat
SDK Connection Session Per session

Third-Party SIP Device

Per seat registering as an IP extension (non-concurrent)

Trunk Control APC SDK

Per session

Other

Exchange Integration

Per user

SIP Trunk

Per activated SIP trunk

following licenses are available for all-in-one (stand alone) systems only:

Licenses for Stand Alone Systems

Station License

Per activated extension

ACM Agent Seat

Per concurrent login
(Single agent logged into multiple WGs will only take one license)

The following licenses are available for Softswitch/ HMCP Media Server/Gateway systems only:

14

Licenses for Softswitch/HMCP Media Server/Gateway Systems

HMCP Media Server License

Available resources in the system

Resources

HMCP G.711/G.723/G.729 Voice Processing

Available resources in the system

HMCP MeetMe Conference

Available resources in the system

HMCP Supervision

Available resources in the system
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Preparation for Installation

Licenses for Softswitch/HMCP Media Server/Gateway Systems
Softswitch Station License Per extension configuration
Softswitch ACM Agent Session License Per session
Softswitch ACM Agent Migration License Per ACC agent session
Gateway Per gateway

Preparation for Installation

Before you start installing MaxCS, you need the following:
* Windows Update — Make sure your server has the recommended Windows Service Pack or Update.

¢ MaxCS installation media — The MaxCS installation DVD or other media that contains the MaxCS pro-
grams.

* MaxCS latest update — Check to see if there is an update available to the MaxCS Release.

* System Key — The system key can be either a USB hardware security device that must be attached to
the server MAXCS is running on, or it can be a soft system key.

* You cannot use both a hardware device and the soft system key at the same time.
* When using a soft system key, the MAXCS system must be a member of an Active Directory domain.

* Software license key — A 20-digit key located on the front of the End User License Agreement.

Installing MAX Communication Server

Softswitch installations — If you are installing the MaxCS Softswitch version, follow the instructions in the
MaxCS All-Software Solution Deployment Guide.

Upgrades — If you are upgrading from a previous release of MAXCS, review the instructions in the MaxCS
Upgrade Guidelines before you begin any installation steps. If you are upgrading from a release prior to MaxCS
7.0 Update 1, then the installation program will check whether Microsoft Outlook has been installed on the
server. If it detects Outlook, you must uninstall Outlook before you can install MaxCS. In addition, if you have
used a previous version of VRManager, you will be upgraded to VRManager Pro; see the separate guide,
VRManager Pro Manual, for instructions.

To install MaxCS$, load the installation media, click the setup program in the folder, and follow the instructions

on the installation screens. when prompted, select a setup type.

Setup Type
Select the setup type that best suits your needs. ALTIGEN

COMMUNICATIONS

Select the features you want to install, and deselect the features you do not want to install.
Click Mext to continue.

() All-in-one Hardware System Installation

(®) Softswitch System Installation

< Back I MNext > | Cancel
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* All-in-one Hardware System Installation — Select this option if you have a hardware system that
includes Altigen boards, such as Max1000, Max2000, and 3G.

* Softswitch System Installation — Select this option if you have a softswitch system. On the next screen
you can select which components to install.

Softswitch System Installation

If you chose to install the Softswitch System installation, you can install the following components.

Setup Type ‘
Softswitch System Installation ALTIGEN

COMMUNICATIONS

Components to be installed
| Softswitch (including ¥YM and Enterprise Manager)
| HMCP Media Server

|| Gateway

[ <Back | New> | [ cancel |

» Softswitch (including VM and Enterprise Manager) — Select this option to install Softswitch to the
server. Softswitch provides the following functions:

— Devices Control
* |IP Phone
* HMCP Media Server
* |P Gateway
— Call Control
» Call Signal Processing (SIP tie trunk)
* PBX Switching, Routing, and Call Handling
— System Management
* Configuration and Directory
* Phrases and Prompts (System, Custom, Personal)
— Feature Server
* Voice Mail Server
* Multi-Site Enterprise Manager
» Call Center Feature Server
* CTI Server
» Exchange Integration Server
* CDR Server
*» HMCP Media Server — For softswitch deployment, select this option.

The HMCP Media Server check box is not available if the operating system is not supported by HMCP
(refer to Minimum System Requirements on page 9). Altigen supports HMCP Media Server only on
servers provided by Altigen.

16 MAXCS Administration Manual



Installing MaxAdministrator on a Network Client

* Gateway — This option is not supported starting with Release 8.5.

For detailed instructions on installing and upgrading MaxCS, Altigen Partners should refer to the readme file.

Installing MaxAdministrator on a Network Client
MaxAdministrator can be installed on a client workstation, providing the ability to manage the MaxCS server
remotely. The system running MaxAdmin and the MaxCS server must be on the same Windows domain.

When you install MaxAdministrator on a machine that is not a MaxCS server, it does not contain the switching,
SMTP/POP3 server, messaging agent, AltiBackup, and Exchange integration services that are included in the
full MaxCS installation.

The following features cannot be accessed via a Remote MaxAdministrator client:
» System Data Management
* Shutdown Switching Services
* VOIP Enterprise Network Manager
* MeetMe Conference configuration and management
* Recording configuration
» Diagnostic tools such as Trace Collector and Altigen Network log

Beginning in Release 8.6.1, you can remotely access the workgroup Setup button for Advanced Queue
Management.

To install MaxAdministrator on a client workstation,
1. From the MaxCS installation media, run SETUP.EXE in the MaxAdministrator folder.

2. Follow the instructions on the screen.

Uninstalling MaxCS

To uninstall MaxCS be sure to stop all MaxCS-related services before uninstallation. To do this, run
MaxAdministrator, log in, and select Services > Shutdown Switching from the menu.

In the event that the auxiliary services were not stopped, stop them one at a time in Windows, using the Start
> Programs > Administrative Tools > Services tool.

Then open the Control Panel. In Add/Remove Programs, select MAX Communication Server ACM and
then click Remove.
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CHAPTER

Getting Around MaxAdministrator

This section gives a brief overview of MaxAdministrator, the program used to configure and administer MAXCS
and its client applications.

MaxAdmin has a graphical user interface with tabbed windows that makes it easy to use.

Logging In and Out

To log into MaxAdministrator,
1. From the Windows Start menu, select Max Communication Server ACM > MaxAdministrator.

M
Bl Mail
l MAX Communication Server ACM -~
E;i ACM Backup and Restore
Enterprise Manager
HMCP Configuration
MaxAdministrator
MAXCS ACM Readme
MAXCS Admin & Extension Securit...

Read Config

@
N
B

Start & Stop All AtiGen Services

Figure 1. Opening MaxAdmin
2. Select the server.
3. Enter your username and password. Click OK.

As of MaxCS Release 8.5.0.215, usernames are case sensitive; they must be entered exactly as they
have been configured in your MaxCS user account. This includes the default account of “admin”.

The first time you log in, use the system default password, 22222. To ensure system security, change
the system password as soon as possible.

To log out, click the Logout button, or select Services > Logout.
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Remote Login

Beginning with MaxCS Release 8.5.0.215, TCP port 10078 is used for secured MaxAdministrator connection.
Make sure that TCP port 10078 is opened on the server side firewall if you need a remote MaxAdministrator
connection.

Changing the Password

Select Services > Change Password to change to a new password.

The Main Window

When you run MaxAdmin, you'll see a window similar to the following figure.

M MaxAdministrator [_[=51>]
Services System PEX Call Center YoIP Report Diagnostic Licemse Wiew Help
‘I ‘I 5 ﬁ 9 @ 9 X . 2
| o . = K ]
e Su 3 e v G N
Login Logout System Trunk  Extension Workgroup TP Phone Af  Recording  MestMe | Summary | About
Y [
& Extension Yiew || call Log Yiew 9 =]
Physical 10
Extension [ Name [ Location Caller | Callee | From ° HMCP o
9 250 [—— 02:0001(10.40.0., ° MobileExtsP 1]
0 251 - 02:0002(10.40.0. ° 2 SIPSP o
o 252 — 02:0000(10.40.0.
0 253 —— 02:0003(10.40.0.
0 256 02:0005(10.40.0. |
< | »
i | Trunk View o [=] 3|
Reset
Location | Type | status -
@ 02:0060 SIP-Tie idle
@ 02:0061 SIP-Tie idle
© 02:0062 SIP-Tie idle
0 02:0063 SIP-Tie idle
0 02:0064 SIP-Tie idle
0 02:0065 SIP-Tie idle
@ 02:0066 SIP-Tie idle Ee
@ 02:0067 SIP-Tie idle
@ 02:0068 SIP-Tie idle
0 02:0069 SIP-Tie idle
o 02:0070 SIP-Tie idle
0 02:0071 SIP-Tie idle
@ 02:0072 SIP-Default not ready
® 02:0073 SIP-Default not ready
® 02:0074 SIP-sipus not ready
® 02:0075 SIP-sipus not ready
® 02:0076 SIP-sipus not ready
@ n2:077 STP-—xinus b raadw
4| | o ||Lel [
" Workgroup ... [<][s] lili; Current Res... [<lfm]

Figure 2. MaxAdmin main window

The main menu bar is at the top. Below that are buttons for quick access to more commonly used configuration
screens. A status bar at the bottom contains information on the current runtime status.

The Main Menu

These are the menus and the functions found under each menu:

» Services — Log in and log out, change password, access utilities (backup and restore, convert work/hunt
group, import and export an extension list), shut down all services, and exit.

Note that the commands Services > Utilities > Backup and Restore, and Services > Shut Down All
Services cannot be performed remotely.
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The Main Window

System — Opens windows where you can configure system settings, gateways and media servers, voice
mail, auto attendants, multilingual support, call recording, application extensions, Unified Communica-
tions, and Admin User accounts. Also where you can request and import certificates and create directories
for Polycom users (refer to the MAXCS 8.5 Update 1 Polycom Configuration Guide).

PBX - Opens windows where you can configure trunks, in call routing, out call routing, extensions, Altigen
IP phones, hunt groups, line park, and MeetMe conference. You can also manage MeetMe conferences
from this menu.

Call Center — Opens windows where you can configure workgroups, agent logout reasons, account
codes, call disposition codes, and MaxCall.

VolIP — Opens windows where you can configure the enterprise network, the multi-site domain, and the
refresh enterprise settings.

Report — Opens windows where you can view the system summary and IP traffic statistics and configure
SNMP (simple network management protocol).

Diagnostic — Opens windows where you can view the trace, view the system log, and view the Altigen
network log.

License — Shows system and seat license information.
View — Lets you show, hide, and set default alignment of the view windows, the toolbar, and the status bar.

Help — Opens the Help window and offers a link to the Altigen Technical Support site.

Note: If you are a Basic Admin user or a Supervisor user, some menu choices and options may not be

available for you. Only Full Admin user types will see all menu commands and options.

Quick Access Toolbar

Toolbar buttons give you quick access to frequently used functions.

*?" )
%L E o PDE 2RO
Login Logout Syskem Trunk Extension Workgroup IP Phone Recordlng Meetie Summaryy About

Figure 3. MaxAdministrator quick access toolbar
From left to right, the toolbar buttons serve the following purposes:

‘ Login. Opens the Password dialog box to log in to the system.

\Lo,;in

‘» Logout. Logs out of the system.

=

System. Opens the System Configuration window, or the System menu.
Shortcut for System > System Configuration.

Trunk. Opens the Trunk Configuration window.
Shortcut for PBX > Trunk Configuration.

Extension. Opens the Extension Configuration window.
@ Shortcut for PBX > Extension Configuration.
Exkension
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Workgroup. Opens the Workgroup Configuration window.
Shortcut for CallCenter > Workgroup Configuration.

‘Workaroup
® IP Phone. Opens the IP Phone Configuration window.
e Shortcut for PBX > Altigen IP Phone Configuration.
IP Phone
; :‘ AA. Opens the AA Configuration window.
— Shortcut for System > AA Configuration.
a4

p—

J Recording. Opens the Recording Configuration window.
L o Shortcut for System > Recording Configuration.

Recording

hi,_" MeetMe. Opens the MeetMe Conference window.
s Shortcut for PBX > MeetMe Conference.
MeetMe

%,‘ Summary. Opens the System Summary window.
ol Shortcut for Report > System Summary.
SUmMary
About. Opens a window that displays version and file information. Gives information
@ about the Altigen Technical Support Web Site. This is a shortcut for Help > About
about MaxAdministrator.
Status Bar

The Status Bar at the bottom of the main window displays disk usage, the status of SMDR, the status of the
call detail reporting log, the status of the operator, and current date and time.

The View Windows

The MaxAdmin main window hosts a number of child windows that provide various views into the internal
system real-time status.

Boards View Window

The Boards window displays the hardware board types and their logical and physical IDs. For each installed
board, it displays:

* The board’s logical ID (the sequential ID of the board assigned by the system).
* Board type.

* The physical ID (including the ID on the faceplate of the board and the gateway ID). If it is an all-in-one
system, the gateway ID is the system itself, and the ID is 0.

Double-click a
... | Board Type Physical ID boar.d to o.pen a

© 0 HMCP 0 configuration

© 1 MobileExtsp o window for that

@ 2 SIPSP 1] board.

B Boards IH[=] B3

Figure 4. Boards window

Click on any column heading to sort by that column. Click again to reverse the sort order.
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The View Windows

Extension View Window

The Extension View window displays the name, location, and status of all assigned extensions.
Click on any column heading to sort by that column. Click again to reverse the sort order.
Double-click any extension number to open the Extension Configuration window for the selected extension.

The radio button to the left of each extension number is green when the extension is idle, and red when the
extension is not ready or in use. The Location number (for example, 01:0005) identifies the card logical ID and
port (channel) number on the board. For example, in location 01:0005, the card logical ID is 1 and the port
number is 5. If an IP Extension is logged on, the location will show the IP address.

j: Extension Yiew !EI
Fexzat . . .
Right-click an extension
Extension I MHame I Location I Status - to dlspla ItS ph Sical
@ 100 Fro... 04:0005 Channel Physical Location 4 . y y
@ 101 Gilb... 17:0009(10.1  Channel Properties I location...
o 102 Jim... 17:0004(10.10.1.234)  idle
@ 103 Car... 17:0050(10.10.1.163)  idle
© 104 Jim... 23:0007(15105045858)  [rrummrrer—
@ 105 ViD... 00:0005 i
Channel Infa
O 107 Jen... 01:0002 i
o 108 Allis...  01:0003 i | Logical Board ID 15
© 110 Sale... 04:0008 i | Board Name |5IPSP-0@GWID
Channel Group Type I‘SIF' Extension
...or to open a line properties iz D f83
window specific to the selected
extension.

Figure 5. Extension View window

The Reset button resets the selected extension to the idle status. You'll be asked to confirm the reset.

You can click the Reset button without selecting an extension, and then type in the extension number for the
extension to reset.

Trunk View Window

The Trunk View window displays the status of all trunks.
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i f Trunk ¥Yiew M= E3
Reset
Location | Type | Statuz -
@ 02:0067 SIP-Tie idle
@ 02:0068 SIP-Tie idle
@ 02:0069 SIP-Tie idle .
o T— IP-Tie dle ;I'he tl’tmk type or group name shows in the
@ 02:0071 SIP-Tie idle Type column.
@ 02:0072 (" SIP-Default W idle . . . . .
o [ T iy nght.-cllck atrunk to dlsplay_lts physmal
© 02:0074 SIP-Default idle location or to open a properties window
S s SIP-Default | icle specific to the selected trunk.
& 02:0076 SIP-Default not ready
& 02:0077 SIP-TRUNK not ready
& 02:007% SIP-TRUNK not ready
@& 02:0079 SIP-TRUNK not ready
& 02:0080 SIP-TRUNK not ready
@& 02:0081 SIP-TRUNK not ready
@ 02:0082 SIP-10.200.1.10 |not ready
@ 02:0083 SIP-10.200.1.10 |not ready
@ 02:0084 SIP-10.200.1.10 |not ready
@ 02:0085 SIP-10.200.1.10 |not ready
@& 02:0086 SIP-TRUNK not ready
@& 02:0087 ", SIP-TRUNK / not ready =
«| | 3|

Figure 6. Trunk View window

The radio button to the left of each trunk location is green when the trunk is idle, and red when the extension
is not ready or in use. The location format is logical board ID:channel — for example, channel 3 on the board in
logical board ID 9 is location 09:03. The Type, Status, and Duration of trunk use are also shown.

Note: The Duration field displays the duration of the trunk only if the call is connected after MaxAdmin is
started. The field will be empty if the trunk is idle, not ready, out of service, or the call was connected
prior to MaxAdministrator being launched.

You can double-click any trunk location to open the Trunk Configuration window for the selected trunk.

The Reset button resets the selected trunks to the idle status if the trunk is connected to a carrier. You'll be
asked to confirm the reset, and a status message will tell you if the reset was successful.

Call Log View Window
The Call Log View window displays the line and trunk traffic history.

Prints selected

[ call Log Yiew ol x| log entries.
Print Clear
| -
Caller | Callee From | Length | ~\C|ears the
@lll 101 16:14 00:48:12 W|ndOW Of a”
@111 101 17:02 00:12:44 d t
@lll 101 17:16 00:00:58 ata.
@lll 101 10:2% 00:02:12
@lll 101 10:27 00:00:40
@ 110 102 10:28 00:00:40

Figure 7. Call Log View window

The window displays, for the last 30 calls, the caller line or number, the callee, the starting time in 24-hour
format and the length of the call. When the call is from another Altigen system, the call is displayed as “Caller
System IP Address-Extension Number.”
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Workgroup View Window

The Workgroup View window displays data and statistics for workgroups:

#* Workgroup Yiew =] E3

Figure 8. Workgroup View window
This window displays the following data:
* Extension — The workgroup pilot extension number
* Name - The workgroup name
* Agents — The number of agents assigned to the workgroup
* Login — The number of agents logged into the workgroup
* Available — The number of logged in agents who are available to receive workgroup calls
« DND - The number of logged in agents who are unavailable with the Do Not Disturb status
¢ Wrapup - The number of agents who are in wrapup mode
* Not Ready — The number of logged in agents who are in Not Ready state
e Busy - The number of logged in agents who are currently on the phone
e Error — The number of logged in agents with extensions that are left off-hook or other user error
* Logout — The number of agents who are logged out from the workgroup
¢ Unstaff — The number of agents who are logged out from the system and have become a virtual extension
* Queue — The number of calls waiting in queue
* Waiting Time — The longest wait time of callers in queue

* Service Level — The percentage of calls in queue with queue time less than or equal to the defined
service level threshold

Current Resource Statistics Window

The Current Resource Statistics window displays the total VolP channels, available channels, and in-use
channels.

The window allows administrators to monitor VolP channel usage and MeetMe conference resource use.
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Figure 9. Current Resource Statistics window

Top part of the window

Contains a summary of codec usage.

Middle part of the window
Displays the following data:

3
.
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Gateway ID — The ID of the VoIP channel’'s home gateway

IP Resource — The Triton VolIP logical board ID:internal DSP channel ID

Codecs Capability — The codecs the IP channel can use

Active Codec — The codec currently being used

Used By — The extension, trunk, or SIP channel that is using this channel

Connect To — The extension, trunk, or channel the channel is connected to

Packets Sent/Received — The number of voice packets sent and received

Bytes Sent/Received — The total size (in bytes) of all voice packets sent and received

Network Packet Loss — The number of voice packets that have been lost due to prolonged delays,
network congestion, or routing failure

JB Packet Loss — The number of voice packets that have been discarded due to jitter buffer overflow
Total Packet Loss Rate — The ratio of total number of lost packets versus total received packets

Max Packet Loss Rate — The maximum packet loss rate observed over a period of time during a whole
session

Jitter — Displays the average length of delay per voice packet in milliseconds. This number can be used
to measure the quality of service on the network that connects the source and destination sites. Under 100
milliseconds is good, while a higher figure indicates a longer than average delay. (See Setting VolP Codec
Profiles on page 315 for more detailed information on jitter.)

Local Ports — Displays the local RTP/RTCP port for the voice stream

Remote IP Address:Port — Displays the remote RTP port for the voice stream
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Bottom part of the window
Shows information about the MeetMe 30-party conference bridge:
* Gateway ID of the 30-party conference board (for example, 00)
* MeetMe Conference Bridge ID (from 00:00 to 00:09)
* Number of members currently participating in a conference using each bridge

Note: Each system can have only one 30-party MeetMe conference board.

Setting the Refresh Interval

The Current Resource Statistics window is updated according to the Refresh Interval configuration. By

default, the Refresh Interval is set to refresh the data in the window every 5 seconds. To change the refresh
interval, click the Refresh Interval button at the top of the window, and set the refresh interval to a number of

seconds up to one minute. To set the time to 0 is to turn off the refresh interval.

Assigning Seat-Based Client Licenses

Most MaxCS client products require either session- or seat-based licenses. You may have purchased both
types. A session license allows a certain number of extensions to use a client product.

If you have purchased seat licenses so that particular extensions always have access to the client product,

those extensions must be assigned to the client product in MaxAdministrator. If an extension is not assigned
to a product, that extension may not be able to use the client product. You may have seat-based licenses for

the following client products:

«  MaxCommunicator « AltiConsole

» MaxOutlook (uses MaxCommunicator license) « IP Talk

+ MaxAgent » Salesforce Integration
» MaxSupervisor « MaxcCall
* Quality Management « Callback from Queue

Assign extensions to seat-based licenses in the Client SEAT License Management configuration screen
(License > Client SEAT License Management). Licenses are sorted in alphabetical order.

License Types Members Mon-members
IP Talk mlName—l_ Mumber | Mame o
Mantgent 2600 Jane Green 11 T5 Product 1
MasCall 2601 Lucy Gold 2001 Joe Schma
MaxCommunicator 2602 John white 2002 Tweedle Dee
Maxhoble 2633 Asto Tuf <-ADD | 2003 Tweede Dum
MaxSupervisor . 3580 Fiobert Deniro 2004 Boriz Karloff
Salesforce Integration w/02 Race Strest 2005 Lon Cheney

Call back from Queue 2392 TS Product 2
_memove s | |22 Benny Blue
2604 Wicky Wiolet
2605 Irene Indigo
2606 Olivia Orange
1 2607 “rolanda velow
2608 Flying Eagle
2603 Running Bear

Azsigned Licenses 2510 twihits Doe
g 2611 lichy Brather

IE— 2612 Biggy Rat
2613 “Y'ogi Bear

2616 Flash Gordon Jid|

Apply | QK I Cancel |

Tatal Licenses

Figure 10. The Client SEAT License window

MAXCS Administration Manual

27



Chapter 3: Getting Around MaxAdministrator

Select a license type and then select extensions to add to the list of “members” who can always use the
selected product. To make multiple selections, use Shift+click and Ctrl+click. The screen shows the total
number of licenses you have for a client product and the number of licenses assigned.

Stopping the Altigen Switching Service
Normally, when you exit MaxAdministrator, the Altigen services that provide the various telephony and data
services remain active. If you need to shut down the phone system, do one of the following:

¢ From MaxAdmin, select Services > Shut Down All Services.

* From the Windows Start menu, select MAX Communication Server ACM > Start and Stop All Altigen
Services, and click the Shutdown All Altigen Services button.

This stops the MaxCS system services, including the MaxAdmin application itself. When you re-open
MaxAdmin, the switching services are reactivated.

These options are available when you are logged in at the MaxCS system computer; they are not available
from a remote MaxCS client.

Note: Stopping the Altigen services from the Windows Services tool is not recommended, because it re-
quires you to know what all the services are and is time-consuming.

Programs Available from the Windows Start Menu
Several MaxCS programs and utilities are available from the Windows Start menu.

MAX Communication Server A... ~

ACM Backup and Restore

New

Enterprise Manager

O

Configuration

MaxAdministrator
N

MAXCS ACM Readme

MAXCS Admin & Extension Secu...
New

Voice File Converter
New

'
AN
™
|
Al
AR

Figure 11. The programs on the Windows Start menu
Available under MAX Communication Server ACM:

* ACM Backup and Restore — Backs up your configurations and extension voice mail. See “Backup and
Restore Utility” on page 386.

* Enterprise Manager

* HMCP Configuration

* MaxAdministrator — Lets you configure and administer your MaxCS system.
* MaxCS ACM Readme — Readme file for MaxCS ACM.
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MaxCS Admin and Extension Security Checker — Checks the security status of every extension in your
MaxCS system. See “MaxCS Admin & Extension Security Checker” on page 388.

Read Config — Creates a subdirectory of HTML files that shows details of your MaxCS configuration. See
“Read Config” on page 398.

Start and Stop All Altigen Services — Opens a dialog box that gives you the option to start or stop all
Altigen services by clicking a button.

Trace Collector — Collects the trace in selected MaxCS categories, within a time range specified, for
debugging purposes. See “Trace Collector” on page 391.

Voice File Converter — A voice phrase conversion tool that converts WAV files to ADPCM, WAV to PCM,
or ADPCM/PCM to WAV format. See “Voice File Converter” on page 397.
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CHAPTER

System Configuration

The System Configuration window is where you can configure the MAXCS system-wide settings.
To open this window, select System > System Configuration.

Note: If you are a Basic Admin user or a Supervisor user, some menu choices and options may not be
available for you. Only Full Admin user types will see all menu commands and options.

The System
S Configuration button

Syskem

You can then work with the following settings, each of which is accessed by a tab in the System Configuration
window.

* General — System ID, area code and number, operator and manager extensions, country, distinctive ring,
conference call, and system call park options

* Number Plan — How the system responds to each first digit dialed

* Business Hours — Used by system functions

* Holiday — How calls are routed on designated holidays

* Exception Routing - Exception routing rules can be entered for a specific period of a specific day
* System Speed — Speed dial numbers that can be used by all extension users
¢ Call Restriction — Prefixes to block, toll call prefixes, and call control

* Account Code — Tables for creating and removing account codes

» Call Reports — CDR logging and data export

* Country Relevant — Settings for toll call prefixes and emergency numbers

* Audio Peripheral — Settings for music on hold and system default prompts

* Activity — Settings for pre-defined or customized activity codes

* Feature Profiles — Settings for extension feature profiles

Setting General Parameters

Use the General tab in the System Configuration window to set the system ID, area code, main number, and
country; extensions for the manager and operator; options for distinctive ring, conference bridge, and system
call park; options for TLS 1.2 and E911 Caller ID.
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System Configuration -
| | | | |
Geneal | \ I \ I |
System ID Country
= [U.S A & Canada =
Manager Extension D’w_stwndE e, Rgg ve Ring
[2200 =] I~ Enable Operator Cal Priority Ringing
[~ Enable Workgroup Call Priority Ringing
System Home Area Code: Corference Bridge Option
[&08 ™ End Corference I No Extensions Participating
System Main Number System Call Park
4083335454
| Timeout Ring Backin |2 3: Minutes
Elyﬁem ESUIEID Play Greeting Phrase phrase0401 -
PRI Caling Number
[V Send inttister's ID in ONA and FWD cal
Operator
Group Members
Select an extension or group as operator A
4051
Edension  [577¢ - 4052
4053 ]
Call Supervision
[~ Allow Supervisor to Monitor. Barge-n. Coach, and Record agent’s non-workgroup cal
TLS Options
™ Use TLS 1.2only when TLSisused. 7

Figure 12. System Configuration, General tab

You can set the following parameters and options:

System General Description

Parameter
Assign a number (1-100) to the system. This ID will be used to
differentiate call records if multiple systems are writing call records to a
same external database.
System ID

In a multi-site VolP domain, each System ID/Server ID must be unique
and must be the same length. Once a server is part of a VoIP domain,
you cannot change the System ID.

Select a country for the system. This configuration ties to a tone table

Country matched to the country's telecom interface specification.

Select the system manager’s extension number.

The system manager has access to the following system administrator
functions:

* Record custom phrases
* Turn on trunk blocking (#38)

Manager Extension

* Manage voice mail's System Distribution List from phone

* Run CDR search as administrator login account
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System General
Parameter

Description

Distinctive Ring

Enables users to distinguish between internal, external, and operator

calls by the way the phone rings:

* Enable Distinctive Ring — establishes a short double ring cadence
for internal calls and a normal, single ring for external calls. When
disabled, both rings are normal.

* Enable Operator Call Priority Ringing — produces a long single
ring between short pauses on calls to the operator.

* Enable Workgroup Call Priority Ringing — produces a short
single ring between short pauses on calls to the workgroup.

Note: This feature is not supported on Polycom phones.

System Home Area Code

Area code for the system location.
Note: This field cannot be blank in the U.S. and Canada.

Conference Bridge Option

Selected, conference calls will end when all internal lines have
disconnected from the conference bridge.

Not selected, the conference connection can continue between outside
parties, even after all internal parties have disconnected.

System Main Number

The main system telephone number, which is sent to the pager’s dis-
play when a user’s messaging options are configured to call a pager.
This number will be used by a PRI trunk as the outbound caller ID in
the event that no number is assigned in the trunk Phone Number, 10-
digit DID, or extension Transmitted CID field.

Note: This field cannot be blank.

System E911 CID

The default system E911 Caller ID. Make sure that you include your

area code in your entry.

* You can overwrite this default to assign different E911 Caller IDs for
individual extensions

* If an extension does not have an E911 CID configured, it will use
this new System E911 CID

More information on E911 options in MaxCS can be found in the chap-
ter Location-Based E911 on page 295.

PRI Calling Number

Check the check box to send a caller’s caller ID when the call is going
through one-number access (ONA) or when the call is being forwarded.

System Call Park

* Timeout, Ring Back in ...
Minutes

* Play Greeting Phrase

System Call Park (#41) allows the extension user to park a call, then
pick up the call from another extension. If the call is forgotten, the
Timeout sets the number of minutes a call remains parked before the
user’s extension rings again. To the caller, the call park sounds like
being put on hold. Valid entry: 1 — 60 minutes.

Select a greeting that the caller will hear before being placed on hold.

Operator Extension and Group
Members

Select the extension to be used by the system operator. If the
extension number you select is a workgroup or a hunt group, member
extensions will show up in the Group Members box.

This extension is used in the following applications:
* Trunk incall routing

* DNIS incall routing

* Auto Attendant
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System General

Description
Parameter p

Check the box to allow supervisors to monitor, barge in on, coach, and
record an agent’s non-workgroup calls.

Notes:

» If this check box is checked, the supervisor can listen, barge-in on,
coach, and record an agent's conversation regardless of the
agent's login status.

* Supervisor extension does not have to be a workgroup member to

Call Supervision - . .
listen to, barge-in on, coach, or record an agent's conversation.

» For the coaching feature, the agent’s extension can be either an IP
extension or a Triton analog extension.

WARNING! Listening in to or recording a conversation without the con-

sent of one or both parties may be a violation of local, state and federal

privacy laws. Itis the responsibility of the users of this feature to assure

they are in compliance with all applicable laws.

A new option allows you to enforce TLS version 1.2 whenever TLS is

TLS Options used. For details, refer to TLS 1.2 Configuration on page 413.

Setting a System Number Plan

The system number plan defines the extension digit length. You can use from 3 - 6 digits for extensions. You
also use the system number plan to set a DID number length to use, and to define the system response to the
first digit dialed — for example, pressing 9 to get a trunk line.

The numbering scheme requires some thoughtful planning.
To set the number plan, select System > System Configuration, then click the Number Plan tab.
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System Ceonfiguration X

| I l — | ——
Number Plan I | | | . ]

Bdension

Number Length [ - Defauk Password  [1111

DID Dialed Digit Translator

Number Length  [4 = I Enable up |

First Diigit Assignment

1 |En1ension LI 2 |Ertension LI 3 |Extension LI

4 IE:dension LI 5 [Extension LI 6 [Euctension L]

7 [IP Trunk Access | 8 |Bdension v 9 |Tunk Access |

. |Lmra|id _:j 0 |Opt€l’d|0l ;l # I:‘za‘.urv. Access ;J

This screen defines how the system responds to the first digit entered by the user, For example,
Bxension is selected for digit *1°. the system will then treat the number that begins with a "1" as an
extension number.
r~ Polycom Phones
Default Polycom Local Admin Password |
Polycom Phone Digit Map

OSERHOxIE]2-9)AH [0- 7195181234568 oo [1 2345680 P———
9, [2-Soccond. Booooooood, 11IRRS1R{2-Shoccooocok Thoce, T = Digt Map

After you change this entry or automatically generate a newdigit map
. click "Apply and Reboot All Polycom Phones™ All registered
Polycom phones will automatically be rebooted so that they will load
the new configurations. If any of the phones

have active calis, then those phones will automatically reboot atter
the active cal ends.

Figure 13. System Configuration, Number Plan tab

Use the Number Plan tab to specify the following parameters:

System Number

Plan Parameter Description

The number of digits for your extension numbering system. Valid entries are from
3 - 6. For example, extension 2001 and 4020 are
4-digit extension numbers.

Note: Once the first extension is configured, the extension number length cannot
be changed without totally reconfiguring the system or deleting all the
Extension - extensions already configured.

Number Length Further, if a first digit dialed is assigned to extensions and you have set up
extensions beginning with that digit, you cannot change the digit
assignment without first deleting all affected extensions. For example, if 7
is assigned to Extension and you're using extensions 7010, 7113, and so
on, you cannot reassign 7 to IP trunk access, without first deleting all the
7nnn extensions.

i The default password for newly created extensions is randomly generated by the
Extension : .
system. (When the password is changed, it must meet your password

Default Password requirements.)
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System Number
Plan Parameter

Description

DID Number Length

The number of digits needed to match a DID (Direct Inward Dialing) number. The
range is from 2 — 16.

Each extension can be assigned a DID number. A DID number does not have a
fixed length. For example, suppose the DID number length is 4 and the extension
DID number is 2522999. Depending on the service contract with the Central Office
(CO), the DID trunk can send all 7 digits (2522999) or just the last 4 digits (2999).
If the DID Number Length option is set to 4, the system always tries to match the
last 4 digits received to the last 4 digits of a DID number, regardless of what is
received.

Note: To accommodate future growth and minimize disturbance, it is
recommended that the length of the DID numbers assigned to an extension be
greater than or equal to this DID Number Length.

Dialed Digit Translator

This feature is capable of intercepting and manipulating a dialed digit string before
it is sent out for outbound call processing.

To set up a dialed digit translator entry, check the Enable checkbox and click the
Setup key. This opens a dialog box where you can select First Digit Translator
or Extension Dialed Digit Translator.

This feature supersedes the first digit assignment of the system number plan.
When configured, any extension user can dial a single DTMF digit that will be
translated to any internal or external number. After digit manipulation, the
translated digits go through the system number plan to find the internal or external
target. For example, you can configure “*” to call an internal workgroup to report an
urgent situation.

Typical applications are:
* One-digit emergency dialing
¢ One-digit dialing to branch or headquarters over PSTN or VoIP

* One-digit dialing to activate a feature code

First Digit Translator Configuration

Dialed Digit Translator x|

Select Digit Translatar: IFilSt Digit Translator j

s T 8
F s |
S EEaw D e

Figure 14. Single Digit Routing

To set up a First Digit Translator entry, select the check box (to the left of 1-9, *
or #), then enter the desired digits. When a box is checked, the digit preprocessor
will replace the first digit 1-9, * or # that user dials with the digits indicated in the
corresponding field. In the above example, if a user dials “*”, the system replaces
this with “911”.

Note: This feature is for internal extension users only. It does not support dialing
out from voice mail. Improper configuration may cause conflict with the
system numbering plan. Be sure to fully test any configuration change in
this area before going “live.”
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System Number

Plan Parameter Description

Extension Dialed Digit Translator

Note: This feature is intended for, but not limited to, allowing a remote IP
extension to make an emergency call (911) through MAXCS. If MAXCS is
in a different location than the IP extension, the emergency call can be
routed to the emergency center where the IP extension is located.

Dialed Digit Translator [ %]
Select Digit Translatar: IExtension Dialed Digit Translatar j
Extengion Groups: Members: Mon members:

L&, Branch 2000
2800

[=]

==

Dialed Mumber: ISTI
Up | & Translate To |919495550911
" Manipulation
Down
—I Mumber of digitz deleted from head: ID _,::'
Digit prefix inzerted ta head:
CT B o |

[ Allow emergency number notification

Add Hemovel

Figure 15. Extension Call Routing

To set up an Extension Dialed Digit Translator entry:

1. Select Extension Dialed Digit Translator from the Select Digit Translator
list.

2. In the Extensions Group field, use the Add button to create and select an
extension group that the Extension Dialed Digit Translator will apply to.

3. (optional) From the Non members list, you may select an IP extension that the
Extension Dialed Digit Translator will apply to. You can apply the same
Members to multiple locations. You may also enable the Bypass Account
Code option if Account Codes are required.

4. Enter digits in the Dialed Number field and Translate To field. In (see
Figure 15), assuming the system is located in area code 510, when an IP ex-
tension user in LA dials “911,” MAXCS will translate the digits into
“919495550911.” (9 = IP trunk access code, 19495550911 = the emergency
center in LA that covers the remote IP phone user’s area.)

5. The Manipulation option allows you to remove or add digits to a number dialed
by the IP extension.

The most common situation requiring this option is to hop-off a VoIP call from
a remote system to a remote CO line.
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System Number

Plan Parameter Description

These define how the system responds to the first digit dialed by the user. The list
options for each digit are:

* Extension
¢ Trunk Access
* Feature Access

¢ Operator

First Digit Assignment « Invalid (no action)

¢ |P Trunk Access
* Route Access

Trunk Access — Defines how to get a PSTN trunk line to dial an outside number.
“9” is the default trunk access code.

If you have a more complicated dialing number and routing plan, change “9” to
the Route Access code and configure the Outcall Routing table.

Feature Access — By default, # is set to Feature Access, which is used as part of
feature access codes. In addition, you may also set 1-9 to Feature Access. For
example, if 7 is set to Feature Access, Station Login (#27) can also be accessed
using 727.

IP Trunk Access — Only one IP trunk access option is allowed per system. To use
Voice over IP, you must set up this access and, in addition, configure the IP Dialing
Table as discussed in “Defining the IP Dialing Table” on page 326 and set the VoIP
codecs as discussed in “Setting VolP Codec Profiles” on page 315.

Note: After setting the IP Trunk Access code here, you should set the Trunk Ac-
cess Codes of any 30-port VolP boards to “None” on the General tab of
the Trunk Configuration window (see “Setting General Trunk Attributes” on
page 125). This will prevent users from directly accessing the 30-port
boards — which use the G.711 codec only — for calls to MAXCS servers or
other gateways that may require the G.723 codec. If you still want users to
have access to this trunk for outgoing calls, you can set it up through out
call routing (see Chapter 15, Out Call Routing Configuration).

Route Access — The Route Access option can be assigned to one or more digits,
to route the call per the out call routing table. Out call routing, which is sometimes
called ARS (Automatic Route Selection) or LCR (Least Cost Routing without
carrier rate table), is described in Chapter 15, Out Call Routing Configuration.
Out call routing is designed to help 10-digit dialing, Zoomerang dialing, digit
manipulation, and tie trunk hop-off dialing.

You can change the default Polycom administrator password (which is currently
456). This is the password for the Polycom phone itself; users must enter this

password on the phone in order to access menus on the phone to change its
Default Polycom Local configuration.

Admin Password The system will initially generate a random 5-digit string; you can change this to a

string between 4 and 32 characters.
See the MAXCS Polycom Configuration Guide for details.

Polycom Phone Digit

Map See the MAXCS Polycom Configuration Guide for details.

Setting Business Hours

The Business Hours tab contains group boxes for setting the business hours and days of the week for which
the business or organization is in operation. The business hours schedules are used to set other system
settings such as trunk, and DNIS and caller ID in-call routing.
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Note:

Setting Business Hours

Because the business hours are used throughout the system, you or the appropriate administrator

must make sure the system time has been set correctly. The system time can be changed using
the Date and Time options in the Windows Control Panel.

To access the Business Hours settings, select System > System Configuration, then click the Business

Hours tab.

System Configuration

ﬂ—l ™ Sun

AM Schedules

PM Schedules

[og00AM ]| to [12:00PM ~]

[12:00PM +] to [05:00PM +|

|08:00AM =] to [12:00 PM ¥

[1200PM x| to [05:00PM |

[os:00aM =] to [12:00PM ~]

[12:00PM ~]to [05:00PM ~]

|os:00AM ~|to [12:00PM ~|

[12:00PM ~] to [05:00PM |

[0s:00aM =] 1o [12:00PM ~]

[1200PM *] 1o [05:00FM ~]

Jog00AM ~|to [12:00PM ~]

[12:00PM ~]to [05:00PM +|

|08:00AM ~| 1o [12:00 PM ~|

[12.00PM ~| o [05:00PM ~|

Figure 16. System Configuration, Business Hours tab

Multiple Business Hours profiles can be configured in a system. A default “System” Business Hours profile is
already configured. Multiple Business Hours profiles can also be assigned to DNIS Routing and Trunk In Call

Routing entries.

To add a new Business Hours profile, click Add. Enter a name for the profile, then click OK.

For each business hour profile, set the business schedule parameters.

Parameter

System Business Hours

Description

Day

Select the days of the week on which the company does business. For
example, if the company does business Monday — Friday, check the
check boxes for those days.

For each day of the week, select the time periods during which the
company is available for business. The time between the AM and PM
times can be used to indicate a lunch break or time between shifts.

AM and PM Schedules

If you don’t want to set a break between AM and PM schedules, set the
PM starting time to be the same as the AM ending time.

Or if you want to specify 24 hours as standard business hours, select the
following hours:

AM Schedules: From 08:00 AM to 12:00 PM

PM Schedules: From 12:00 PM to 08:00 AM
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Routing Calls on Holidays

You can create special routes for incoming DNIS and trunk calls that come in on designated holidays. For
holidays that your organization treats as half-days, you can create separate profiles for business and non-
business hours.

Note: Incoming DID and tie trunk calls will not follow holiday routes, but go to the dialed extensions directly.

To configure Holiday routing rules, select System > System Configuration, and then click the Holiday tab.

System Configuration X
| —— | —— | |
| | Hoiday | | |
Profiles
proie ST ~ | o
Nomal
Holiday Description
Holiday | F = _J
Description |
1 1000 i
{ 1 I
{:
-
[10:47 A = [loazam =
@ 1000 3
1 ]1 I
< > &
L raa || ook | Lot |

Figure 17. System Configuration, Holiday tab

Multiple Holiday Profiles can be configured in a system. Each Holiday Profile can include multiple holidays. A
default “System” Holiday profile is already configured. Multiple Holiday Profiles can also be assigned to DNIS
Routing and Trunk In Call Routing entries.

Creating a Holiday Profile

Click the Add button beside Profile. Enter a name for the profile, then click OK.

2. To each profile, add holidays that will be included in that profile: Click the Add button below the Holiday
list to create a new holiday.

3. Inthe dialog box, select a date from the calendar and enter a description. Click OK.

| | I | | |

| | Holiday | | |
Profiles

Profe - mid | pete
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Exception Routing

Add Holiday Profile *

Mame: ||

()8 | Cancel |

Figure 18. Adding a holiday to a profile

The holiday you added appears in the Holiday list. Additional holidays you create appear in the list and
together make up the Holiday Profile.

Setting Call Routing Rules for a Holiday

Select a Holiday Profile from the Profile list, and then select a holiday in that profile from the Holiday list.

2. Set call routing for “normal” holiday hours using the field group in the Normal section of the Holiday tab.
This will be the default route for calls coming in on that holiday.

3. Ifyou have special work hours during holidays, check the Enable Work Hours during Holiday option and
configure special hour routing.

This route will override the route for normal holiday hours, for the hours you specify. Use this option, for
example, to route calls for the working portion of a holiday that your organization treats as a half-day.

4. To apply these hours to more than one holiday, click the Apply To button and in the Apply To dialog box,
select all the holidays to which you want the hours to apply. You can select multiple holidays by using Ctrl-
click or Shift-click. Click OK.

5. When you are finished with the dialog box, click OK.

When a new year begins, the dates on which holidays fall usually change. You can edit the dates for annual
holidays, making them accurate for the new year.

Updating the Dates of Annual Holidays

1. Select a Holiday Profile, and then the holiday from the Holiday list. Its date and description appear in the
Normal section.

2. Click the drop-down arrow beside the date to open a calendar and assign a new date. Click Apply.

Exception Routing
In earlier releases of MaxCS you could create holiday routing rules for full days, and you could create business
hours for specific days of the week and weekends.

Starting with Release 8.6.1, your ability to route calls has been expanded. MaxAdmin has a new tab, Exception
Routing. Exception routing rules can be entered for a specific period of a specific day. One example of this
would be for a company meeting lasting 1 hour on a specific date. Or perhaps a company training session that
lasts the morning of a specific date.

Considerations:
* You can add multiple exception routing rules, even for the same date and time.

» Exception routing rules can have one or more DNIS numbers.
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Routing Precedence

Exception routing rules have precedence over Holiday Profile definitions.

Holiday Profile definitions have precedence over Business Hours settings.

Creating Exception Routing Rules

To create a new routing rule,

1.

In MaxAdmin, select System > System Configuration > Exception Routing. This tab shows you routing
rules that have already been configured.

To add a new rule, click the Add button below the list of rules.

In the Routing section below the table, enter a name for this rule. We recommend that you use a unique
and descriptive name that will make it easy to identify among other rules.

System Configuration [x]

| | I | | |
| I | Excestion Foutng | I l

Enable | Name | St Tieme

[ 123456 08/3072018 0200 PM to 04:00 PM

O Test (08/31/2018 10:00 AM to 04:00 PM
=)

Xmas 2018 12/25/2018 08-00 PMto 11:00 PM

< [T »

\ Add Delete
Routing
Mame [Te
" Route Incoming Cals to Extension r_-«;- ;E
% Route Incoming Cals to AA m
" Reoute Incoming Cals to Oparator
Time Schedule
Date | Foday . Aust 312018 =] Fom [1000AM — 1o [oz00PM =

DNIS Scope

DNIS Exclusion List

Figure 19. The Exception Routing tab

4.

7.

Choose a routing option:

Route Incoming Calls to Extension - Enter or select the extension for calls during this period.
Route Incoming Calls to AA - Select the AA for calls during this period

Route Incoming Calls to Operator - Routes calls to the Operator during this period.

Set the schedule for this routing rule by selecting the date and then specifying the beginning and ending
of this period.

(Optional) If you want to exclude certain numbers from this routing rule, click DNIS Exclusion List. In the
next panel, you can add and remove DNIS numbers to / from the Exclusion list. Numbers that you place
on the Exclusion list will ignore the rules in this routing rule.

Save your changes.

To enable or disable an individual exception routing rule, check or clear its Enable checkbox. To delete a
routing rule, select the rule and click Delete.
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Configuring System Speed Dialing
You can set up to 60 system speed dial numbers. The IDs available are from 00 — 59. Users press #88, and
follow that with one of the system speed dial access codes you set here.

Speed dial settings for individual extensions are set in Extension Configuration. (See “Setting up Station Speed
Dialing” on page 178.)

To configure Speed Dialing, select System > System Configuration, and then click the System Speed tab.

1D Name Number Add
Speed Dial Configuration b4 m
Edit
0 ] ~|
Mame: |Altigen

Mumber.  |314085373000)

‘when entering speed dial numbers, pleaze include
all neceszary digits [such as trunk access code, long
distance prefix and area code] that pou would dial
when manually dialing the number, e.q.
914155551212,

()3 | Cancel |

Figure 20. System Configuration, System Speed tab

Adding Speed Dial Entries

To add a speed dial entry,

1. Click Add.

2. The next available ID is filled in for you, or you can select the ID number using the drop-down arrow.

3. Type a name for the Speed Dial entry, then enter the full number as you would dial it, with a maximum of
20 digits per entry. For example, the phone number 914085551212 comprises 9 (trunk access code), 1
(long distance prefix), followed by 408 (area code), and then the seven-digit telephone number.

Valid digits include 0 through 9, #, *, and (,) comma. The comma represents a one-second pause, when
IP trunks are not used.

Editing Speed Dial Entries

To edit an entry, double-click the number you want to work with, or select the number and click Edit. In the
dialog box that opens, edit the entry and click OK.

To delete a system speed dial entry, select it in the System Speed tab and click Delete.
Note: System speed dial is read-only from MAXCS and MaxAgent.

Defining System Call Restrictions

The Call Restriction tab contains settings for the following functions:
» Block calls to area codes from all extensions
* Define local/toll-free (unrestricted) area codes
* Lock an attacked extension

* Block all outgoing trunk calls
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* Restrict other system users from hopping-off to make an outbound call via a tie trunk
* Set 10-digit dialing area codes for using trunk access code

To set up call restrictions, select System > System Configuration, then click the Call Restriction tab.

Figure 21. System Configuration, Call Restriction tab

Blocking Calls to Area Codes from All Extensions

To add or edit system-prohibited area codes:

1. Double-click an index entry in System Prohibited Prefixes list, or select the index entry and click Edit.
This opens a dialog box that allows you to enter a prefix number.

2. Enter a 1 and the dialing prefix to block (for example, 900, 976). You can enter up to 20 digits maximum
for each prefix. For example, to block calls from all extensions to 976 numbers, type 1976. Click Apply.

Note: A maximum of 20 prefixes can be defined.

Setting Unrestricted Area Codes

To add or remove “local” call definitions (including calls that begin with 1 but are free: 800, 888), use the Add
or Delete button in the Unrestricted Area Code panel, and click Apply. The Extension Configuration’s
Restriction tab references these area codes (as local and unrestricted) in its Outcall Restrictions panel.

Setting the Extension Lockout Period
If a user enters too many consecutive invalid passwords when logging on to voice mail or to activate an
extension, MAXCS considers this an attack.

To protect your company from theft of services, you can lock an attacked extension for the period of time you
specify (1-72 hours) in the Lock Extension Access section.

As of Release 9.0.1 1he default lockout period is 23 hours. You can enter a value from 1-72 hours (or select
Permanent). If you had entered a lockout period in hours:minutes:seconds format in earlier releases of MaxCS,
your entry will be rounded up to the nearest hour once you upgrade to Release 9.0.1.

If you set the lockout period to Permanent, then the only way to unlock a locked extension is to use Extension
Checker. (MaxCS Admin & Extension Security Checker is a separate tool provided with MaxCS.)

Setting the Maximum Allowed Password Attempts

To adjust how many incorrect password attempts are allowed before an extension is locked, use the Maximum
wrong passwords allowed option on the Call Restrictions tab. This option was moved from Extension Checker
in Release 9.0.

Setting Minimum Password Lengths
You can set a long minimum password length for stronger security. As of Release 9.0.1, the default minimum
password length is 8 digits.

Note that it is possible to set a system minimum password length that is longer than some users' current
passwords. In this case, when the user tries to log in, the system will indicate that the password has expired
and will prompt the user to change it.
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Lock Edension Access

After im failed p time:
to lock the extension for {in hours): |23 ﬂ

Masimum wrong passwords allowed: 8 bl
Minimum passwond length: 4 -

Figure 22. The Lock Extension Access options

To unlock a locked extension, use the Extension Checker tool that is installed with MAXCS. See “MaxCS
Admin & Extension Security Checker” on page 388.

Extension Checker Updates

Extension Checker now checks the password length for both the extension password and the SIP Registration
password. It will display a warning if a password is shorter than the minimum length required. In addition, Ex-
tension Checker now shows an additional column for the SIP registration password length.

ExtChecker.exe will be bundled with the MaxAdministrator installation, so in default remote MaxAdministator
installations, there will be an ExtChecker.exe located in C:\Program Files (x86)\AltiGen\AltiWare Administrator.

Blocking All Outgoing Calls

To block all outgoing calls — for example, during the night when no employee is in the office — check the Block
All Outgoing Calls check box. If you block all outgoing calls, then calls between two systems will not go
through. This is because #38 blocks all trunks, including remote SIP-tie trunks

Enabling Hop Off for Tie Trunks

When selected, this function allows users from another system to borrow a PSTN trunk in this system to make
an outbound call over a VolP tie trunk.

Tie Trunk:
Outgoing T1/PRI or
call on VolP
PSTN Trunk System A System B

The call originating on System B hops off over the T1/PRI or VoIP trunk to use the PSTN
trunk in System A. System A must be set up to allow System B to borrow its PSTN trunk.

Figure 23. Hop Off for Tie Trunks

Restricting Tie Trunk Calls

You can set call restrictions on hop-off calls by telling the system to use the same restrictions as the ones set
up for an extension. Using the Call restriction follows extension list, you can select the extension with the
restrictions to use for the hop-off calls.

Setting 10-Digit Dialing Area Codes

The Trunk Access 10-Digit Dialing Area Code field lets you define area codes that do not require dialing a
“1” before the area code. To enter an area code, click the Add button.

MAXCS Administration Manual 45



Chapter 4: System Configuration

Note: Applies only to calls that use a trunk access code. For calls using a route access code, 10-digit dialing
area codes must be configured in the Out Call Routing Configuration window, Dialing Pattern tab. See
“About Dialing Patterns” on page 160.

Creating Account Codes

Account Codes let you enable or force users to assign incoming and outgoing calls to particular account
codes for billing, tracking, or forecasting purposes. Up to 10,000 account codes can be created.

To access the Account Code tab, select System > System Configuration, then click the Account Code tab.

System Cenfiguration *

General ] Mumber Plan ] Business Hours ] Holiday ] Exception Routing ] System Speed ] Call Restriction ]

Account Code l Call Reports ] Country Relevant ] Audio Peripheral ] Activity ] Feature Profiles ]
Account Name | Account Code |

Marketing 710

Engineering 720

Publications 730

Support 740

Add | Delete

Figure 24. System Configuration, Account Code tab

Adding and Deleting Account Codes

To create an account/code association, click Add. Enter an Account Name and Account Code in the dialog
box. The Account Code may contain 1-10 digits.

To delete an account and its code, select it and click Delete. You can select multiple items for deletion by using
Ctrl-click or Shift-click. Click Apply to save your changes and OK to save and close the window.

You can now set options for each extension that determine whether account codes must be entered or can be
bypassed. You can also block display of the Account Code table (in which case, you would want to supply
users with the account codes they need). See “Setting Personal Information” on page 169.

Setting up Call Reports

You can set up the call report logging option only if MAXCS and MaxAdministrator are installed on the same
server.

On the Call Reports tab, specify the following:

* Where to log the call detail records (CDR). The location can be an internal database, an external
database, or both.

* How you want the system to manage an internal CDR database.

* If CDR needs to be output through a COM port to another computer, which COM port and which baud rate
to use.

To learn more about internal and external CDR databases and schema, refer to the Call Detail Reporting
Manual.
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To set up Call Reports, select System > System Configuration, then click the Call Reports tab.

System Configuration

Log Service
Name Server Status Password
Intemal Log Service 127.00.1
Add | Remove Edt Refresh
Intemal Database Corfiguration

Active database retaining period @ months
¥ Archive purged record(s)
3 3: month(s) per archive file

Accounting Data Processing
™ Enable Data Output

Available Ports Baud Rate
& COM C ok 3 C '
e i o 8] ¥ o )

x

General | NumberPlan | Business Hours | Holiday | Exception Routing | System Speed | Cal Restriction |
AccountCode  Call Repots | Courtry Relevant | Audio Perpheral | Activly | Feature Profies |

Figure 25. System Configuration, Call Reports tab

Internal Database Configuration (Internal Log Service)

The Internal Log Service (shown in the Log Service display table) is created by default. You can enable or
disable the service, but you cannot remove this database or add another Internal Log Service.

To manage the internal CDR database:
1. Make sure the Internal Log Service check box is checked.

2. Inthe Internal Database Configuration field, use the up/down arrows to select the Active database
retaining period in months. This determines how long the data will be kept in the database. Valid entry

is 1-12 months.

3. (Optional) In the Archive purged record(s) field, use the up/down arrows to select the number of months
per archive file. This determines the number of months that the system will archive an existing CDR

database before creating a new database.
4. Press OK or Apply.

External (Remote) Logging of Call Data

MAXCS allows you to output CDR records to a Microsoft SQL Server database (“Minimum System Require-
ments” on page 9 lists the versions of SQL Server that are supported). Before you enable external logging, you
need to set up and configure the SQL database and external logger application. Please refer to the CDR

Search Manual to learn how to set up an external logger service.
Some considerations:

* The SQL database cannot be on the same server as the MAXCS system. A system integrator or database
developer will need to write a custom query to extract data from the SQL database.

* You can send reports from a number of different systems to the same database.
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Backup and Maintenance utility

Altigen does not provide any SQL backup and restore utility. We strongly recommend that you use SQL
to perform daily backup and maintenance jobs, and use a restore utility to
restore the database. If you need to reconstruct the SQL server, run the External Logger Setup to create

an empty calldb database before restore.

To set up and enable external CDR
click OK.

There is no Altigen license required for external logging.

login service to the local or network drive, click Add. Fill in the fields, and

Parameter Description
Name The name of the external log service machine (optional)
Address The IP address of the external log service machine
Port The TCP port of the machine
Password The password to connect to the external service machine

Exporting Through a Local Port

You can send the CDR to a COM P

To do this, select the Enable Data Output box in the Accounting Data Processing section. Then select an

ort to export to, for example, a call accounting data processing system.

Available Port and the Baud Rate.

Country-Relevant Settings

The Country Relevant tab in the System Configuration window contains group boxes for setting toll call

prefixes and emergency numbers.

The Country field displays the country selected on the System Configuration, General tab.

Country

USA &Canada

Toll Call Prefix
Domestic 1

Intemational 1011

Emergency Numbers
Emergency Number 1 [

Emergency Number 2

Emergency Number 3

¥ Drsable Automatic Area Code Insertion on MaxChents

Figure 26. System Configuration, Country Relevant tab

Note that if your system is not in North America, then the Automatic Dialing Plan Rules button will not be

available.
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Setting Toll Call Prefixes

MAXCS uses Toll Call Prefixes to determine the type of outside call and imposes restrictions when neces-
sary. For example, if the international toll call prefix is 011 and a user attempts to make an international call
from an extension without international call privileges, the call will be terminated as soon as the user dials 011
after the trunk or route access number. The caller hears an error tone.

The toll prefixes set here should match the dialing plan prefixes for the country set in the General tab (see “Set-
ting General Parameters” on page 31). You can set the following toll call prefixes.

* Domestic. The dialing plan for your country’s domestic long distance prefix. For example, type in a 1 for
1-plus dialing within the U.S. dialing plan (also known as the North American Numbering Plan).

» International. The prefix used for international calls. For example, this is 011 for international calls made
in the U.S.

Setting Emergency Numbers

The number in the Emergency Number field will have the system automatically find a trunk to process the call
without the extension user dialing a trunk access code first. You may enter up to three emergency numbers in
the appropriate fields.

This feature works with both trunk access code and route access code.

Important: Make sure that you review Altigen Knowledgebase article 1203 for instructions on E911 DID
testing on Altigen SIP trunks.It describes how E911 can be confirmed to be configured correctly
without incurring charges from testing.

Disabling Automatic Area Code Insertion in Max Client

If you check this option and Disable Auto Format is not checked in Max Client, auto adding area code and
access code for all MaxClient users is disabled.

If Disable Auto Format is checked in Max Client, setting this option on the Admin has no effect.

Note: This option only affects US systems.

Dialing Plan Rules for Non-North American Country

If your MAXCS system is in a country other than the U.S.A. or Canada, you can configure a call return rule
based on the country, which will greatly improve the call return feature from Caller ID, Zoomerang, and making
a call from Microsoft Outlook.

Click the Automatic Dialing Plan Rules button.
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Automatic Dialing Plan Rules

Couniry AeaCode  [510
1~ Local Flan
Name | Prefix | Length |
Sepcial Plan 17019 10
Local PSTN g
Cell Phone 13 1
Domestic Plan
Mame [ Predix [ Length l
International Plan
Mame [ Prefix [ Length |

Figure 27. Automatic Dialing Plan Rules dialog box

Define the Local Plan, Domestic Plan, and International Plan. A character of the pattern can be a digit from 0
to 9. It can also be a range of digits, for example, [0-3]. If it is a question mark, '?', it is equivalent to [0-9].

When return calls are made, these rules are followed:
*  When the number matches Local Plan, the system will send the number out to the trunk directly.

*  When the number matches the Domestic Plan, the system will send the number out with the domestic toll
call prefix.

*  When the number matches the International Plan, the system will send the number out with the
international toll call prefix.

When a number matches multiple entries, the match with the most digits has priority.

Audio Peripheral Configuration

You can configure audio peripheral settings:
* Music on hold
» System default beginning and update prompts for callers in queue

To access the Audio Peripheral configuration window, select System > System Configuration, then click
the Audio Peripheral tab.
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System Cenfiguration *

General ] MNumber Plan ] Business Hours 1 Holiday ] Exception Routing ] System Speed ] Call Restriction ]
Account Code ] Call Reports ] Country Relevant Audio Peripheral l Activity ] Feature Profiles ]
Music/Recorded Announcement
[¥ Enable Callers on Hold orin Queue ta Listen to Music or Recorded Announcement

The Audio Equipment is Attached to Logical Board 1D 0 -

I~ Play Prompt before Placing the Caller in Queue

| =
™ Play Update Prompt Every 60 Seconds
| =
QOverhead Paging
-
[ =]

Mote: The Overhead Paging option and the Paging option {in Trunk
Configuration/General/Direction) are different and independent of one another. For
detailed information, please check manual or help document.

Figure 28. System Configuration, Audio Peripheral tab

Configuring Music On Hold and Recorded Announcements

Callers will hear the music or recorded announcement configured on this tab only if the user places the caller
on hold.

To configure music on hold when using audio equipment,

1. Check Enable Callers on Hold or in Queue to Listen to Music or Recorded Announcement.

2. Select the Triton Analog Station board number to which the audio equipment is attached.

Music/Recorded Announcement
[¥ Enable Callers on Hold orin Queue to Listen to Music or Recorded Announcement

The Audio Equipment is Attached to Logical Board 1D 0 -

[¥ Play Prompt before Placing the Caller in Gueue
Phrase |phrase0001 =l

[¥ Play Update Prompt Every 60 Seconds

Phrase phrase0251 -

Figure 29. Select phrase file for prompts

To configure music on hold to play a file,
1. Make sure a VolP board is installed (required for playing a file).
2. Check Enable Callers on Hold or in Queue to Listen to Music or Recorded Announcement.
3. Use the list to select the logical board ID of the VoIP board.
The system will play the default music-on-hold file when the user places the caller on hold.

The default music-on-hold file is a .wav file called “MusicOnWaiting.wav”. The file is located in the
C:\PostOffice\phrases\Music folder. You can replace the file with a .wav file (or an Altigen PCM file). The .wav
file must be in 8 kHz/ 8 bit/ Mono/ u-Law format. Any optional music-on-hold files included with MAXCS are in
that format.
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Note: You may need to reduce the music volume level 70-80% to avoid distortion.
To replace the default music-on-hold file,
1. Back up the default file.

2. On the Audio Peripheral tab, uncheck the Enable Callers on Hold or in Queue to Listen to Music or
Recorded Announcement check box.

3. Rename the desired .wav file to “MusicOnWaiting.wav” and put it in the C:\PostOffice\phrases\Music
folder.

4. On the Audio Peripheral tab, check the Enable Callers on Hold or in Queue to Listen to Music or
Recorded Announcement check box.

Note: If you have two files named MusicOnWaiting in the MusicOnWaiting folder, one a .wav file and one a
PCM file, the .wav file takes precedence.

RTP Resource Usage

In the event that MAXCS is controlling multiple gateway systems, the music source can come from the primary
system or another gateway system. When a music source is in one gateway and listeners are in another
gateway, one VolIP resource channel in each gateway is used to convey the music stream.

Setting Greeting and Update Prompts

To play a prompt before placing the caller into a hold queue,
1. Select the Play Prompt Before Placing the Caller in Queue check box.

2. Use the list to select the prompt number you want to use for the greeting message. (Creating prompts is
discussed in “Phrase Management” on page 67.)

To play an update prompt every 60 seconds,
1. Check the Play Update Prompt Every 60 Seconds check box.
2. Use the list to select the prompt number you want to use for the greeting message.

Note: These settings will be used by all hunt groups and workgroups as the default system queue phrase.
However, these settings will be overridden by the workgroup’s queue management phrase setting.

Configuring Overhead Paging
Note: This feature is not supported in the MAXCS Private Cloud service.

1. Connect overhead paging equipment to the audio out jack on a Triton telephony board.
2. Onthe System Configuration > Audio Peripheral tab, select Enable Overhead Paging.
Use the list to select the board to which the overhead paging is attached.

Activity Tab

The Activity configuration tab is used to configure activity codes that can be displayed at AltiConsole when
the extension user is absent. MaxCommunicator users, MaxAgent users and Altigen IP phone users can select
from these activity codes to let others know where they are when they are away from their desks (meeting,
business travel, and so on).

A greeting associated with the activity can be recorded and played to the caller. When the user changes the
Activity, the extension’s greeting is also automatically changed to the greeting associated with this activity.

To access Activity configuration, select System > System Configuration, then click the Activity tab.
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System Cenfiguration *
General ] Mumber Plan ] Business Hours ] Holiday ] System Speed ] Call Restriction ]
Account Code ] Call Reports ] Country Relevant ] Audio Peripheral Activity l Feature Profiles ]

(=]

| Name |
System Default
Personal
Meeting
Away From Desk
Business Travel
Personal Time Off
Custom 1
Custom 2
Custom 3

00D ] O LN g G P —

Edit

Figure 30. System Configuration, Activity tab
There are a total of nine activity codes; the first six are pre-configured as follows:

1 — System Default, 2 — Personal, 3 — Meeting, 4 — Away From Desk,
5 — Business Travel, 6 — Personal Time Off

The remaining three activity codes (7, 8, 9) are not assigned and can be customized by the administrator. To
customize an activity code, click on the activity code and click Edit.

In the Edit Activity dialog box, enter name of the Activity and click OK.

Feature Profiles

Select System > System Configuration, then click the Feature Profiles tab to configure feature profiles.

The Feature Profiles configuration tab allows the system administrator to create an extension feature profile
that includes enabling or disabling of the following extension features:

Altigen Voice Mail:
## <pwd> — Login to VM
#14 — Personal Options

Making Calls:
#34 — Dial by Name
#35 — Station Privilege Override
#93 — Intercom

Answering Calls:
#29 — Individual Call Pickup
#30 — System Call Pickup
#31 — Personal Call Park
#41 — System Call Park
#51 — Line Park Pickup
#81 — Hands Free Mode *
#82 — Dial Tone Disabled *

Call Management:
#17 — Polycom Phone Device Override (#17 requires a SIP-Tie trunk to
communicate with the server)
#26 — Station Logout *
#27 — Station Login *
#32 — Enter Account Code
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#33 — Do Not Disturb
#36 — Call Forwarding
#37 — Remote Call Forwarding

Other Features:
#12 — Language Setting *
#38 — Outside Call Blocking
#39 — Operator Offline
#44 — Overhead Paging *
#45 — Overhead Paging by Trunk *
#46 — Group Paging *
#53 — Outgoing Workgroup
#54 — Login Workgroup
#56 — Logout Workgroup
#59 — Workgroup Call Monitor
#66 — Trace Collection
#73 — Silent System Call Park
#90 — READY to Receive Workgroup Call
#91 — NOT READY to Receive Workgroup Call

* Feature is not supported by Polycom IP phones

Note: If the extension is an IP extension, #26 / #27 is still available when the phone is in the onhook position,
even if it is disabled in the extension’s feature profile.

Adding Feature Profiles

By default, a System feature profile is assigned as 0. To add a new Feature Profile, click the Add button and
type a name for the feature profile.

Note: When adding a feature profile, the system will automatically assign the lowest available number.

Select the check boxes for the MAXCS feature codes that you want to be associated with this feature profile,
then click Apply.

After the System Administrator creates a Feature Profile, the Feature Profile can be assigned to a specific
extension from the General page of Extension Configuration. (See “Setting Personal Information” on page
169 for more information on assigning a feature profile to an extension.)

Important: If you assign a feature profile (for example: 2 — Sales Group) to an extension in Extension
Configuration, and that feature profile is subsequently deleted and a new feature profile is
created that uses the same number (for example: 2 — Marketing Group), the extension will
automatically be assigned to the new feature profile. So, it is important to note which extensions
are assigned to certain feature profiles, especially when adding new profiles or deleting old ones.

Notes

You should include #26 (Station Logout) in a feature profile assigned to an Altigen IP phone. If #26 is disabled
in that phone’s feature profile, phone registration issues arise.

TRUSTID Configuration

A new feature is available in relese 9.0 — TRUSTID. This new feature, which requires a new license, is
documented in a separate guide, the TrustID Guide.
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Use the Voice Mail Configuration window to control the following:
* How the system processes voice mail notification
* How the system processes voice mail deletion and expired messages

* How the system records voice mail, system phrases, custom phrases, personal greetings, directory name
recording, and queue phrases

* Enable or disable SMTP/POP3 service to deliver voice mail to an e-mail address as an attachment

* Enable or disable Microsoft Exchange synchronization service, or select Exchange’s bridged access or
native VM integration with Exchange’s Automated Attendant or Unified Messaging Server

As of Release 9.0.1, users must press the # key to indicate the end of the password entry process. In earlier
releases, users could enter only the password to log in.

For example, if a user's password is 215783, the user must now end the sequence with the # key: 215783#.
The system will play a prompt to alert users to the new behavior.

Note: A built-in throttle checks the amount of available disk space before allowing users to record a call. If
the available space on the hard disk is less than 10% of the total space, the system will warn the caller
that there is not enough room to record the call, and the call will not be recorded. This default
threshold, 90%, can be adjusted (between 50% to 95%) by modifying a registry entry:
HKLM\SOFTWARE\Wow6432Node\AltiGen Communications, Inc.\AltiWare\DiskSpace; the default
value is DWORD 90.

To open the Voice Mail Configuration window, select System > Voice Mail Configuration.

Note: If you are a Basic Admin user or a Supervisor user, some menu choices and options may not be
available for you. Only Full Admin user types will see all menu commands and options.

Managing Messages

The Messaging tab in the Voice Mail Configuration window provides for setting basic parameters and options
for messaging, including message notification retry attempts, message management options, recording
options, and e-mail activation and usage.
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Voice Mail Configuration

Messaging | Vioice Mail Distribution List ]
Message Motification

Maximum Retry Court |3 3: Retry Interval in Minutes |5 3:
Message Management Options

Iv¥ Confimm Message Deletion ¥ Wam Expiration of Messages

Recording Options

Minimum Recording Length ’G secis) ¥ Pause Detect Length 5 3: 100ms

Microsoft Exchange Integration

i+ Disabled Exchange Server Version

" Synchronize with Exchange | j

" Bridged Access to Exchange
- 3
" Native VM Integration with Exchange |

Exchange Unified Messaging Server

Exchange Admin User |

Exchange Admin Password |

SMTP/POP3 Options
[~ Enable SMTP/POP3 Service
Mail Domain Name |ALTIgen21com
PostMaster Ext 1000 - | Extl DDD@ALTIgenZ.com

Figure 31. Voice Mail Configuration, Messaging tab

Setting Message Notification Retries

When a message is sent to a user’s voice mailbox and outcall notification is configured, the system will try to
call a phone number, pager, or an extension to deliver notification. You can set the retry setting for the
notification as follows:

Message
Notification Description
Parameter

Can be between 0 and 16. This is the number of times the system will try to
Maximum Retry Count deliver a voice message notification after the original attempt. For example, 5
retries means five tries after the original, or 6 total attempts.

The number of minutes between retry attempts. Five minutes is the minimum
Retry Interval in Minutes | and 60 minutes is the maximum interval allowed. Choices are in 5-minute
increments. The default is 5 minutes.
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Setting Message Management Options

Set voice mail message confirmation and warning parameters:

Message
Management Description
Parameter

If checked, the system plays a voice message instructing the user to confirm re-
quest for deletion by pressing the # key. This prevents users from accidentally
deleting messages with a single key entry.

Confirm Message
Deletion

If checked, the system warns the user that saved messages will be deleted due
to their retention time expiring. The message is given the day before the
messages are automatically deleted, and the user then has the option to either
keep or delete the messages. By default, this feature is enabled.

* Users will be alerted about expiring messages when they log into their

Warn Expiration of
P voicemail account using # #.

Messages
* Users will not be alerted, however, if they simply select a message in
MaxAgent and click Play Message.

Note: If this feature is disabled, expired messages are deleted automatically
without warning when they expire.

Setting Message Recording Options

Set voice mail message recording parameters:

Message Recording

Parameter Description

Sets the minimum length in seconds for any recording (incoming voice mail
message, personal greeting, system prompts, introductions to forwarded
voice mails). This can be from 1 - 5 seconds, or 0, which means no mini-
mum.

All recordings that are shorter than the designated Minimum Recording
length are deleted. This feature is recommended when users receive many
short, empty voice mail messages on a regular basis and would like them
automatically deleted.

Minimum Recording Length

Selected, this feature causes the deletion of pauses in messages. The de-
fault pause detect length is 500 ms. The pause detect can be disabled by
deselecting the check box, or the length can be set to a value between 200—
2000 ms (.2-2 seconds).

Pause Detect Length

Setting Exchange Integration Options
Set Exchange integration options. Access to these options requires an Altigen Exchange Integration License.
To assign this license to an extension, see “Assign Exchange Integration License” on page 180.

If you are opting to use Exchange’s Speech Enabled Voice Mail features or Unified Messaging, Exchange
Server and MaxCS need to be installed on the same domain with a network throughput rate of no less than
100 Mbps.

Note: If a user moves an Exchange email message to a folder other than the Inbox, or to a sub-folder of the
Inbox, then that message will be deleted from MaxCS during the next Exchange synchronization. The
email message will remain in the user's personal folder or Inbox subfolder.

Full configuration details are given in “Microsoft Exchange Integration” on page 353.
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You may choose an option when you install MaxCS, and you may change the option later. If you change the

option later, you need to restart services.

Exchange Integration
Parameter

Description

Disabled

Disables Exchange integration.

Synchronize with Exchange

Allows a two-way synchronization between a user's MaxCS voice mail and
the user’s Outlook-readable mail messages with their attached .wav files in
the user's Inbox. When e-mails or voice mails are deleted from one server,
they are automatically deleted from the other server as well. (This is what
Altigen’s previous releases have offered.)

If you select the “Synchronize With Exchange” option, select the Exchange
Server Version type from the drop down menu.

Bridged Access to Exchange

Enable Synchronization

Through bridged access integration, via a SIP connection, Altigen’s Voice
Mail System provides an option to the user to directly access Exchange Uni-
fied Messaging (by pressing 7 in extension voice mail after entering the
password). Once connected, users can check and reply to e-mail, manage
calendars, and send messages.

Note: If Exchange server is offline or down, the user pressing 7 will hear an
error message, “This voice mailbox is not accepting new messages at this
time.” All other VM features still function, as they are provided by the MaxCS
system and not Exchange server.

If you select this option, enter the DNS name of the Exchange server in the
Exchange Unified Messaging Server field (do not enter the IP address).
If you want to synchronize voice mail between the Altigen mail box and the
Exchange server, check the Enable Synchronization check box. If you
don’t check this, voice mail is not synchronized between the two message
stores.

Native VM Integration with
Exchange

Uses Exchange as a native voice mail box to store voicemail files, providing
a unified mailbox for all message types. Callers are forwarded to the
Exchange mailbox when an extension is ring-no-answer, busy, or in DND.
Accessing voice mail is done through the Exchange system.

When this option is activated, all physical/virtual/WG mail boxes with
associated Exchange mailboxes are switched to Exchange. Extensions that
do not have an Exchange mail box are treated as mailbox disabled.

Users with an Exchange account press ## to log into the Exchange
voicemail box. The system establishes a voice stream to the Exchange
mailbox through a SIP connection.

To turn on the message waiting light on the desktop phone and allow Altigen
CTI client applications to manage voice mails, the voicemail files are repli-
cated back to MAX Communication Server. When a voicemail file is heard,
marked save, or deleted from an Altigen client application, the voicemail at-
tribute is changed in the Exchange server accordingly.

Limitations:

* Personal options usually invoked by pressing 4 on the Altigen Voice Mail
System menu must be invoked by pressing #14.

* The following Altigen voice mail functions are not supported: activity
greeting, voice mail distribution list, voice mail out call.

¢ One Number Access is not available.

If you select this option, enter the DNS name of the Exchange server in the
Exchange Unified Messaging Server field (do not enter the IP address).

Exchange Server Version

Select the version of Exchange you are using.

Exchange Unified Messaging
Server

Enter the DNS name of the Exchange Unified Messaging Server.
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Setting E-mail Messaging Options

To use the MaxCS e-mail services, configure the following settings.

E-mail Messaging
Parameter

Description

Enable SMTP/POP3 Service

Selected, this enables incoming and outgoing mail services on MaxCS —
Simple Mail Transfer Protocol (SMTP) and Post Office Protocol (POP3).

Mail

Domain Name

Specify the email domain name.

Post

master Ext

This field defines the extension that will be assigned as a Postmaster Ex-
tension. When the e-mail system receives an e-mail with an invalid e-mail
account, the automatic reply to the sender (informing of the invalid e-mail
account used) is sent from the defined extension.

Note: The system always requires an extension to be specified as the
Postmaster Extension. By default, the first extension in the
system is used. If an extension is selected as the Postmaster
Extension, it cannot be deleted until the Postmaster Extension is
re-assigned to another extension.

Creating Distribution Lists

The System Distribution Lists provide for forwarding voice mail messages to multiple recipients defined as list

members. To forward a voice mail to all list members, a user needs to enter only the two-digit ID instead of

entering numerous individual extensions.

You can create up to 100 distribution lists, each composed of up to 64 extensions. The extension list member
can represent another distribution list.

Note:

To configure distribution lists, select System > Voice Mail Configuration, then click the Voice Mail

The system distribution lists discussed here are different from the extension distribution lists, which

are configured through the phone sets or the MaxCommunicator or MaxAgent user applications.

Distribution List tab.

¥Yoice Mail Configuration [ %]

Messaging Woice Mail Distribution Lit |

— Syztem Distribution List 1D
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Figure 32. Voice Mail Configuration, Voice Mail Distribution List tab
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Defining a Distribution List
1. On the Voice Mail Distribution List tab, select an ID (00 — 99) in the System Distribution List ID list.

The list name, if any, now appears in the Name box; the members of the list are now displayed in the
Member box, and other available extensions are displayed in the Non-Member box.

To give the list a name or change the existing name, type a descriptive name into the Name box.

3. To add a member, select the name(s) in the Non-Member list and click the Add button to move it to the
Member list.

To remove a member, select the name(s) in the Member list and click the Remove button to move it to
the Non-Member list.

You can select multiple names by using Shift-click or Ctrl-click.

4. Click Apply to save your changes, or click OK to save and close the Voice Mail Configuration window.
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CHAPTER

Auto Attendant Configuration

The auto attendant (AA) feature provides quick and courteous processing of all incoming calls. An AA can be
configured to serve as a primary attendant or as a backup to a receptionist. In a call-heavy environment the
AA can greatly reduce the number of calls that need to be handled by the operator.

You can set up to 255 different AAs. AA features include:

Multiple levels of tree structure.
Repeat current level or jump to a specific level.
Transfer call to extension, workgroup, hunt group, or operator.

Dial by Name — allows a caller who does not know the extension number to spell the name using the
telephone key pad. The system will search the Directory and make a match on the name to connect the
caller to the intended party's extension.

Name Directory Service — allows callers to hear a list of employees and their extension numbers.
Records a voice mail message to a specific mail box.

Allows employees to call into the system and access voice from an external location.

Collects caller input data, for example, account code, ID, and so on.

Data-Directed Routing — Allows the routing of calls directed by the caller's input (digit or text).
Sets call priority and skill level requirement for workgroup call processing.

Other advanced features include System Call Back and routing calls to SDK-based add-on applications.

Note: As of Release 9.0.1, the default value for the # symbol in AA trees has been changed from the action

Mailbox Access to No Action. This default will only affect new AA trees that you create.

Planning Is Essential

Follow the steps below before you set up an AA.

1.

Before you configure tasks for one or more AAs, plan the entire setup. Decide how many options you will
provide at each menu and how many menu levels you will use. Based on the choices in each menu, write
down the appropriate prompts or phrases to play at each menu level.

Record phrases for each menu level or use the pre-recorded phrases that are available to you. See
“Phrase Management” on page 67 for more details on how to record custom phrases, use pre-recorded
phrases and use professionally recorded phrases.
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Example: AA Planning

Auto Attendant ID: 100, Phrase 10 — 3 Auto Attendant ID: 110, Phrase 20

Main Menu for XYZ Office Express Support
Digit | Meaning Action Digit Meaning Action
1 Reserved Collect 1 Installation Call Extension
for Extension (Workgroup 350)
2 |Extensions [Collect 2 Board Support | Call Extension
(no Extension (Workgroup 360)
3 prompts) Collect 3 Version 5 Call Extension
Extension Support (Workgroup 370)
4 Express Expand Tree 4 Version 6 Call Extension
Support (No. 110) Support (Workgroup 380)
5 |Sales Expand Tree 5
(No. 120) 6
6 |Technical |Expand Tree 7
Support (No. 130) 3
7 Phone FAQs | Expand Tree 9
(No. 140)
3 0 Operator To Operator
9 * Repeat Menu | Repeat Level
# Main Menu GoTo Top Level
0 |Operator |To Operator
Planning is essential in organizing > Auto Attendant ID: 120, Phrase 30

an AA menu structure that makes

sense. Planning also helps you to Digit Meaning sales Action
identify needs for custom prompts. i Hardware Call Extension
This simple example, using sample (Workgroup 310)
work forms for each menu, shows a 2 Applications | Call Extension
beginning structure: a main menu (Workgroup 320)
and two of the four expansions. 3 Check Order | GoTo ltem 127
When callers are routed to Status (Collect Order #)
workgroup extensions, the 4 Other: Call Extension
workgroups have their own call Questions, etc. | (Workgroup 311)
handling settings for greetings, 5
update phrases, rules for sending to 6
voice mail, and so on. 7
Timeout (not shown on forms): after 8
7 seconds on first level, call the 9
operator; on any other level, go to 0
top level by default. * Repeat Menu | Repeat Level

# Main Menu GoTo Top Level

Adding Auto Attendants

The first 16 AAs are provided with the menus blank. You can edit these as described in “Configuring Auto
Attendants” on page 63. You don’t need to add a new AA if you’re going to use 16 or fewer.

To add an AA beyond the first 16, click the AA Configuration button, or select System > AA Configuration.

Note: If you are a Basic Admin user or a Supervisor user, some menu choices and options may not be
available for you. Only Full Admin user types will see all menu commands and options.
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Figure 33. The AA Select window

Edit — Opens the AA window, where you can edit the selected AA.
Add — Opens the Add AA dialog box, where you can add a new AA.

Select an ID in the list and type in a descriptive Name for the AA, then click OK.

Clear — Clears all edits to the selected AA, restoring system defaults.

Copy From — Lets you make a copy of an AA (and then modify it, as you like).

1. Select your target ID from the AA Select window.
2. Click the Copy From button.

3.  From the list, choose the AA you want to copy to your selected ID.

4. In the pop-up box, click Yes to complete the copy.
Close — Closes the AA Select dialog box.
Help — Opens the help file for AA.
Export — Exports all AA settings to an HTML file.

Configuring Auto Attendants

To configure an AA, click the AA Configuration button, or select System > AA Configuration. When the AA
Select window opens, select an AA in the list and click the Edit button.

This opens the AA window, showing details for the AA that you selected.
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Adv. - Advanced Call Router

Adv. - Application Process Control

Figure 34. The AA window
Note:

You can check the Hide ‘No Action’ Items check box to hide items that are set to “no action.” This

will give you a cleaner view of your various action items.

Configuring Menu Items

The AA is a tree-based structure with unlimited tree levels. The following rules guide the basic AA

configuration:

* Each item is an action point with its ID number and name.

*  The top of the tree is a "O" (for Origin).

e Atimeout is indicated by a "T".

* Any action item can have a “Prompt”. The list displays phrase files located at

C:\Postoffice\Phrases\LangCustom directory. A phrase file can be any file name. (Note: Prior to the 5.1
Release, the “Phrase” directory was under C:\AltiServ, and custom phrases had to use a phrase number
from 0001 to 0999.)

If one action item has multiple choices, you need to select "Expand Tree" instead of using "Go to next
menu" to create a new level.

You can jump to any action item within the same AA.

Every item will execute steps according to the following rules:

64

First step — Play prompt if the box is checked. If the prompt box is not checked, the AA will go to the second
step without delay.

Second step — Push URL/Web-Page forces a web page to a Web caller's screen when the call reaches
the AA using AtliWeb's Webcall button over the Internet. If this box is not checked, go to the next step
without delay.

Third step — Set Call Priority for MaxCS ACM priority queuing. You can assign a priority number from 1-9
to the caller who selects this menu item. The highest priority is 1, the lowest priority is 9. If this box is not
checked, go to the next step without delay.
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*  Fourth step — Set Call SKLR (Skill Level Requirement) for MaxCS ACM skill-based routing. You can
assign an SKLR from 1-9 to the caller who selects this menu item. If this box is not checked, go to the next
step without delay.

*  Fifth step — Execute the action selected from the drop down list. The following table describes each action.

Auto Attendant Actions

Action

Description

No Action

An “invalid” message plays and the menu is repeated.

Level — Expand Tree

Expand menu item to create additional level.

Level — Repeat Current
Level

Repeats the level that contains the “Repeat Current Level” menu item.

Level — Go to Top Level

Go to the top level and repeat action items on the top level.

Level - Go to
Specified ltem

Goes to selected menu item at any level. A list opens from which you select the
item.

Call — To Ext./Group

Transfers call to an extension or group number you select in the list.

Call — To Operator

Routes the call to the operator (the operator is defined in the System
Configuration window).

Call — Dial By Name

Prompts the caller to enter the name (first, or last, or both in any order) of the
person they want to speak with and dials the extension that matches the name.
Callers may not have to enter the entire first or last name before a match is
found.

Call — Collect Extension

The top level of each AA collects the extension number automatically. The
system has a timing delay to differentiate if the first digit the caller entered is a
menu option or the first digit of an extension number. Once past the top level, the
system will not have the timing delay to differentiate digits. If you would like to
provide the option for a caller to enter an extension number, you need to map
this action item to one of the menu options.

Call — Directory Service

Lists the system users and their extensions to the caller. For this to work
properly, users need to record their directory names.

Call — Disconnect

Disconnects the call.

VM — Record Message

Leaves a voice mail message in the specified voice mail box. If you want the
caller to hear the extension’s greeting before hearing the start-recording beep,
check Play Extension Greeting.

VM — Mailbox Access

Allows the caller to log in to the voice mail system to retrieve voice mail or change
personal options from the outside.

Adv. — System Call Back

Allows outside caller to dial into the system, enter a call back number, hang up,
and wait for the system to call back. The system will request the caller to enter
an extension and password for authentication. The call back number needs to

include the toll call prefix and area code for long distance and international calls.
The trunk or route access code is not required when entering a call back number.

Adv. — Collect Digits

See the discussion on “Collecting Digits.

Adv. — Advanced Call
Router

When selected, the system will hand over the call to the Advanced Call Router
application through the SDK API interface. The ACR application needs to log in
to a virtual extension with the correct password. If the ACR application fails to
connect, the system will execute the sub-level "&" as a fail action.

Adv. — Application
Process Control

When selected, the system will hand over the call to the APC (Application
Process Control) SDK through an application extension as a control extension.
An SDK APC based application needs to log in to the application extension to
receive the call. If the APC application fails to connect, the system will execute
the sub-level "&" as a fail action.

Note: The APC SDK license is not supported in the MaxCS Private Cloud

service.

MaxCS Administration Manual

65



Chapter 6: Auto Attendant Configuration

Collecting Digits

When a caller selects the "Collect Digits" action item, a custom phrase is required to advise the caller how
many digits are required. The system will look at "Min Length" and "Max Length" to determine if the collect digit
action was successful or failed.

» If successful, the system executes the sub-level "&" action item.
» |If failed, the system executes the menu item you define as a fail over action.

To use the Collect Digits action, select the Adv. — Collect Digits action, then set additional parameters.

Actions Ady. - Collect Digits

Text Tag |

Min Length |16 3: Max Length |16 3:

PSTHN Call Inter-Digit Timeout 7 3: seconds
‘wieb Call Rezponse Timeout 30 3: seconds

Inter-Digit Timeout after bax Length 1] 3: seconds

Ad will go to the nest level after collecting enough digits.

If failed, go to menw: |0 j

Figure 35. Collect digits options

* Text Tag — A tag name, which is critical for the following operations:

* For CDR logging, the IVRData field will log the collected digits as "Tag=xxxxx". For example, if tag is
configured as “Account” and collected digits is “67663”, the CDR database will log
“Account=67663" in the IVRData field.

* For MaxAgent client display, the above example is displayed as "Account=67663" on the View >
IVRData section.

* For CDR Search, the above example is displayed as "Account=67663" on the IVRData column.

* To display collected digits on the Altigen IP phone, you need to set the tag as “DISP” (stands for
“Display” and is case-sensitive. The Phone Display/Name Line of the extension configuration needs
to be configured as IVR Data (Display). This feature supports inbound trunk calls only.

e Min. Length — The minimum length of digits to be collected.
* Max. Length — The maximum length of digits to be collected.

¢  PSTN Call Inter-Digit Timeout — The length of time the system will wait between collecting of digits before
timing out.

* Web Call Response Timeout — The length of time the system will wait for digits after responding to a
Web call before timeout.

* Inter-Digit Timeout after Max Length — The length of time the system will wait after the maximum length
of digits is collected.

» If failed, go to menu — Specify which menu to switch to if the digit collection fails.

Making Auto Attendant Assignments

Once the AAs are set up, you can use them in various in-call routing situations — trunk, DNIS, caller ID, in-call
routing, and an answering option for an extension or workgroup.

For example, for trunk /AA assignments, see “Incoming Call Routing” on page 148. For extension or group
assignments, see “Setting Answering Options” on page 187.
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Phrase Management

You might want to record unique phrases to customize an AA or a group. When the system is configured to
have the AA answer incoming calls, callers hear a customized greeting. For example:

“Thank you for calling ABC Company.

Enter the extension number of the person you wish to speak with.
Press 1 for sales.

Press 2 for technical support.

Press 3 for accounts payable.

Press 0 to reach the operator.

To repeat this menu, press star (*).”

An example of a group greeting phrase:

You might also want to give callers the option of hearing prompts in another language. For information on

“Please hold; someone will be with you shortly.”

configuring for a multilingual AA, see “Multilingual Configuration” on page 69.

This section covers information on how to use pre-recorded phrases, record custom phrases, and use
professionally recorded phrases.

Using Pre-Recorded Prompts

MaxCS provides ready-to-use pre-recorded phrases. Phrase 0001 is the default AA greeting at the root menu
level. Phrases 0291 through 0297 are phrases used for group queue prompts. Select the phrase you want to
use in the Prompt field. To hear the pre-recorded phrases:

1.

2
3.
4

Use any phone to dial “###”, and log in with the system manager’s extension and password.
Press 6 for the Phrase Management option.
Press 1 to review a phrase.
Enter the 4-digit phrase number from the list below to hear the phrase.
Phrase # Phrase
0001 Thank you for calling. If you know the extension of the person you wish to speak with, please enter
(default) it now. To reach the operator, press 0 or simply stay on the line.
0291 Please hold; someone will be with you shortly. For your convenience, you may leave a message if
(default) you wish by pressing the # key on your telephone and we will get right back to you.
0292 Please hold; someone will be with you shortly.
0293 We appreciate your call and will be with you as quickly as possible.
0294 Thank you for your patience. We should be with you soon.
0295 Thank you for your patience. We should be with you soon. For your conyenien(;e, you may leave a
message if you wish by pressing the # key on your telephone and we will get right back to you.
0296 We apologize for the extended Qelay, but our current call load is abnormallly high. Remember, you
may leave a message by pressing the # key on your telephone and we will get right back to you.
0297 You may still wait if you prefer, but we suggest you leave a message by pressing the # key on your
telephone and we will get right back to you.
0400 Please hold. Someone will be with you shortly.
0401 Thank you for holding. Someone will be with you as soon as possible.
callback You can also press 1 to schedule a callback.
callback1 This is a callback for...

MaxCS Administration Manual

67



Chapter 6: Auto Attendant Configuration

Recording Custom Phrases from an Altigen IP Phone

Note: If you have an Altigen SDK license, you can use the Altigen Custom Phrase Manager discussed in
“Altigen Custom Phrase Manager” on page 403. This application has a graphical user interface that
makes recording phrases easier.

When you create custom phrases from the Altigen phone, keep a record of phrase numbers and the
corresponding phrases so that if a phrase needs to be changed, the correct phrase number is readily available.

To record a custom phrase,

1. Log in from any phone on the system by dialing “###”, and entering the system manager’s extension and
password. This brings you to the Altigen Voice Mail System Main Menu.

Press 6 for the Phrase Management option.

Press 2 to record a phrase.

Enter a four-digit phrase number between 0001 and 0999.

Record the phrase after the tone. Press # at the end of the recording.

The system will replay the recorded phrase. Press # if the recording is acceptable.

N o o~ Db

At the Phrase Management menu, press 2 to record additional prompts or star (*) to exit Phrase
Management.

Phrases are stored in the C:\PostOffice\Phrases\LangCustom directory. You can modify the phrase file to any
meaningful name if you want.

Using Professionally Recorded Phrases

Recording studios such as Worldly Voices provide professionally recorded prompts as electronic files that can
be installed and used on the MaxCS system.

Altigen provides the Voice File Converter utility to convert these files into the proper MaxCS format (use the
Windows Start > MAX Communication Server ACM menu). Some recording studios provide the conversion
service for an additional fee. The converted file can then be used for an AA or for a workgroup or huntgroup
group setup.

To install professionally recorded phrases or prompts,

1. Assign a prompt number to each prompt you would like recorded. Or give the prompt a unique identifying
name. Altigen-supplied phrases are numbered, but phrases don’t have to be numbered.

Submit your prompt script and prompt name to the recording studio.

Instruct the recording studio to record prompts in either 8KHz or 11.025KHz mono in the WAV format.
Ask the studio to convert the WAV files into the proper MaxCS format.

» If using Worldly Voices, this conversion is done for you.

» When using any other studio, use the Voice File Conversion utility. This utility converts an audio file
recorded at either 8KHz or 11.025KHz in the WAV format to an MaxCS playable audio file.

5. Once you receive the prompts in the MaxCS format, place them in the
C:\PostOffice\phrases\LangCustom directory on the gateway that is running MaxCS.

Your prompts are now ready to be used.
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MaxCS supports multiple language prompts (8 languages maximum) for trunk calls and extension users, let-
ting you configure your system to handle the following types of scenarios in a multilingual environment:

An auto attendant (AA) may serve callers who speak different languages. MaxCS can be configured to let
the caller select a preferred language in which to hear prompts. Once a language is selected, the whole
call session will use the selected language.

An internal user may use a feature code to execute a certain action, including logging into voice mail.
Normally the user hears system prompts first. If the user is not fluent in the default system language,
another language can be assigned to his extension. Whenever that extension user encounters prompts,
the system will use the assigned language to play the prompts.

DNIS may also be used to select a language for the caller. If your company has multiple phone numbers,
you can configure MaxCS to direct a caller to a language based on the phone number the caller has dialed.
For example, if you give out different 800 numbers to different countries, and a call comes in from the 800
number you give out to customers in Mexico, you can configure MaxCS to direct that 800 number to the
“Mexico Spanish” language prompts or to an extension that uses the corresponding language in its
prompts. This eliminates the caller having to select a language.

Note: The MaxCS multilingual feature requires the purchase of an Altigen Multilingual License.

Configuration Overview

Configuring multilingual features involves most or all of the following actions, which are discussed in
subsequent sections:

Have the appropriate system and custom phrases recorded in each language that your company wants
to use (in addition to the default language).

Store the custom phrases in new directories under the C:\PostOffice\Phrases directory, using the
prescribed naming convention.

Add the new languages to the Multilingual Configuration screen.
Enable auto attendant support in the Multilingual Configuration screen, AA tab.
In the Extension Configuration screen, choose an available language for the internal user, if desired.

Enable the extension user to change the preferred language for the extension by using a feature code
#12, if desired.

Configure the Language Setting in DNIS, if desired.
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Creating Language Phrase Packages

For each set of phrases you want in a different language, you need to have phrases recorded in that language.
See Using Professionally Recorded Phrases on page 68 for details. Each language’s phrase package must
contain phrase files, and two text files: one text file that lists syntax rules for numbers, and one that lists syntax
rules for sentence structure, since these vary from language to language.

The phrase files will have the exact same name/number as in the default language directory and will be part
of the same AA, but they will be stored in a different directory.

Note: Altigen authorized distributors in each country will perform localization procedures to create language
packages, including syntax rules for numbers and sentence structure for their local market. For inter-
national customers, please contact the authorized Altigen distributor in your country to obtain localized
language phrases.

Storing Language Phrase Packages

Additional language phrases (system and custom) and syntax styles need to be copied to the correct directory
before system startup, so that the system can recognize them. If they are added after system startup, MaxCS
needs to be shut down and restarted, before the directories are recognized.

The following figure illustrates the directory storage structure for language phrases.

=] = Local Disk ()
=1 I2) PostOFfice
=l 1) phrases

) Langl
20 Lang_EM_UE_London
) Lang_ES_Mx
) Lang_2H_Ch_shanghai
I2) LangCustom
) LangCustom_EM_IK_London
) LangCustom_ES_fx
) LangCustom_ZH_Ch_Shanghai
I Music

Figure 36. Storage structure for multilingual phrases

The directories Langl and LangCustom contain the phrases of the system default language.

Phrases for language X should be saved in a pair of directories: Lang_X and LangCustom_X. Lang_X stores
the phrases required by the system, and LangCustom_X stores your custom phrases.

For example, to add a language for Mexico, you need to create two directories:
* Lang_Mexico

* LangCustom_Mexico

Configuring for a Multilingual System

To configure MaxCS as a multilingual system, select System > Multilingual Configuration.

Note: If you are a Basic Admin user or a Supervisor user, some menu choices and options may not be
available for you. Only Full Admin user types will see all menu commands and options.

The configuration screen opens to the Language tab. Here, you will add references to the language directories
you created. These are the directories that contain phrases in other languages.
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Multilingual Configuration *

Language l AA ] Feature Code #12

Language Table

Language Description System Phrase ... | Custom Phrase Directory
4
cn

Add
Spanish Lang_cn LangCustom_cn
P o . - Delete
Edit

Figure 37. Multilingual Configuration, Language tab

When you first run MaxCS, only the default language is listed in the Multilingual Configuration screen, and the
description of the default language is displayed as Default Language. Each language added to the table will
have a formal name, a description, a system phrase directory (LangDir_X), and a custom phrase directory
(LangCustomDir_X), as shown in the following figure.

To add a language,
1. Click the Add button.

Add Language [x]
Language: I Mexico j
Descriptian: |Mesica Spanish

System Phraze ILang_M exico

Diirectory:
Eystom Phrase ILangEustom_M Exico
Diirectory;

oK I Cancel |

Figure 38. Adding a language

2. Choose a language from the list. The list shows the language directories you have added to the
C:\PostOffice\Phrases directory.

3. Enteradescription for the language. This description will appear elsewhere in the graphical user interface,
for example in the Extension Configuration window and the AA tab in this screen. Click OK.

4. Repeat these steps for each language you want to add.

The contents of the fields System phrase directory and Custom phrase directory are fetched from the
location where the language phrases are stored. They are not editable.

Only the description of the language is editable here. To edit it, click the Edit button or double-click the row.

The default language cannot be deleted. After you add languages, any language used by DNIS, an extension,
or an AA cannot be deleted.

Enabling Multilingual Support in the Auto Attendant
After you have recorded phrases and added a reference to their directories in the Multilingual Configuration
> Language tab, as described earlier, you are ready to enable multilingual support in auto attendants.

A new option in Release 8.5 Update 1 lets you specify language options for AA branches. The Single Language
option specifies the language for the AA. All prompts played to trunk callers will be in the specified language.

* If the AA routes the trunk caller to another a Single Language AA with a different language setting, then
the new language setting will be used from that point on.
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* If the AA routes the trunk caller to an AA set to Multiple Languages, then no language selection prompt
will be played; the original language setting remains.

Here are two common scenarios for configuring language options in AAs using the Single Language AA
feature.

Multilingual AA Example: DNIS Routing

In this example, AA1 is configured as Single Language and set to Chinese. AA2 is configured for Single
Language and set for Spanish.

DNIS1 can route to AA1 so that those customers can hear the phrases in Chinese. DNIS2 can route to AA2,
which has been configured to play the phrases in Spanish.

Multilingual AA Example: Virtual Extension Forwarding

In this example, configure AA1 to ask the caller which language they want to hear. The options could be “Press
1 to hear prompts in Chinese; press 2 to hear prompts in Spanish.”

Configure the routing such that if the caller presses 1, the call is transferred to virtual extension xxx1; if the
caller presses 2, then the call is transferred to virtual extension xxx2.

Set virtual extension xxx1 to forward calls to AA2, which has been configured as Single Language and set to
Chinese. Set virtual extension xxx2 to forward calls to AA3, which is configured as Single Language and set
to Spanish.

AA1
Press 1 for Chinese
Press 2 for Spanish

—1 2
L 4 ) L 4
Virtual ext XX1 Virtual ext XX2
Forwards calls to AA2 Forwards calls to AA3
v ) 7
AAZ AA3Z
{is set to Chinese) (is set to Spanish)

Figure 39. Example: Using the Multiple Languages option to route callers

Configuring Multilingual Options for AAs
1. Select System > Multilingual Configuration > AA tab.

Multilingual Configuration [ ]

| Language A4 | Feature Code ﬂ12|

| D | Mame | Lahguage

Default Language & Single Language IDefauIt Language 'l

2 Default Language
3 chinese s " Multiple Languages
4

HMultiple

Figure 40. Selecting AA Language options

2. From the list at the left, select the AA that you want to configure with multilingual support.
3. On the right, select Single Language or Multiple Language:
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» Single Language: Specifies the language for that AA. All the phrases played to this trunk caller will be
in the language that you choose, including system phrases and custom phrases. You must choose the
language that you want to use as the default language.

* Multiple Language: This option functions the same as the Multilingual option in previous releases. In
the fields.

In the Language Setting group of fields, check the Language Selection Prompt check box and
choose the phrase that lets the caller select a language, Beside each appropriate field 1-8, select a
language from the list that corresponds to the phone key the user would press to hear that language.
(For example, “For English, press 1; for Spanish, press 2...”)

You can use the In Call Routing table to manage inbound calls to a Multiple Language AA.

Language Setting

[v Language Selection Prompt

| £
1 w2 fNene -]
3 [None = 4 [Nore |
5 [None | & [Nome |
7 |None =l 8 [None |

Figure 41. For the Multiple Language option, specify prompt and language choices
4. Click Apply if you have more work to do here, or click OK to accept the changes and close the screen.

Note that calls routed to a workgroup to target an agent for a selected language must use the Single Language
option.

Note: This configuration is on top of the regular AA configuration. The system will execute the regular AA
action items after a language preference is selected by the caller.

Operational Notes for Multi Language Configuration
There is one scenario to be aware of when configuring multilingual AAs. This scenario is when a user receives
a direct DID call and then transfers the call to a workgroup or huntgroup.

Because the call originated as a direct DID call, it did not go through an AA that offered the caller a language
preference. Therefore, if the user transfers the call to a workgroup/huntgroup with foreign language agents,
the caller will hear prompts in the system default language.

To handle this scenario, the call must first be transferred to an AA that is configured as Single Language for
that specific language first, and then routed on.

1. Configure a new AA. The first line of this AA should be to transfer the call to the desired workgroup/
Huntgroup; for example, to workgroup 520.

2. Open the AA tab of the Multilingual Configuration panel. Assign a language to the AA that you created in
the previous step.

3. Create a virtual extension; for example, extension 521. Configure this virtual extension to forward all calls
to the AA that you configured in step 1.

4. In Dialed Digit Translator, add an Extension Dialed Digit Translator entry for workgroup 520 and translate
to 521.
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Configuring the Extension

Extension users have a default language configured, and that language is always used for them whenever they
hear a prompt on their extension. The default language is assigned in PBX > Extension Configuration > Gen-
eral tab.

Personal Information

First Name Thomas ame ’W
Password |77 epartment ’—
DIDMNumber |
Language Default Language * | Transmitted CID ’—
Feature Profile [0 - System ~| Es11CID r

™ Enable Dial-By-MName ¥ Enable Intercom [~ Agent

Description

Figure 42. Selecting a language for an extension user

In the Language list, select the desired language, and click OK.

Extension User Can Change Language Setting

Extension users can change the extension’s language setting by using feature code #12, if feature code #12
is configured on the System > Multilingual Configuration > Feature Code tab.

Multilingual Configuration
Language ] As Feature Code #12 l

Language Setting
[v Language Selection Prompt

|C “\PostOffice\phrases'LangCustomphrase 0293 J
1 |Default Language 2 2 =
3 | None j 4 | None j
5 | None j 6 | None j
7 | None j 3 | None j

Figure 43. Configuring feature code #12 to allow a user to change an extension’s selection

Configuring Feature Code #12 for Language Selection

Check the Language Selection Prompt check box.

2. Select the prompt the extension user will hear after pressing #12. You must know the text of this prompt,
so you can match the languages to the correct numbers in the next step.

For example, the prompt the extension user might hear after pressing #12 might be “To change the
preferred language for this extension, press 1 for English, press 2 for Spanish, press 3 for Chinese.”

3. Beside each number, select a language from the list that corresponds to the prompt. The languages listed
are those that you have added to MaxCS on the Language tab of this window.

For example, if you were working from the example prompt in step 2, you would select English beside the
number 1, Spanish beside the number 2, and Chinese beside the number 3. The remaining fields would
be left as None.

Feature code #12 must also be enabled in System Configuration > Feature Profiles tab.
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To enable feature code #12,
1. In System > System Configuration > Feature Profiles tab, check the #12 -language setting check box.
2. Click OK.

Systemn Configuration

General ] Mumber Flan ] Business Hours ] Holiday ] spRpsspeiesion ¢,
Accourt Code ] Call Reports ] Country Relevant ] Mﬁ—P—eﬁpherléllse i i%ﬁci‘z IS F
Extehsion e guage
Mame: |S;.-stem AltiGen Voice Mail Other FEEHIRY USIN e
[+ t# - login voice mail [v #12 -language setting

Fm [+ #14 - personal options [+ #38 - outside call blocking
[+ #39 - operator offline
Figure 44. The Language option on the System Configuration Features Profile tab

All feature codes are enabled, by default. The default feature profile name is “0-System.”

Lastly, the extension user must have a feature profile assigned to him that includes #12. This is done on the
PBX > Extension Configuration > General tab.

To assign feature code #12 to an extension,
1.  On the PBX > Extension Configuration > General tab, select the extension.
2. Inthe “Personal Information” panel of the General tab, assign a Feature Profile that includes #12.

r Perzonal Information

First M ame IEarbara

xxxxxxxxxxxx

Pazsword |

Description ITBch "writer

Language |Default Language 'l

Feature Prafile

3 - Super User

¥ Enable Dial-By-Name | Enable Interc

Using DNIS to Set the Language

If your company has multiple phone numbers, you can configure MaxCS to direct a caller to prompts in a
selected language based on the phone number the caller has dialed.

To direct specified DNIS calls to a selected-language AA or extension,

1. Select PBX > In Call Routing Configuration > DNIS Routing tab .
Click the Add button to add a number.

Select where you want to route callers who have dialed that number.
Select the appropriate language from the Language Setting list.
Click OK.

Holiday Profile: | System 5 e / ‘

o kDN

Business Hours: |System - Default Language -
QK | Cancel | | Help |

Figure 45. Configuring the language setting in DNIS

See “DNIS Routing” on page 153 for rules and restrictions on routing using DNIS.
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Which Language Will Be Used?

MaxCS follows these rules to determine which language to use:
1. The extension user hears the prompts in the language configured or selected via the #12 feature code.

2. If the external caller selects a language in the auto attendant, MaxCS uses the selected language. If a
language selection is invalid or times out (7 seconds) three times in a row, the default language is select-
ed.

3. Ifanextension is set for ONA (one number access), the caller will hear the prompt in the language select-
ed previously, but when the callee picks up the ONA notification call, the callee will hear the prompt in the
language according to the extension's language setting.

When the user logs in to the voice mail of an extension, the extension's language is used.

If DNIS is configured for language setting, the external caller hears the prompts in the language specified
by the number he dialed.

6. In any other case, the system default language is used.
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To use the centralized call recording function, make sure the following requirements are met:

You need a recording seat license for each extension that will be recording: either Dedicated Recording
Seat licenses assigned to particular extensions or a Concurrent Recording Session license that is shared
by a fixed number of extensions.

It is recommended that you have a separate storage server to store recorded files.
Recorded files (64 Kbps PCM format) can be managed by the VRManager Pro (licensed) application.

If your system has a multi-chassis configuration and the gateway needs to transmit recorded files to a
storage server, you need to set up an FTP server to facilitate the file transfer. You do not need to set up
an FTP server for a single chassis (all-in-one) installation.

If an agent is using an IP phone and recording is turned on, the system will use a recording channel on a
VolIP board to process the recording session. The IP phone will occupy a codec channel on the VolP board
to allow the recording channel to tap into the conversation. You need to make sure that the MaxCS server
that agents belong to (and the gateway for a multi-chassis installation) have adequate VolP codec
channels to record conversations. The basic guideline is to have one codec channel per agent.

Because recording files require a large amount of disk storage space, a NAS (Network Attached Storage)
system is recommended, unless VRManager Pro is used.

Automatic Shutdown of Recordings when Space is Insufficient

Beginning with Release 8.5.1, MaxCS now regularly checks the available disk space of four drives, before
allowing users to record a call.

This process affects not just users who are recording individual calls; it also affects VRManager Centralized
Recording. If the available disk space for a drive falls below a threshold, then the monitoring program will
automatically shut down recording for that drive, including VRManager Centralized Recording.

The four drives that are being monitored are:

The Windows system drive
The MaxCS server drive
The postoffice system drive

The Voice Recording drive (this drive is monitored only if recording is enabled and the recording folder is
set to the local drive)

If you are using VRM Pro and you do not see any new recordings, then check that there is sufficient space for
recordings, especially the D: drive space.
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MaxCS also includes four SNMP traps for this disk space monitoring. You can specify the threshold for these
traps in MaxAdministrator: Report > SNMP Configuration. These traps will be triggered every 30 minutes
while the usage remains above the specified threshold.

Within MaxAdministrator, the status bar will show you the remaining disk space of the drive that has the lowest
capacity of these four drives.

o| ,

‘Conn [Operator ONLine  [Disk Usage i} 90,16%  [Wed Mar 07 09:24

Figure 46. Example of the status bar showing disk capacity for call recording

If MaxCS detects that one of those drives has exceeded the capacity of the registry value that you configured,
you will see an alert when you open MaxAdministrator, to warn you. The alert will list the capacity of each drive.

The registry entry where you assign this threshold is:
HKEY_LOCAL_MACHINE\SOFTWARE\Wow6432Node\AltiGen Communications, Inc.\AltiWare\DiskSpace

This threshold setting can be set between 50% and 95%. We recommend that you set this percentage no lower
than 80%.

Note that this registry setting is designed only to prevent any further calls from being recorded, until you clear
out enough space on that drive to continue recordings. There are other built-in capacity checks that do nothing
but send out alerts when a drive has exceeded certain disk space thresholds.

Automatic Email Notifications Sent When Drive Capacity is Nearing

These thresholds are set by the system and cannot be customized. These alerts do not shut down recording;
they merely send an alert when a threshold has been exceeded.

Alerts sent for C: drive capacity:

* Warning Severity: Trigger at 81%, clear at 80%

* Average Severity: Trigger at 90.5%, clear at 90%

* High severity: Trigger at 95.5%, clear at 95%

» Disaster severity: Trigger at 99%, clear at 95%
Alerts sent for D: drive capacity:

* Warning: Trigger at 90%, clear at 80%

* Average Severity: Trigger at 95%, clear at 94.5% (this was recently changed from 95.1% / 95%)

» High severity: Trigger at 98%, clear at 94.5%

» Disaster severity: Trigger at 99%, clear at 94.5%
Notes:

* These alerts are sent when the threshold has been passed, then sent again every 24 hours thereafter if
the level has not gone back down below the clear threshold.

* These alerts are sent to the “Notifications” email address that you specified when you ordered your
service.

Recording with Polycom VVX Phones

Polycom VVX models can also record calls; you can enable a Record softkey for those models. This option is
found on the PBX > Altigen IP Phone Configuration Polycom tab.
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Once this feature has been enabled, the extension user can tap a Record softkey on their Polycom phone to
record the call in progress. This feature requires a Polycom Advanced Features license; see the MAXCS

Polycom Configuration Guide for details.

Description of the Recorded File Name

The recorded file name contains the following information:

* R!mmddyyyy hhmmss!calleriD!calleelD!workgrouplD!DNIS!sessionID!R

* mmddyyyy _hhmmss is the time stamp when the recording starts

* callerlID is the caller ID or extension number. It could also be:
* bgn for barge-in call
* sm for a silent monitor call

* trk(bbcc) for an inbound trunk call without caller ID. bb is the board logical ID and cc is the channel ID

» calleelD is the target number or trk(bbcc)

* workgrouplD is the workgroup number for a workgroup call, or ext for extension call

¢ DNIS is the DNIS number or NA for no DNIS number

¢ sessionlD is the CDR session ID

Configuring Call Recording

Note: During recording, any communication from a barge-in or coach supervisor's extension becomes part

of that call recording.

To configure system-wide call recording, including centralized recording for multiple gateways, either click the
Recording button on the toolbar or select System > Recording Configuration.

Note: If you are a Basic Admin user or a Supervisor user, some menu choices and options may not be

available for you. Only Full Admin user types will see all menu commands and options.

Recording Configuration

Fecording Option
[¥ Enable Centralized Recarding

Fecording Type: |Extensi0n bazed Recording j

Mate: You need to configure individual extenzion or trunk to start recording.

Central Location: |ftp:.-".-"timer: ****** @10, 30514

Gateways Configuration

¥ Gateways Use FTP Protocol to Transmit Recorded Files to Central Location FTP Test
FTP Server. |‘I 0.30.5.141] FTP Access Account: tirner
FTP Path: | Password: "

Flease ensure the following procedures are setup cormectly to store recorded files:
1. FTF Server must be installed and configured properly on the Central Location machine.

2. FTP Path must paint to the FTP folder in the Central Location machine,

Figure 47. Recording Configuration window

Call recording options for specific extensions/workgroups can be set up on the General tab of Extension

Configuration and Workgroup Configuration, respectively.
To enable centralized recording,

*
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Check the Enable Centralized Recording check box.
Select a Recording Type from the drop-down list.

In the Central Location field, browse for the directory you want to set as the destination folder and path
for saving the call recordings.

Important: If you are using FTP protocol, the FTP server must be installed and configured properly on the
same machine as the Central Location directory. An FTP folder must be created for the Central
Location, so that it can be fully accessible through FTP. The FTP Path must be pointed to the
Central Location.

Note: Windows Server users using a remote shared directory should refer to the steps described in “Using
a Remote Shared Directory” on page 80.

4. Ifyou are using multiple gateways, and you are not using network attached storage, check Gateways Use
FTP Protocol to Transmit Recorded Files to Central Location.

— FTP Server — Enter the IP address of the FTP server.
— FTP Access Account — An FTP server account name that gateways can log in to.
— FTP Path — Enter the directory that the files will be transmitted to on the FTP server.
— Password — FTP account password.

5. Click the FTP Test button to verify that login to the FTP server is successful.

6. When you are finished configuring, click OK.

Note: To allow supervisors to record an agent’s non-workgroup call, check the appropriate check box on the
System Configuration General tab. For details, see “Setting General Parameters” on page 31.

Using a Remote Shared Directory

Itis strongly recommended that you use VRManager Pro (new in Release 8.5 update 1) to manage centralized
recording and that you save recordings to a local drive or network attached storage on the gateway that is
running MaxCS 8.5. If you save recordings to a network drive, and the network becomes unstable, you could
lose any files of conversations being recorded at that time.

However, if you need to use a remote shared directory, and you are using Windows Server, follow the steps
below. Note that the exact steps will vary, depending upon your Windows operating system.

1. From your Windows desktop, open This PC.

2. On the toolbar, click Map network drive.
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= | % B - hispc

File Computer View

[ Y | Uninstall or change a program

% ¥ ~ = [€]°

s d 18| System properties
Properties Open Rename  Access |Map network|Add a network Open %
media ~ drive * location Settings BME”EQE
Location Metwork System
N |j » This PC

Create a shortcut to a shared
folder or computer on a network,

Map network drive
~

% Map Metwork Drive

What network folder would you like to map?

Specify the drive letter for the connection and the folder that you want to connect to:

Drive: 7 w

Folder: | | - Browse...

Example: \\server\share
Reconnect at sign-in
[] Connect using different credentials

Connect to a Web site that you can use to store your documents and pictures,

Figure 48. Map Network Drive

< Add Network Location

Specify the location of your website

Type the address of the website, FTP site, or network location that this shortcut will open.

Internet or network address:

| | ~ Browse...

View examples

Figure 49. Add Network Place Wizard

3. Inthe Add Network Location wizard, when prompted, specify the location of your website. Type the

address of the web site, FTP site, or network location in the field, for example,”\\ServerName\sharefolder”;
or use the Browse button to locate the destination path. Click View examples for correct formatting. Then

click Next.

Continue through any other panels of the Wizard. At the end, click Finish. The network place that you
created should appear as a mapped location in This PC.

5. In MaxAdministrator in the Recording Configuration window, use the Browse button to select the
network place as the Central Location.
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Recording Configuration

Fecording Option
[¥ Enable Centralized Recarding

Fecording Type: |Extensi0n bazed Recording j

Mate: ¥'ou need to configure individual extenzion ar trunk. ta start recording, /

Central Location: |ftp:.-".-"timer:""""""@1 0205141

Gateways Configuration

¥ Gateways Use FTP Protocol to Transmit Recorded Files to Central Location FTP Test

FTP Server. |‘I 0.30.5.141] FTP Access Account: tirner
FTP Path: | Password: o

Flease ensure the following procedures are setup cormectly to store recorded files:
1. FTF Server must be installed and configured properly on the Central Location machine.

2. FTP Path must paint to the FTP folder in the Central Location machine,

Figure 50. Recording Configuration Window
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The application extension is an extension pilot number that allows an SDK-based add-on application to log into
the system and establish a communication channel to control trunk channels and interact with the system core
PBX switching and voice processing service.

Typical applications that use an application extension are:
* IVR
* Outbound dialer
* Inbound call routing logic for a special business application
To connect an SDK-based add-on application, you need:
* An APC license (concurrent session)
* A separate application extension to log in to for each application
For more information about SDK, please send e-mail to sdksupport@altigen.com.
Note: The APC SDK license is not supported in the MaxCS Private Cloud service.

Application Extension Setup
Note: Before you begin, make sure a Trunk Control APC SDK Session license is registered and activated
for your system. You can find this information in License > License Information.

To access the Application Extension Configuration window, select System > Application Ext
Configuration.

Note: If you are a Basic Admin user or a Supervisor user, some menu choices and options may not be
available for you. Only Full Admin user types will see all menu commands and options.
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Application Extension Configuration - 5988

—AppE#t List —AppEst Infarmation
AppEst | AppName | Stalus [ Desciiption Mame [ &ppication
5985 VR Applicat... Discannect Ta handle ¥R process

Passward I xxxxxxxxxxxx

Deserplion: [Ty handle IR process

r—&pplication Failover Plan

It application iz not

available, fonward to: Entension =

1000 =
—&pp Infarmation
Application 5ource: il _I

Spec Doc Location: l— _I
Designed by l—
Implemented by: l—
Implementation D ate: lm
4] | | Revision Number:

Rofiesh | add | Dot || | RevisionDate A <

Figure 51. Application Extension Configuration window

To set up an application extension,

1. In the Application Extension Configuration window, click the Add button and enter an extension number
in the dialog box. Click OK.

The application extension appears in the AppExt List.

Type a password in the Password field.

Type a description of the application in the Description field, if desired.
Click OK.

o kv

Application Failover Plan

The Application Failover Plan ensures that a call made to the extension will be automatically transferred if
the application is not available. Use the If application is not available, forward to list to select the forwarding
destination. The options are:

* AA - Select the auto attendant number to use in the list under the option. AA settings are configured in
System > AA Configuration.

* Extension — Select an extension from the list.
* Operator — Select an operator from the list.
¢ Disconnect — Disconnect the call

Important: Ifthe failover setting for the application extension is set to an extension, and the extension is RNA
or busy, the call will follow the extension's RNA or busy call handling.

Application Information

Additional information can be described in the App Information fields. If desired, enter the appropriate
information in the fields for Application Source, Spec Doc Location, Designed by, Implemented by,
Implementation Date, Revision Number and Revision Date.
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Readying the Application
If a third-party application is connecting to this extension, make sure the application is properly set to log into

the application extension. If the third-party application is logged in, the status shown in the figure in Application
Extension Setup changes to “connected.”
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CHAPTER

Board Configuration

This chapter shows how to configure Altigen telephony boards:
» Triton Resource Board: see Using the Triton Resource Board
» Triton 30-Party Conference Board: see “Using the Triton MeetMe Conference Board” on page 89
» Triton Analog Station Board: see “Configuring the Triton Analog Station Board” on page 89

» Triton Analog Trunk LS/GS and LS Boards: see “Configuring the Triton Analog Trunk LS/GS and LS
Boards” on page 90

* Triton VoIP Board: see “Configuring the Triton VolP Board” on page 90

* Triton T1/E1 Boards: see “Configuring the Triton T1/E1 Board” on page 91

* Virtual Board SIP: see “Configuring Virtual Board SIPSP” on page 104

* Virtual Board HMCP: see “Configuring Virtual Board HMCP” on page 109

* MAX1000/2000 Board: see “Configuring the MAX1000/2000 Board” on page 115

» Virtual MobileExtSP Board: see “Configuring the Virtual MobileExtSP Board” on page 116

For information on how to install Altigen boards, refer to the Quick Installation Guide provided with every
board package.

Configuring Boards

Board attributes and functions are accessible from the Boards window. Double-click the board that you want
to configure. The Board Configuration window opens.

B Boards IH[=] B3

. | Board Type Physical ID
@ 0 HMCP 1]
] 1 MobileExtSP 1]
o 2 SIPSP 1]

Figure 52. Boards window

Note: If you are a Basic Admin user or a Supervisor user, some menu choices and options may not be
available for you. Only Full Admin user types will see all menu commands and options.
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- Board Info
Board Logical ID |22 Board Name ITriIUnT1PH|-2@GWU1
i~ Channel Mapping List i Channel Group Infa
Logical Chan... | Type | Physical ... [ Total Mumber of Channel Group |1
0 T1 Trunk 0
1 T1 Trunk 1 L] [0] -> Ok
2 T1 Trunk 2
3 T1 Trunk 3
4 T1 Trunk 4
5 T1 Trunk 5 —
5 T1 Trunk 5
7 T1 Trunk 7
8 T1 Trunk 8
9 T1 Trunk 9
10 T1 Trunk 10
1 T1 Trunk 1
12 T Tuk 12 (=
Reset Channel | Reset Channel Group |

Figure 53. Board Configuration window

Board Configuration Parameters

These are the attributes and buttons in the Board Configuration window (see each board type in the sections
that follow for additional notes on each type):

Parameter Description
Board Logical ID: assigned by MaxCS.
Board Info Board Name: the type of board installed in the system and its physical
ID.

Logical Channel, Type, and Physical Channel for the entire board.

Double-click a channel to open a line configuration dialog box or a trunk
Channel Mapping List configuration dialog box, as appropriate.

To reset the channel, select the channel to reset and click the Reset
Channel button, then click OK.

Applicable to T1/E1 and the MAX family of boards only.

Double-click a channel group to open a configuration dialog box.

To reset a channel group, select it and click the
Reset Channel Group button.

Channel Group Info

Board Configuration button Opens a configuration dialog box.

Resets the board, after you confirm.

Important! Resetting a board will disconnect all calls in progress on that
Reset Board button board. Be sure to inform all users before resetting a board. Additionally,
if the board is a resource board (VolP 12 port, VolP 30 port, Triton
resource board, 30-party conference board), resetting it will disconnect
all calls that use the resource.

Important: To implement some board configuration changes, you must shut down and restart by choosing
Services > Shut Down All Services (which also closes MaxCS) and then restarting MaxCS. If
this is necessary, a message will pop up telling you so.

Using the Triton Resource Board

The Triton resource board requires no configuration. Board resources are available when the board is installed.

The resource board has a maximum of 12 bridges for:
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* 6-party conferencing. When an extension is trying to make a conference call, the system will try to use the
conference bridge on the resource board first. If conference bridges on the resource board are all busy,
the system will use the conference bridges on the extension board, analog or VolP board.

*  Workgroup supervisor silent monitoring, barge-in, and coaching.
For example, if two supervisors are coaching agents, only 10 bridges are left for 6-party conferencing.
Notes:

If a supervisor tries to perform silent monitoring, barge-in, or coaching and there is no resource board in the
system, the supervisor will hear an error tone.

If the supervisor is using an IP phone, then Connect Voice Stream to Server should be checked in the
Extension Configuration window so that the system can pull the caller and agent's voice stream to the resource
board to allow the supervisor to tap into the conversation.

IP Extension

[V Ernable IP Extersion v Connect Voice Skeam to Server | This option is in the

& Dynamic IP &ddress € Static IP Address Extension Configuration
Logon IF Address | oo .o @ window
Harme Media Server D o -

Using the Triton MeetMe Conference Board

The Triton MeetMe conference board requires no configuration. Board resources are available when it is in-
stalled. You do have to assign a MeetMe Conference extension (select PBX > MeetMe Conference Config-
uration).

One MeetMe conference board is supported in a system.

Configuring the Triton Analog Station Board

Double-click the Triton Analog Station board in the Boards window to open the Board Configuration window,
similar to Figure 53. Note the following additional information:

* Double-clicking a channel in the Channel Mapping List opens a Triton Analog Line configuration dialog
box. See “Triton Analog Station Line Properties” on page 173.

* Clicking the Board Configuration button opens a configuration dialog box that displays the board’s serial
number, DSP clock, physical and logical IDs.

Board Configuration-Triton1ZE-7@GWO0D
—Board Info
Board 54M : TAENGR20 DSP Clack : 154
Physical Id : 7 Logical Id: 9
— Board Type
Canfigure Type I j

Figure 54. Board Configuration dialog box
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Configuring the Triton Analog Trunk LS/GS and LS Boards

The Triton Analog Trunk board is a long form factor PCI telephony card that supports 8 or 12 trunks. The 8 port
card supports only loop start (LS). The 12 port card is available in two models; loop start/ground start (LS/GS)
and LS. Both models have the same features regarding LS. The LS/GS board is required when ground start
trunks may be required.

Double-click the board in the Boards window to open the Board Configuration window, Note the following
additional information:

» Double-clicking a channel in the Channel Mapping List opens a channel configuration dialog box. See
“Triton Analog Station Line Properties” on page 173.

* Clicking the Board Configuration button opens the following dialog box that displays the board’s serial
number, DSP clock, physical and logical IDs.

Board Configuration-Triton8TLS-1@GW00

—Board Info
Board 54M : S07ABTOSTO0TE DSP Clack : 200

Physical Id : 1 Logical Id: 10

— Board Type

Canfigure Type j

Figure 55. Board Configuration dialog box

Configuring the Triton VolIP Board

Itis strongly recommended that system administrators review the “Network Configuration Guidelines for VolP”
on page 303 before setting up VolP features.

VolIP for MaxCS runs on SIP protocols that allow voice calls to be made through an IP network. It includes an
integrated VolP gateway to convert voice calls into IP packets and transmit them through the IP network.

MaxCS VolP uses DSP engines residing on the Triton VolP board to perform the voice coding/decoding
functions needed for SIP devices.

The Triton VolP board can be configured as a 12-port G.711/G.723.1/G.729AB or 30-port G.711 board.
For limitations on configuring Triton VolP boards and ports see Altigen’s Telephony Hardware Manual.
To configure the board,

Double-click the TritonlP board in the Boards window to open the Board Configuration window, similar to
(see Figure 53 on page 88). See the attribute descriptions in Board Configuration Parameters.

Note the following additional information:

* Clicking the Board Configuration button opens a window that displays the board serial number, DSP
clock, and physical and logical IDs. The list in the Configure Type field lets you select between a 12-port
G.711/G.723/G.729 configuration and a 30-port G.711 configuration.
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Board Configuration-TritonIP12PT-2@GWO0D

r~ Board Info

Board 5/M 10245T8PT 0337 D5P Clock : 200
Physical Id 2 Logical Id : 0

[Poerd e If you change this configuration, you

CorfigureType [12Pon 6.711/6.726.729 ] must restart the switching services for
the change to take effect.

Advanced | Cancel |

Figure 56. Board Configuration window

Configuring the Triton T1/E1 Board

Through MaxAdministrator, the Triton T1/E1 board can be configured for either digital T1 CAS (channel
associated signaling), T1 PRI (Primary Rate Interface), E1 CAS, or E1 PRI.

Both T1 CAS and T1 PRI carry 24 channels using time-division multiplexing (TDM) at an overall rate of 1.544
Mbps. Voice T1 provides 24 64K channels with robbed bit signaling. T1 PRI provides 23 64K channels, using
one 64K channel for D channel messaging.

E1 CAS and E1 PRI carry 32 channels using TDM at an overall rate of 2.048 Mbps. Both of them provide 30
64K channels for voice.

To subscribe to T1 CAS, T1 PRI, E1 CAS, or E1 PRI service, you must supply certain parameters. These
parameters are listed in Appendix B on page 421.

Configuring the Board

Double-click the Triton T1/E1 board in the Boards window to open the Board Configuration window, similar
to (see Figure 53 on page 88). See attribute descriptions below (see Figure 53). Note the following additional
information:

e The Board ID must be in the range 0 - 7.
* Double-click a channel in the Channel Mapping List to open a trunk configuration dialog box.
» Double-click a channel group to open a configuration window, discussed in the following section.

* Clicking the Board Configuration button opens a configuration dialog box that displays the board’s serial
number, DSP clock, physical and logical IDs.

You can configure the board type: either T1 or E1 to run T1 CAS, T1 PRI, or E1 CAS, E1 PRI. Additional
steps are needed to further configure the CAS or PRI protocol in the Protocol Configuration window,
shown in the figures in section Setting up Channels on the Triton T1/E1 Board.

Board Configuration-TritonT1-0@GWO0D
—Board Info
Board 54M : 40642TE150864 DSP Clack : 200
Physical Id : ] Logical Id: 4
—Board Type
Confgue Type -

Figure 57. Triton T1/E1 Configuration dialog box
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T1 and E1 Configuration

Double-clicking a channel group for a Triton T1 board in the Channel Group Info pane opens a T1 or E1
Configuration dialog box, as in the next two figures.

Board Configuration-TritonT1-D@GW00

Span: 0
Status:  [OK
r— Statistics since: Tue 0B/27/06 16:08:15

Frame Errars: a Line Code Emars: 145
OCF Errors: 4 Bit Ermors: 10
Fec Frame Slips: |1 wmt Frame Slips: |2

r~Frame Type Line Code
" SE « ESF [ Al & BEZS
Zem Code Suppression: INone j
CD Bits Handling: |setco =28 =1

[~ System Clock Master

Figure 58. Triton T1 configuration dialog box

Board Configuration-TritonEl-4@GW00

Spam: O
Status:  |L1 failure: <No Signal [LOS]>
r Statistics since: Wed 05/31/06 10:15:09
Frame Errors: 0 Line Code Errars: [1433213

00F Errars: 0 Eit Errars: 0
Fec Frame Slips: 998 #mt Frame Slips: 997

rFrame Type ————————— Line Code
* NoCRC (" CRC4 { C aMl < HDB3
Zero Code Suppression: INone j
CD Bits Handing: |setCD =8 =l

[~ System Clack Master

Figure 59. Triton E1 configuration dialog box
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Reading the Status Messages

Configuring the Triton T1/E1 Board

If the channel group is working, the Status line displays OK. This status line is updated every 3 seconds. If

there is an error, a message is displayed. The following table lists the types of error messages and the

appropriate actions.

Error Message

Meaning

Action

HW failure: <No Answer>

Major hardware problem. Board is
not responding to commands.
Reasons could be: 1) DSP
loading failure; 2) If PRI, board
failed.

1. Reset board.
2. If error continues, replace board.

HW failure: <No Clocks>

No clock signal is detected on T1
interface drop.

1. Check MVIP clock.

2. Reset board. If this does not work,
replace board.

L1 failure: <No Signal
(LOS)>

Layer 1 failure, physical layer;
LOS = Loss of Analog Signal

Check T1/PRI cable and change if
necessary. If cable is okay, CO is not
sending any signal. Contact CO.

L1 failure: <Alarm Indication
Signal (AIS)>

Layer 1 failure, CO sends all 1’s to
our T1/E1; AIS = Alarm Indicator
Signal; all ones detected

To locate the AIS alarm, have the
carrier check the T1 network element
connected to the T1 interface and trace
the problem.

L1 failure: <Remote Alarm
Indication (RAI)>

Layer 1 failure, CO notifies that
the configuration is wrong; RAI =
Remote Alarm Indicator

Correct the settings.

L1 failure: <No Sync Frames

Layer 1 failure, physical layer; no
valid framing is detected.

Possible span mis-configuration (ESF
is selected but the actual framing is SF,
or vice versa). Check span
configuration.

L1 failure: <Red Alarm>

Layer 1 failure, physical layer; Bi-
Polar Violations (BPV), Line Code
Violations (LCV), or Out Of Frame
detected

Location condition, equipment
problem.

- For excessive BPV/LCV, check AMI/
B8ZS setting.

- For OOF, check the MVIP bus master
setting.

OR

Have CO perform a line test to check
for a faulty cable or line.

[PRI only]
L2 Failure: <No Sync Flag>

Layer 2 failure, data link layer; no
sync flag has been detected in
data link layer

Check if D-channel is active or not

[PRI only]

L2 Failure: <Not
established>

Layer 2 failure, data link layer; the
peer-to-peer link has not
established in data link layer

CO must activate HDLC link
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Reading the Statistics

The Statistics panel displays the number of errors that have occurred since the last system reboot or statistics
clearing. There may be non-zero values when configuring the T1 span for the first time. You can clear these
fields with the Clear button.

Error Meaning

Number of framing bit errors. In T1 mode, a framing bit error is defined as
Frame Errors an incorrect FS-bit value. The counter is suppressed when framer loses
frame alignment

The Out Of Frame counter registers every time the T1 chip is forced to re-

F Error o )
00 ors frame when receiving a frame with severe errors.

The Receiver Frame Slips counter shows the number of frame slips for

Rec Frame Slips the receiver.

Line Code Error is defined as an occurrence of a bi-polar variation or ex-
cessive zeroes.

Bit Errors are defined as a CRC-6 error in ESF, FT-bit errorin SLC-96 and
F-bit or sync bit error in SF.

Line Code Errors

Bit Errors

Transmit Frame Slips counter shows the number of frame slips for the

Xmt Frame Slips transmitter

Clear button Use the Clear button to reset the statistics counters.

Note: For ideally synchronized systems, Transmit and Receive Frame Slips counters should be ‘0.’
Continuous update of the frame slips counters means that transmit and receive frequencies are not
equal. In this case, you should check the system and CT-Bus clock setup.

Setting the Configurable Options

These are the options you can set:

Option Notes

¢ For T1, you can set the Frame Type to either SF or ESF. SF
(Superframe Format) consists of 12 consecutive frames. ESF
Frame Type (Extended Superframe Format) consists of 24 consecutive frames.

* For E1, you can set the Frame Type to either No CRC or CRC4. CRC4
is embedded into 16 consecutive frames.

* For T1, you can set the Line Code to either AMI or B8ZS. AMI (Alter-
nate Mark Inversion) is the line coding format in T1 transmission sys-
tems whereby successive ones (marks) are alternately inverted and
sent with opposite polarity of the preceding mark. B8ZS (Binary 8 Zero

Line Code Substitution) sends two violations of the bipolar line encoding tech-

nique, rather than inserting a one for every seven consecutive zeros.

* ForE1, you can set the Line Code to either AMI or HDB3. HDB3 (High
Density Bipolar Order) is based on AMI, but extends this by inserting
violation codes whenever there is a run of four or more zeros.

You can set the Zero Code Suppression to None (default setting), Jam
Bit 8, GTE or Bell.

Zero Code Suppression inserts a “one” bit to prevent the transmission of
Zero Code Suppression eight or more consecutive “zero” bits; Jam Bit 8 forces every bit 8 to a one;
GTE Zero Code Suppression replaces bit 8 of an all zero channel byte to
a one, except in signaling frames where bit 7 is forced to a one. Bell Zero
Code Suppression replaces bit 7 of an all zero channel byte with a one.
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Option Notes

CD Bits Handling CD Bits Handling is not editable.

You can set the System Clock Master if you have a back-to-back config-
uration and you want this span to be the master clock to the system. (Only
one clock master should be selected in a back-to-back system.) See the
following section on T1/E1 clocking.

System Clock Master

T1/E1 Clocking

Depending on the configuration of the T1/E1 boards and span for your MaxCS systems, the System Clock
Master setup should be set according to the follow conditions:

» If all of the T1/E1 boards are connected to a carrier’s switch, the System Clock Master check box must
not be checked for any of the T1/E1 boards.

* If two MaxCS systems are connected back-to-back with a T1/E1 span, the System Clock Master check
box must be checked for only one of the T1/E1 boards.

* If two T1/E1 boards in the same MaxCS system are connected back-to-back with a T1/E1 span, the
System Clock Master check box must be checked for the T1/E1 board that has not been designated by
the CT-Bus setting as the system’s master clock to drive the CT-Bus.

Important: For all back-to-back cases, the CT-Bus Clock Configuration should be set to “Manual,” and the
board that is connected to the board configured as the back-to-back clock master must be
designated at the CT-Bus master.

Setting up Channels on the Triton T1/E1 Board

This section discusses setting up T1 CAS, T1 PRI, E1 CAS, or E1 PRI channels on the Triton T1/E1 board.

Click the Protocol button in the T1 or E1 configuration dialog box (see the figure in Configuring the Triton T1/
E1 Board) to open the Protocol Configuration window, shown below. The Triton T1/E1 Board can be
configured to either CAS or PRI through the configuration options in the window.

The CH -> Type list on the left side of the window displays the channel types.

Note: In a tie-trunk configuration, set the trunks to “Out of Service” before changing the trunk type from T1
to PRI or vice versa. Otherwise, the system will generate garbage call records to your internal or
external logger service. See “Setting General Trunk Attributes” on page 125 for details.
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Protocol Configuration

CH -» Type

18 -> B Channel Span ID
19-> B Channel

20-> B Channel [ Enahble Tie Trunk  Assigned by CO switch
71-> R Channel Ll e i

—Spantype selecion———— ~|SDN PRI setting

00-> B Channel =  TICAS Switch mode -
01 -> B Channel
17 -> B Channel Channel assaciated signalling |N|'2 FRI ;I
03-» B Channel
04-> B Channel ® BegularISON PRI 150N Mumbering Plan |
05 -> B Channel D' channel is the last channel
06 -> B Channel A .

B Channel Maintenance Message:
g; 2 g gﬂz:gg: €| Custorm IZEH PRI [Fovir =

- estal -
09-> B Channel SetD channel ICH 23 'I
10-> B Channel [+ Enable PRI Caller Mame
11-» B Channel B Channel
12-» B Channel L ogical Interface ID NSF (Netwark-Specific Facilities)
13-> B Channel Le [ione |
14-> B Channel
15-» B Channel Controlled by e -
TE! {Terminal endpaoint identifier

16-> B Channel D chan on Board ID B . i )
17 -> B Channel | l— @ Default setting (Recommended)

 Manually setto

— PRI Calling Mumber Setting
(@& Carrier can accept any humber
(" Carrier can only accept Calling Mumber with minimum I? vl digits

" Cartier can only accept assigned numbers as Calling Number

Calling Mumber can be sccepted by Carier Use this number as Calling Number if the
number can not be accepted by Carrier

Fram To

[E=
(=3
o

Edit |

Del

oK | Cancel |

Figure 60. T1 PRI Protocol Configuration dialog box (top half)
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Protocol Configuration

CH -» Type

00-> CAS N
01-> CAS
02-» CAS
03-» CAS
04-> CAS
05 -> CAS
06 -> CAS
07 -» CAS
08-> CAS
09-> CAS
10-> CAS
11-» CAS
12-> CAS
13-> CAS
14-» CAS
15-» CAS
16-> CAS
17> CAS
18-> CAS
19-» CAS

20-> CAS
21> CAS Ll

—Span type selection

'

Channel associated signalling

 RegularISON PRI
D channel is the last channel

C Custom SO PEI

SetD channel ICH23 vl

B Channel
Logical Interface D

Controlled by
D chan on Board ID

l—
l—
Span D l—

[~ Enable Tie Trunk

—I|SDN PRI setting
Switch mode :

[r-2 PR =l

|EDN Mumbering Plan |

B Channel Maintenance Message:

I Festart LI

[ | Enshle BRI Caller Mame
NSF (Metwork-Specific Facilities)

INDne LI

TEI (Terminal endpoint identifier)

& | Default seting (Recammended)
€ Manually setio

) Assigned|by COlswitch

— PRI Calling Mumber Setting

(" Carrier can only accept Calling Mumber with minimum

(@& Carrier can accept any humber

I? vl digits

" Cartier can only accept assigned numbers as Calling Number

Calling Nurmber can be accepted by Carrier

Fram To

Edit

Del

[E=
(=3
o

Llse this number as Calling Number if the

number can not be accepted by Carrier

o]

Cancel |

Figure 61. T1 CAS Protocol Configuration dialog box (top half)

Selecting Span Types

* T1 CAS - Select this option to associate all channels on the span to T1 CAS.
* Regular ISDN PRI - Select this option to indicate 23B+D ISDN PRI span and to designate the last channel

as the D channel.

* Enable Tie Trunk — Check this box to enable a tie trunk. Tie trunks must terminate to a system also

configured as a tie trunk.

Note: This option not available when E1 CAS is selected.
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Protocol Configuration

CH > Type ~Span type selection————————  ~ISOM PRI setting

00 -» Spstem/Data  « Switch mode :

0156 Channel | © E1CAS il

02 - B Channel Channel associated signaling IET5| HETS PRI =l
03 - B Channel

04 -> B Channel {* Regular ISDN PRI ISDN Humbering Plan |
05 -> B Channel D channel is the 16th charnel

06 -» B Channel

07 > B Channel B Channel Maintenance Meszage:

% Custor ISON PRI

08 -» B Channel Restart and Servi -
09 -5 E Channel SetD channel [CH 31 <] | estart and Service il
10-» B Channel v
11 5 B Channel T IV Enable PRI EaIIPTr.NamPT”
12 -» B Channel Logical Inteface 1D l_ MSF [Metwork-Specific Facilities]:
13 -3 B Channel JalEahiSlHCE m =
14> B Charnel | one
15 -» B Channel Controlled by : R

TEI [Terminal endpaint identifier] :
16> D Channel D chan on Board ID I [ 2 : ]
17 -» B Channel l_ % Default setting [Recommended]
18 -» B Channel Span D
19 B Channel  Manually set tol
20 -» B Channel [~ Eriable Tie Trurk € Assigned by CO switch

20> 8 Chamel v

ok I Cancel |

Figure 62. E1 PRI Protocol Configuration dialog box (top half)

CH > Tupe —Span type selection——————— [~ E1-A2 zetting
810 i giséemJData = & E1CAS Swi.tc:h mode :
02 -» CAS Channel aszociated signalling IChlna Rz j
03 -» CAS
04 -» CAS  Fegular ISDN PRI [S0M Hombering Flan |
05-» CA3 D channel is the 16th channel
gg i ag B Channel Maintenance Message:
7 Custor ISOH FRI

08 -» CAS I j
09 -» CAS Set D channel |NDNE 'l
105k | Enable PRI Caller Name
11> CAS B Channel o
12 -» CAS it M5F [Network-5pecific Facilities):
135 CAS Logical Interface [D I
145 CaS | Nere =
18- CAS Controlled by . L

TEI [Terminal endpaint identifier] :
16> Spstem/Data D chan on Board ID I [ ) : ]
17 -» CAS l— € Default setting (Fecommended]

: Span D
:Ilg i ag Bl € WManually set tol
g? i _ag LI I™ Enable Tie Tk € bssigned by CO switch
ok I Cancel |

Figure 63. E1 CAS Protocol Configuration dialog box (top half)

Selecting Span Types

* E1 CAS - Select this option to associate all channels on the span to E1 channel associated signaling.
* Regular ISDN PRI - Select this option to indicate 30B+D ISDN PRI span and to designate the 16th

channel as the D channel.

* Enable Tie Trunk — Check this box to enable a tie trunk. Tie trunks must terminate to a system also

configured as a tie trunk.

Note: This option not available when T1 CAS is selected.

Setting the ISDN PRI Switch Mode

If you select a Span Type of Regular ISDN PRI in the T1 PRI Configuration Window, use the following

guidelines to set the ISDN PRI Switch mode.
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Protocol Configuration

CH -» Type

00-> B Channel -
01 -> B Channel
02 -> B Channel
03-» B Channel
04-> B Channel
05 -> B Channel
06 -> B Channel
07 -> B Channel
08 -> B Channel
09 -> B Channel
10-» B Channel
11-> B Channel
12-> B Channel
13-> B Channel
14-> B Channel
15-> B Channel
16-> B Channel
17 -> B Channel
18 -> B Channel
19-> B Channel
20-» B Channel

?1-> A Channel LI

— PRI Calling Mumber Setting
(@ Cartier can accept an

(" Carrier can only acce

—Span type selection
" T1CAS

Channel associated signalling

® RegularISON PRI
D channel is the last channel

C Custom SO PEI

SetD channel ICH23 vl

B Channel
Logical Interface D

Controlled by
D chan on Board ID

l—
l—
Span D l—

[~ Enable Tie Trunk

—ISDN PRI setting

Switch mode :

MT Dk Z-100 PRI
e

ATET AESE PRI Metwark
ATETBESE PRI Metwork
MNT DhE-100 PRI Network

NI-2 PRI =]
ATATEESS PRI -

MNI-2 PRI Netwark 8

NSF (Metwork-Specific Facilities)

TEI (Terminal endpoint identifier)

 Manually setto
(" Agsigned by CO switch

INDne LI

@ Default setting (Recommended)

s umber

pt Calling Number with minimurm

I? vl digits

" Cartier can only accept assigned numbers as Calling Number

Calling Nurmber can be accepted by Carrier

Fram To

Edit

Del

[E=
(=3
o

Llse this number as Calling Number if the
number can not be accepted by Carrier

o]

Cancel |

Figure 64. T1 PRI

Switch Mode

The top four settings are used for a connection to a CO switch:
* AT&T 4ESS PRI
* AT&T 5ESS PRI
* NT DMS-100 PRI

* NI-2 PRI (defau

It)

The bottom four settings are used for a PRI tie trunk configuration where two MaxCS systems are connected

back to back. In such a configuration, one MaxCS system must be configured as Network and the other as
User. For example, set one to NI-2 PRI Network and the other to NI-2 PRI.

¢ AT&T 4ESS PRI Network
¢ AT&T 5ESS PRI Network
¢ NT DMS-100 PRI Network

* NI-2 PRI Netwo

rk

If you select a Span Type of Regular ISDN PRI in the E1 PRI Configuration window, use the following

guidelines to set the ISDN PRI Switch mode.
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E1 PRI

Protocol Configuration

cH > Type —Spantype selection————— —ISDN PRI setting
00 -» System/Data - © E1CAS Switch mode
01 -» B Channel = =
07 -5 B Channel Channel associated signalling IET5| NETS PRI LI
03-» B Channel Austel TS014 PRI
04-> B Channel 0 Beqular ISDN PRI
05-> B Channel D channel is the 16th channel NT DMS-100 PRI
06 -» B Channel _—
07 -» B Channel Austel TS014 PRI MNetwark
08-> B Channel 7 Cugtam |SONERI ETSI NETS PRI Network
09-> B Channel SetD channel  [MOMNE > NT OMS-100 PRI Network
10-> B Channel [+ Enakle BRI Caller Mame
11 -» B Channel E Channel
12-» B Channel Logical Interface D MSF iNetwork-Specific Facilties):
13-> B Channel | el I [None =l
14-» B Channel
15-» B Channel Confrolled by . . .
TEI {Terminal endpoint identifier) :
16-» D Channel D chan an Baard ID I B P !
17 -> B Channel @ Default seting (Recommended)
18-> B Channe| Sgan D I ( Manually setto I
18> B Channel =Ry
20-> B Channel I" Enable Tie Trunk " Assignad by CO switch
21 -3 R Channeal Ll =55 Y

Figure 65. E1 PRI Switch Mode

The top three settings are used for a connection to a CO switch:
* Austel TS014 PRI
* ETSINET5PRI
* NT DMS-100 PRI

The bottom three settings are used for a PRI tie trunk configuration where two MaxCS systems are connected
back to back. In such a configuration, one MaxCS system must be configured as Network and the other as
User. For example, set one to NT DMS-100 PRI Network and the other to NT DMS-100 PRI.

¢ Austel TS014 PRI Network
¢« ETSI NET5PRI Network
« NT DMS-100 PRI Network

Configuring an ISDN Numbering Plan

The ISDN Numbering Plan button in the Protocol Configuration window opens the PRI ISDN Numbering
Plan dialog box. This function allows you to select how the system will identify and code the Called Number
for six different types of calls. This coding instructs the CO on how to interpret the number being sent to it.
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PRI ISDM Numbering Plan x|

1M CCCC Mumbers So-called CIC [Carier [dentification Codes) dialing.
[e.0. 1010288)

Type of Mumber: IUnknown 'l Nurnbering Plan: IUnknown 'l

011 International Mumbers For placing calls outside the LS.
(2.0 011 44 500 555-1212)

Type of Mumber: IUnknown vl Mumbering Plan: IUnknown vl

1 + 10-digit Humbers For local and long distance calls that require 1 to be dialed
before the number. [e.g. 1 408 555-1212)

Type of Mumber: IUnknown vl Mumbering Flar:  [Upkpown =

10-digit Mumbers For local and long distance calls that do not require 1
to be dialed before the number. [e.g. 408-555-1212)

Type of Mumber: IUnknown vl Mumbering Flar:  [Upkpown =

7-digit Mumbers For calls placed within local area that do not require area code
or 1 prefis. [e.g. 555-1212)

Type of Mumber: IUnknown 'l Mumbering Plan: — |Unknawn  +

All ather Mumbers For calls that do nat fall in any category above.
[e.0. 911, 611, 411, 00, 0)

Type of Mumber: IUnknown 'l Mumbering Plan: — |Unknawn  +

Figure 66. PRI ISDN Numbering Plan dialog box

Configuring the Triton T1/E1 Board

The PRI ISDN Numbering Plan dialog box displays the six classes of numbers (call type) that can be sent to

a CO:

* 101CCCC Numbers — CIC (Carrier Identification Codes) dialing.

* 011 International Numbers — For placing calls outside the U.S.

* 1+10-digit Numbers — For local and long distance calls that require dialing 1 before the number.

* 10-digit Numbers — For local and long distance calls that do not require 1 before dialing.

» 7-digit Numbers — For calls placed within the local area that do not require an area code or a 1 prefix.

* All Other Numbers — For calls that do not fall into any category above, for example, 911, 311.

For each class, select the type of number/numbering plan from the list:

e Type of Number:
— Unknown

International

National

Network Specific
Subscriber Number

*  Numbering Plan:
Unknown
— ISDN
— National

— Private

The setting Unknown is used when the user or network has no knowledge of the numbering plan. In this case,
the number digits field is organized according to the network dialing plan.

B Channel Maintenance Message:

This setting controls B channel initialization and maintenance message exchange between MaxCS and the

CO, when the system starts up. Select the maintenance message that will be delivered on the B Channel:

MaxCS Administration Manual
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* None — No maintenance message sent; puts channel in ready state automatically.

* Restart — Only sends RESTART message; puts channel in ready state when RESTART ACK
(acknowledgement) response is received from CO.

* Service — Only sends SERVICE message; puts channel in ready state when SERVICE ACK
(acknowledgement) response is received from CO.

* Restart and Service — (The default setting) sends both RESTART and SERVICE message; puts channel
in ready state when RESTART ACK and SERVICE ACK is received from CO.

Enable PRI Caller Name — Check this to enable PRI caller name

Setting the NSF

The NSF (Network-Specific Facilities) is used with PRI to instruct the CO to route a call to a specific carrier
or long distance service. Use the list to identify the type of carrier service you want to use for your ISDN PRI
lines.

The choices in the list depend on the specific switch and your long distance service provider. An example of
such service includes AT&T Megacom.

Note: If your CO requires specific NSF features to be present in the call setup packet, please contact
Altigen’s Technical Support department with such information from the CO and they will help you
configure it.

Setting a TEI

The TEI (Terminal Endpoint Identifier) defines which terminal device is communicating with the CO switch
for a given message. PRI messages involve point-to-point configuration in which each side already knows the
source of any message received. ISDN messages involve point to multi-point locations in which the source can
only be identified by the TEI.

Select one of the following TEI settings:
* Default setting — This is the recommended setting.

* Manually set to — This should always be set to 0. Typically, a zero (0) is used for TEIl on a PRI connection.
In some cases where a shared D channel is used, other TEI values might be required to identify which
span will be used for a call.

* Assigned by CO switch — Do not use this setting unless advised by your CO.

Setting PRI Calling Numbers

A PRI Calling Number Setting in the bottom half of the Protocol Configuration dialog box lets you set the
numbers you want your Carrier to accept.
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Protocol Configuration

CH -» Type

—Span type selection——————— —|SDM PRI zetting
00 - B Channel - Switch mode
M 5BChannel  —{ | M8
02 - B Channel Channel associated signalling
03 - B Channel
04 -> B Channel ' Regular ISDN PRI 1SDN Nurbering Plan |
gg e g Enannel D channel is the last channel
> arne ; .
B Channel Maintenance Message:
07 > B Channel " Custom ISDN PRI
08 -» B Channel IHestart j
09 -> B Channel Set D channel b
10> B Channel ¥ Enable PRI Caller Name
11 -» B Channel B Channel NSF [N k-5 peciic Facilties]
12 -+ B Channel . N etwork-Specihic Facilities]:
13 B Channel Logical Interface |D I INone j
14 -» B Channel 8 .
15 -> B Channel ontrolled by . S
TEI [T erminal endpaint identifier] :
16 -» B Channel D chan on Board ID I El . P :
17 -» B Channel l— % Default setting [Recommended)
18 B Charnel Span D —
135 B Channel ' Manually set to
20 - B Channel LI ™ Enable Tie Trunk ™ Agsigned by CO switch
M - B Channel -

— PRI Calling Mumber Setting
' Carrier can accept any number
" Carrier can only accept Calling Mumber with minimum I? 'l digits

" Carrier can only accept assigned numbers az Caling Mumber

Calling Murnber can be accepted by Carrisr Iz thiz number as Calling Mumber if the
From | To | fdd | number can not be accepted by Carrier
Edit | I

Del |

Figure 67. PRI Calling Number Setting

Most PRI trunks allow a MaxCS system to send calling numbers. For example, 10 different extensions in the
same PBX system have 10 different DID numbers. With the calling number feature provided by Carriers, the
callee will receive a more accurate caller ID.

PRI Calling Number can also be used in a mobile extension or IP hop-off to PRI trunk, so the callee can receive
a more accurate caller ID.

When a PRI span is subscribed, a block of DID numbers will be provided by the Carrier. The Carrier should be
able to accept Calling Numbers in the DID number block. However, if the numbers are not in the blocks or the
digit lengths are mismatched, the Carrier might "reject" the call.

The PRI Calling Number Setting addresses this issue. Choose from three options:
» Carrier can accept anything as Calling Number (default)
* Carrier can only accept Calling Number with a minimum of n digits
* Carrier can accept only assigned numbers as the Calling Number.

If you select the third option, specify “assigned numbers” by clicking the Add button and entering the numbers.
To edit or delete a number you added, select it and click the Edit or Delete button.

If MaxCS detects the Calling Number is not accepted by the Carrier, it will always send the number you enter
in the text box at the lower right side of the dialog box as the Calling Number. Enter an appropriate Calling
Number in this box.

Installing a Channel Service Unit (CSU)

This section discusses installing a CSU to the Triton T1 or T1/E1 Board. The channel service unit is a device
used to connect a digital trunk line coming in from the phone company to the PBX. A CSU can terminate sig-
nals, repeat signals, and respond to loopback commands sent from the central office. A CSU is mandatory for
connecting to Altigen’s T1/E1 board.
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1. Connect the CSU (Adtran model T1 CSU ACE used as an example) to the T1/PRI or T1/E1 PRI board
using an RJ-48C or RJ-48X cable.

2. Connect the CSU to the network termination box using an RJ-48C or RJ-48X cable.

CPE

Ti
Line

+ Network 0
—— Termination Net
| ﬂ “

RJ 48C or RJ 48x cable RJ 48C or RJ 48x cable

Altigen T1 Socket (RJ-48) Refer to your CSU manufacturer’s
g manual for the proper pinout.

Pin 1=Receive Ring (INPUT)
Pin 2=Receive Tip (INPUT)
Pin 4=Transmit Ring (OUTPUT)
Pin 5=Transmit Tip (OUTPUT)

Note: CSUs also are used for line lengths over 75 feet, which helps to resolve attenuation issues.

Troubleshooting T1/E1 Common Symptoms

The most common problems when installing T1 CAS or T1 PRI services:

1. The service provider misconfigures your T1 CAS/T1 PRI service or terminates your service improperly.
2. T1isinstalled but not turned on because there is no termination device for a period of time.

3. TH1is turned on but channel is not in service.

MaxCS provides basic troubleshooting information in the T1 Span Configuration window, described in “T1 and
E1 Configuration” on page 92.

Configuring Virtual Board SIPSP

A VolIP connection typically consists of two parts.

* Signal Channel — Responsible for setting up and tearing down a call using protocol. For example, SIP
protocol is used in MaxCS to build a signal channel between the server and the IP phone.

* Media Path — Responsible for encoding, transmitting, and decoding voice for both parties. For example,
when an IP phone user makes a call to an outside number, the voice will be encoded at the IP phone,
transmitted to the system via the IP network, decoded by the VolP codec, and passed to a trunk port so
that the external party will hear the voice.
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The purpose of the virtual boards SIPSP is to build signal channels for different connection types, IP exten-
sions, SIP Tie Trunks, and SIP Trunking from ITSP. Each channel will have its channel ID similar to channels
on a Triton extension or trunk board. When an IP phone registers to the system, a channel ID will be assigned
to the IP extension. However, these channels are only responsible for processing protocol and call control sig-
nals. They require a media path from a VolP board or from the IP phone to establish a voice steam so that both
sides can hear.

Notes:
* Make sure you have enough VolP resource boards.

* The more signal channels, the more system memory and CPU power required. Proper planning is
essential.

* Changing the number of signal channels requires that you stop and restart the switching and gateway
services.

* SIP Trunking Channel requires a license to activate.

Configuring the SIPSP Board

Double-clicking a SIPSP board in Boards view and then clicking the Board Configuration button opens the
SIP Signaling Channel Configuration panel.

i~ SIP Extension Channel
Current Configured Channels IBD—
Change Mumber of SIP Extension Channels to

r— SIP Tie-Trunk Channels [Connecting AlliS erv-ta-altiSery Vol calls]

Current Configured Channels 12
Change Mumber of SIP Tie-Trunk Channels to I'IZ—

r— SIP Trunking Channelz [Connecting 3rd party SIP Dial Tone to AliServ]

Current Configured Channels |32
Currently Licensed Channels |32
SIP Group Configuration Channel &ssighment | Advanced Configuiation |

“Mote: Changing number of SIP extension or tie bunk channels requires stop and re-start

switching and gateway services
Cancel |
Figure 68. The SIP Signalling Channel Configuration panel

MaxCS is set by default to support 60 SIP extension channels. You can change the number of SIP extension
channels and tie-trunk channels. The maximum number possible depends of the system CPU performance,
call volume, and usage. If a high performance machine is used as the Softswitch server, the number of chan-
nels can be more than 1000. If you change the numbers in this dialog box, you must shut down and restart the
switching and gateway services for this change to take effect. When the services restart, the new configuration
appears in the Currently Configured Channels fields.

Note: If you change the number of SIP extension or tie trunk channels, you must stop and restart the
switching and gateway services.

The SIP Trunking Configuration button opens the SIP Trunking Configuration dialog box. (See “SIP Trunk
Properties” on page 129.)
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Click Advanced Configuration to manage the Trusted SIP Device list.

About The Trusted SIP Device List

The Trusted SIP Device list, and its counterpart, the Malicious SIP Device list, show you which SIP devices
have been registered (the Trusted list) and which SIP devices have been blocked from MaxCS (the Malicious
list).

In earlier releases of MaxCS, administrators had a single option: whether to automatically blockSIP Invite
requests if the IP address associated with that device was not already configured in the IP Dialing Table or the
Trusted SIP Device list. In addition, IP extensions for the following devices were added to the Trusted SIP
Device list automatically, once they successfully register to the system (unless they are found in the Malicious
SIP Device list): Altigen IP phones, Third-Party SIP devices, and IPTalkdevices.

Beginning with Release 9.0.1, you have more options, which are described in the following sections.

Automatically Add Unknown Devices to Malicious Device Lists

This release includes updates to give you more flexible control over new devices registering with your MaxCS
server.

In general,

* If a packet comes in and the device's IP address is listed in the Malicious SIP Device list, then no traffic is
allowed from that device.

* [f the device's IP address is listed in the Trusted SIP Device list, then traffic is allowed but the device still
needs the correct password to register to the MaxCS server.

A new option in the Advanced Configuration panel lets you have tighter control on device access.
* Always add untrusted SIP devices to Malicious SIP Device List

When this option is enabled, if a device tries to connect with this MaxCS server and the device's SIP
Address is not listed in the Trusted SIP Device list, then the device's IP address will be added to the Mali-
cious SIP Device List automatically.

Note that if a user works from home and tries to register a phone, its IP address may show up in the Malicious
SIP Device List. The admin can then manually move this device IP address from the Malicious List to the
Trusted List.

If you enable this option, all other options in this panel will be disabled.
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[ Block Unauthonzed SIP Invite
Trusted SIF Device Leaming Option:

" Disable auto leamming for all SIP devices

" Disable auto leaming only for 3rd pary SIP devices

% Enable auto beaming for all SIP devices

Figure 69. The Trusted SIP Device Learning options

SIP Device Auto-Learning Options

Starting with Release 9.0.1, once a SIP device successfully registers to the MaxCS server you have three

Advanced Configuration E3]

Trusted SIP Device List Mabcious SIP Device List

5IP Device IP Address T -~ SIP Device IP Address T ~
1030555 Admin 10.30.2 40 Leamed
1030573 Leaned | = 10.30.250 Leamed
10.30.6.201 Admin 51.254.14845 Leamed
103010178 Auenin 543312130 Leamed
1003010181 Admin E1.1700172 69 Leamed
1030131 Hudeniny ({mm I 64227114226 Leamed
1030132 Ademin TiznasaT Leamed
1030133 Adeniny 10423322252 Leamed |
10030134 Adnin 113141.70.184 Leamed | =
1030135 Augenin 4110127 Leamed
1030136 Ademin et 1419310123 Leamed
1030137 Augdenin 1487214407 Leamed
10030138 Admin 148.72158 240 Leamed
1030139 HAeniny 156.96.118.133 Leamed
100301310 Admin 156.96.128150 Leamed
10301315 Auenin v 17812818582 Leamed .
smBeiiasn i ; anr ascnes a h :

Add Delete Add | Delete
I [~ Alwayps add untiusted SIP device to Malicious SIP Device List
Add IP address to Malicious SIP Device List upon 1eceiving more than 100 packets in |5 seconds

options for controlling whether or not that device's SIP address will be added to the Trusted SIP Device list.

After a SIP device is added to Trusted SIP Device List, its SIP Address will not be added to Malicious SIP

Device List regardless of how heavy the traffic pattern is.

Disable auto-learning for all SIP devices. This is the strictest option; no SIP device that has successfully
registered will be automatically added to the Trusted SIP Device list. This option requires administra-tors

to manually add any new devices that should be considered trusted.

Disable auto-learning only for third-party SIP devices. This is the default option; only Altigen IP

Phones and Polycom phones that have successfully registered will be automatically added to the Trusted

SIP Device list.

Enable auto-learning for all SIP devices. This option is the least restrictive choice; all SIP devices that
have successfully registered will be automatically added to the Trusted SIP Device list.

Note that your existing devices will become trusted as learned devices after you upgrade to Release 9.0.

In the SIP Device List, the Type column will show one of two categories:

Note:

Learned - The device was auto-learned

Admin - The device was manually added to the trusted list by an admin

In the SIP Device List, the Type column will show one of two categories for each IP Address:

3

Learned - The device was auto-learned

Admin - The device was manually added to the trusted list by an admin

MaxCS Administration Manual
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Advanc
Trusted SIP Device List
SIF Device IP Address Type
215 Learmed

19,

Admin
Admin
Admin

Figure 70. The Trusted SIP Device list showing entries as Learned or Admin

To move an IP address from one list to the other, select the IP address and click either the right or left arrow.

New Devices With Incorrect Passwords Put in Malicious List Immediately

Beginning with Release 9.0.1, when a new (non-configured) SIP device tries to register with an invalid
password, that device’s IP address will now be put immediately into the Malicious SIP Device List. No further
SIP packets from this device will be processed.

Adding IP Ranges into Trusted Device Lists

Beginning with Release 9.0.1, you can now add IP ranges into the SIP Device lists.
To do this, type in both the beginning IP address and the ending IP address in the dialog box.

Advanced
Trusted SIP Device List
(SFDevcslPAddess | Tyn |
1921632215 Leaned
10020210~ 10020215 Adnn

Figure 71. The Trusted SIP Device list showing a range of SIP addresses
You will see the entry in the SIP Device list as a range; for example, 10.0.2.120 ~ 10.0.2.125.
When adding ranges to a SIP Device List, please observer the following limitations:

* A maximum of 20 IP ranges are allowed in a list

» Each IP range can contain up to 1,024 IP addresses

Selecting Multiple IP Addresses in a List

Beginning with Release 9.0, you can select more than one IP Address in the SIP Device lists.

You can use these techniques to move multiple IP addresses from one list to another or to delete multiple IP
addresses from a list:

¢ Use Ctrl-Click to select individual IP addresses in the list.

* User Shift-Click to select the beginning and ending IP addresses, to select a contiguous range.

Fax Routing

To simplify administrative tasks, you can allow voice and fax calls to run on the same SIP trunk channel. This
feature applies only to systems using Altigen SIP trunks. The trunks must be configured to support both voice
and fax.
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The SIP trunk uses the same SIP server IP address, but different authentication credentials for voice trunk
versus a fax trunk.

You configure fax routing through options for the SIP Group. See the discussion in the section SIP Group
Configuration on page 131.

Add SIP Group |

Name: |
[ AltiGen Trunk LOElI

—Fax Trunk Routing

[~ Enable fax trunk routing

User Name: I
Password: I

Figure 72. The Enable Fax Trunk Routing checkbox

Configure Out Call routing just as voice and fax are supported in the same SIP trunk assigned with this SIP
Trunk Profile. Outbound calls made through SIP channels configured for fax channels are for fax only. Hence
they should not be assigned trunk access codes or be included in the out call routing for voice calls.

For Altigen SIP trunks, you must configure one SIP trunk channel to perform SIP registration for GW1 and GW2
of voice trunk and GW1 and GW?2 of the fax trunk individually.

Configuring Virtual Board HMCP

This section is for a gateway Softswitch with an HMCP media server installation only. A single all-in-one system
does not require configuration of this board.

Host Media Control Processing (HMCP) is a virtual board that uses an Intel CPU to provide the following
functions:

1. Process VolP Media Stream
— Encode, decode, and transcode voice stream
— Detect and generate tone for IP devices
— Play music when device is on hold
2. Play and Record Voice Files
¢ Announce system and queue phrases
— Process auto attendant
— Process voice mail
— Call recording for IP extensions
3. Provide Conferencing Resources
— Station conference
— Meet-Me conference
— Barge-in/silent monitor/coaching

From a deployment point of view, an HMCP media server can be installed in the same Softswitch system
sharing the same CPU or can be in a stand-alone server with a dedicated CPU.

Softswitch Server & HMCP Media Server
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In MaxCS, the HMCP system has been redesigned to perform load balancing on a multi-core system, in a
round-robin method. This results in a more even distribution of work across all channels, resulting in better
more consistent performance.

Notes

* Do not install HMCP service in a system with Altigen's Triton telephony board. It will cause resource
conflict.

* Remove the Triton Resource board and MeetMe conference board from OFFICE systems running as a
gateway.

* An HMCP Media Server license is required to activate an HMCP virtual board.

>

i~ Installed License
License Type | Max | InUse | ﬂ
HMCP Media Server 3 2
HMCP G.711/G.722/G.722.1/G.723 /G729 VPR 15
HMCP MeetMe Conference 15
HMCP Agent Supenvision Session 15
Integration Connector Seat 15 0 |

Figure 73. Example of HMCP licenses in the License Information list

By default the system grants 60 conference members in a maximum of 40 bridges.

You can change the number to as many as 120 members in a maximum of 40 bridges, and you can activate
other HMCP resources, by double-clicking an HMCP board in Boards view and then clicking Board
Configuration.

Board Configuration-HMCP-0@GWO0

- HMCP Resources .~ Parameters in IP header -
. Tatal Assgned to A
Licensed  apssigned  This Board QoS assignment:
~Voice Processing Resource : IP TOS Byte Valus(HEX): [ AD If you decrease
6.711 only: 5 [5 DSCP Vahue(DEC) [ a0 the number of
G711 /G.722/G.723/G.729 [200 |= [z 802 1p Priorty Value: I 0 HMCP resources,
T I | 1L sssgrment o mukiasting P o) the system must
r orwarding Resource b booted f
Time To Live [TTL) Byte Vahse[HEX): | n € rebooted tor
Video: 20 I2El 4 . .
| | the configuration
- Stalion Conference Codec Preference to take effect.
M e €0 ol turk inbound ard diect Ifyouincrease the
Mms: m SB LIrs, IOoUryd and direc
. — number of
f Mestide Conlerence resources, the
Mo o |
s Sessions: 20 system does not
15 0 ul
[t ! ! ! | serd_| have to be
- Ager Supervision- || —' | | rebooted.

Bridge: [ o o

Figure 74. The HMCP Board Configuration window

You may change the assigned number by entering a different number (up to the number your system is
licensed for and not to exceed the maximum limit for each HMCP board) in the Assigned to this board fields
and clicking Apply.

HMCP Resources — Shows the total number licensed (if applicable), total currently assigned, and the number
assigned to this HMCP board for the following resource types:
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* Voice Processing Resources (VPR)

* Video Forwarding Resources (for Polycom VVX phones) — You must assign sufficient video forwarding
resources. Be aware that the additional resources you assign may result in a small performance decrease.
Refer to the MaxCS 8.0 Polycom Configuration Guide for details.

» Station Conference Members
* MeetMe Conference Members
» Agent Supervision Bridges
The maximum number of resources that can be supported on an HMCP virtual board is as follows:
« G.711 VPR — 1,000
e G.711/G.722/ G.723/ G.729 VPR
» Station Conference Members — 120
* MeetMe Conference Members — 120
e Agent Supervision Bridges — 20
Notes
» Codec G.722 is part of a combo codec and is controlled by license.

* When adding additional combo licenses, the system will also increase the RTP ports it uses and will use
these new ports. If these additional ports are not added to the firewall ,calls will not have audio.

* 1,000 G.711 voice processing resources will be licensed to the system when one HMCP Media Server
license is registered.

* The more VPR assigned, the slower the system will be when it starts up. To calculate the optimized
number of VPR you need, use the following formula:

Total G.711 VPR = Total number of extensions X 2

Total G.711/G.722/G.723/729 VPR = Total number of remote IP phone users + Total Tie Trunk Channels
that will use compressed codec

* Adding HMCP licenses or changing assigned numbers does not require restarting the Altigen switching
service.

* In the event that you need to decrease the assigned numbers of HMCP resources (reassigned to the
second HMCP server, for example), the system must be rebooted for the configuration to take effect.

Parameters in IP Header - QoS and TTL assignments.

QoS assignment — IP TOS/DiffServ Byte Value. The default TOS/DiffServ byte hex value “A0”
(10100000) signals the network switch and router that RTP packets are “Critical”. To set the value for
Diffserv Code Expedited Forwarding (DSCP EF), you can enter hex value “B8” (10111000).

TTL assignment — For IP paging multicasting only. The purpose of the TTL (Time To Live) is to regulate
how many hosts the IP paging packets can pass through. The TTL value is reduced by one on every hop.
You may need to adjust this value if there are remote Altigen IP phones at different locations that register
to MaxCS through WAN and require the IP paging feature. The value will be the number of routers from
MaxCS to remote IP phone plus one.

Media Pass-Through Support for HMCP

One feature in MaxCS for system performance and voice quality is the Media Pass-through feature. This
feature applies only to HMCP Softswitch systems; it is enabled by default.

While the Media Pass-through feature is enabled, the HMCP driver doesn’t need to do encoding and decoding
on both channels. This approach has the following benefits:
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* Improved system performance, because no MIPS is required for codec processing
* Improved voice quality, because no distortion is introduced by additional compressed codecs
* Reduced voice latency, because it eliminates the delay introduced by codec and jitter buffer processing

In addition to benefits to direct calls, pass-through applies during call recording, silent monitoring, and
coaching.

G.722 pass-through is enabled by default.

Conditions Not Supported

Media pass-through cannot support all conditions in the HMCP system, even if both connected channels are
using same codec. The following MaxCS features do not supported media pass-through:

* Call playing — The trunk call playing must use encoder and decoder on RTP channel

* Conference calls — All RTP channels in a conference bridge must be encoded and decoded voice

Assign HMCP Resources to IP Extensions

After you configure the HMCP board, you need to configure extensions to use the HMCP voice processing,
conferencing, and recording resources.

In Extension Configuration > General > IP Extension panel, change the Home Media Server ID to the
HMCP Media Server ID if necessary. Please refer to the following scenarios.

Scenario: Single Standalone HMCP Media Server

For 200 to 1,000 users without an extensive amount of recording resources, fewer than 200 concurrent
recording sessions, deploy a stand-alone HMCP Media server as shown below.

T i

Softswitch Server & HMCP Media Server

IP Gateway

The Home Media Server ID should be changed to "01" for all IP extensions, assuming HMCP Media server is
using ID 01.

— IP Extension
[¥ Enable IP Extension [~ Connect Yoice Stream to Server
% Dynamic IP &ddress € Static IP Address

Logan IF Address | o .0 .0 .0

Haome Media Server ID o1 j -
[ Enable 3rd Party Sip Devic 1)
I~ Enable Fallback to Mobile £0

tdobile E stension Channel |13:DDD 'I
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HMCP Codec Preference

MaxCS includes a feature that is designed to help you reduce the CPU consumption that occurs are a result
of codec encoding and decoding. It allows you to indicate a codec preference (G.729 or G.711) for calls
handled via a SIP trunk. This approach eliminates the steps of encoding and decoding - packets are directly
forwarded to the endpoint.

Note: Hardware chassis and hardware gateway configurations do not support the Codec Preference option.

The preference that you set must be supported by the SIP Trunk provider, and must be included in the codec
profile list for SIP Trunks.

While this feature is enabled, then the SIP device's codec configuration in Enterprise Manager will be ignored.
Codec preference applies to HMCP only.

All SIP devices must support G.711 uLaw; if there are no common codecs on the device side, and then G.711
uLaw will be used.

This codec preference applies to all SIP Trunk inbound calls and direct extension to SIP trunk outbound calls
that are initiated from a phone or dialed via a MaxCS client.

Fax-over IP overrides this setting; it will always use G.711.

Outbound calls initiated by the system (such as calls from the voicemail system or ONA) may not use the
preferred codec.

To configure this feature,

1. Log into MaxAdministrator with the superpassword. If you do not log in via the superpassword, the feature
will not be enabled.
Open the HMCP board configuration panel (double-click HMCP in the Boards window).

3. To enable the feature, select the checkbox and specify which codec to use (G.729 or G.711 Mu-Law).
Click Ok.

Codec Preference

[¥ Enable codec preference for all SIP trunk inbound and direct
outbound call

Frefened Codec:

Figure 75. The Codec Preference setting

Codec Preference - Incoming Calls

When the Codec Preference feature is enabled, the system uses the following logic for handling incoming calls,
based upon the content of the first SIP INVITE request.

Preferred Codec G.729

First SIP Invite Request Content Codec Used for the Call

The IP Codec table of Enterprise Manager is ignored. The

SIP Trunk supports G.729 system uses codec G.729 to negotiate with the endpoint.

SIP Trunk does not support G.729 No codec is enforced.
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Preferred Codec G.711 Mu-Law

First SIP Invite Request Content Codec Used for the Call
The IP Codec table of Enterprise Manager is ignored. The
SIP Trunk supports G.711 Mu-Law system uses codec G.711 Mu-Law to negotiate with the
endpoint.

SIP Trunk does not support G.711 Mu-Law | No codec is enforced.

If the target extension or DNIS number is enabled for Fax-Over-IP (FolP), then no codec is enforced.

Codec Preference - Outgoing Calls, Third-Party IP Phones

When the Codec Preference feature is enabled, the system uses the following logic for handling outgoing SIP
trunk calls from third-party IP phones. (Calls are considered SIP trunk calls if the target has a SIP trunk access

code or an outcall routing access code prefix.)

Preferred Codec G.729
First SIP Invite Request Content Codec Used for the Call
The IP Codec table of Enterprise Manager is ignored. The
Supports G.729 system uses codec G.729 to negotiate with the endpoint.
Does not support G.729 No codec is enforced.
Preferred Codec G.711 Mu-Law
First SIP Invite Request Content Codec Used for the Call
The IP Codec table of Enterprise Manager is ignored. The
Supports G.711 system uses codec G.711 to negotiate with the endpoint.
Does not support G.711 No codec is enforced.

If the source extension is enabled for Fax-Over-IP (FolP), then no codec is enforced.

Codec Preference - Outgoing Calls, IP Phones

Because IP Phone SIP call requests are always from MaxCS, the behavior is different from calls from third-
party phone extensions.

When a user makes an outgoing call from an IP phone, the system follows the IP Codec table in Enterprise
Manager. All IP phones support G.729 and G.711 Mu-Law.

When the Codec Preference feature is enabled, the system uses this logic to handle outgoing SIP trunk calls.

Preferred Codec Codec Used for the Call
The system modifies the IP phone's codec in the RE-INVTE SDP body with G.729 codec.
G.729 After the modification, MaxCS must pick G.729 and G.711 codecs as the preferred

codecs to negotiate with the endpoint.

The system modifies the IP phone's codec in the RE-INVTE SDP body with G.711 codec.
G.711 Mu-Law After the modification, MaxCS must pick G.711 and G.729 codecs as the preferred
codecs to negotiate with the endpoint.

If the source extension is enabled for Fax-Over-IP (FolP), then no codec is enforced.

114 MaxCS Administration Manual



Configuring the MAX1000/2000 Board

Configuring the MAX1000/2000 Board

The

MAX1000/2000 Server is a telecom appliance that consists of an embedded DSP board and two access

board slots. MaxCS treats the entire MAX system as one board with two access board options. The Boards
window displays the name of the MAX board, followed by [xxyy(-T1),xxyy]:

B Boards IH[=] B3

L= =R = =]

ic... | Board Type Physical ID
1] MAX1000R[0404-T1,0404-T1] 1]

1 MobileExtSP 1]

2 SIPSP 1]

3 HMCP 0@GWOo1
4 MAX2000iG[0404-T1,] 0@GWOo2

Figure 76. Boards View showing MAX board

XX refers to the number of analog trunks, and yy refers to the number of analog extensions. If an access board
has a T1/E1 port, -T1 is added to the end.

In th
The

e Boards window, double-click the MAX 1000/2000 board to open the main Board Configuration window.
Channel Group Info panel shows the channel groups (groups of channels that belong to the same type).

For example, if one 4x4xT1 access board and one 4x8 access board are installed in the MAX 1000/2000 main
board, there will be three channel groups for the 4x4xT1 card, and two channel groups for the 4x8. When one

of th

3

e channel groups is selected, the Channel Mapping List reflects the selection.

Double-clicking a T1/E1 channel group opens the channel group configuration dialog box. For information
on configuring in this dialog box, see “T1 and E1 Configuration” on page 92. This is available on T1 or E1
channel groups only.

In the channel group configuration dialog box, click the Protocol button to open the Protocol
Configuration dialog box. For information on configuring protocol, see “Setting up Channels on the Triton
T1/E1 Board” on page 95.

zl
i~ Board Info
Board Logical ID |0 Board Name IMAX[UEU‘l,UdUd-U]—U@GWUU
r Channel Mapping List r~ Channel Group Info
Logical .. | Type | Physical...|_Slat o Total Mumber of Channel Group 5
0 ALnalog Exte.. 0 Top
1 Analog Exte.. 1 Top | L] [0] > Ok Analog Extension on Top Slot
2 fnalog Exte.. 2 Top
3 AnalogExte.. 3 Top o] [1]-> Ok Analog Ertension on Battom Slot
4 fLnalog Exte.. 4 Top
5 fnalogExte.. 5 Top L) [2]» Ok Analog Truek on Top Slot
E bnalog Exte.. B Top .
7 AndogExte.. 7 Top L) [3] > Ok A&nalog Trunk on Bottom Slot
g Analog Exte.. 0 Battom L] ! [4]> Local dlam T1/E7 on Bottom Slat
9 ALnalog Exte.. 1 Bottom
1 fnalog Exte.. 2 Bottom
1 Analnn Fste 3 Brttom T
4 F 3
Reset Channel | Reset Channel Group |
Board Caonfiguration | Reset Board |

Figure 77. Board Configuration window

Double-clicking a channel in the Channel Mapping List opens the appropriate dialog box for that channel.

3

For details on configuring the T1/E1 trunk, see “Triton T1/E1 Trunk Properties” on page 139.
For details on the Triton Analog Trunk, see “Triton Analog Trunk GS/LS Properties” on page 142.

For details on configuring a Triton Analog Line, see “Triton Analog Station Line Properties” on page 173.
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In the Board Configuration dialog box for the MAX 1000/2000 board, clicking the Board Configuration button
opens a panel.

Board Configuration-MAX1000R[0404-T1,0404-T1]-0@GWO0D

— Board Info
D5P Board 20244CRO00070 DSP Clock : 720
Physical Id; 0 Logical Id: 0

Top Board 5/M 9034640411333

Bottomn Board 5/M © [732454041F0534

—Board Type

WolP Codec: |48 G.711 +12 Combo Codec

Digital Trunk: |'|'-|

[
|

.

Figure 78. MAX 1000/2000 Board Configuration window

Advanced ... | Cancel |

This panel displays the board serial number, top access card serial number, bottom access card serial number,
DSP clock, board ID, physical ID, and logical ID. You can choose to configure the board as either T1 or E1,
then click OK. Additional steps are needed to further configure the CAS or PRI protocol in the Protocol
Configuration window, shown in Figure 60 and Figure 61.

Note: Hardware chassis such as Max1000 do not support G.722 codec, the media pass-though feature, or

the T.38 feature.

Configuring the Virtual MobileExtSP Board

A simulated physical board — MobileExtSP board — is created in the Softswitch server when you install the
MaxCS system. This single MobileExtSP board handles all mobile extensions.

Configuring the virtual MobileExtSP board is discussed on page 218 in the chapter “Mobile Extension
Configuration.”
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Admin User Configuration

There are several admin user types for MaxAdministrator:

Super Admin — This is the same as the Super Admin user in previous releases; it is primarily used for
trouble-shooting with Technical Support. This admin type has full access to menus and fields in
MaxAdministrator.

There is only one Super Admin user in the system.

Full Admin — This is same scope as the Admin user in previous releases; these users can manage all
three levels of user. This admin type has full access to menus and fields in MaxAdministrator.

— You cannot delete the default “Admin” account; this account is used for initial login.
— You can create multiple Full Admin users, to track individual configuration changes.
— Full Admin users can assign workgroups and AAs for Supervisor users.

Basic Admin - These users can manage workgroup and extension configurations, in addition to call
routing configuration.

— Basic Admin users cannot configure system or trunk details.
— You can create multiple Basic Admin users.
— Basic Admin users can assign workgroups and AAs for Supervisor users.

Supervisor — These users can manage workgroup configurations and MaxAdministrator utilities such as
log-in/out, change password.

— You can create multiple Supervisor users.
— Beginning in Release 8.6.1, Supervisors cannot delete workgroups.

Because Basic Admin and Supervisor users do not have full privileges to every field within MaxAdministrator,
some fields and menus will not be enabled for them; others will not be visible. In other words, these users will
have access to only the fields, menus, and workgroups that are appropriate for their user type.

Configuring Admin Accounts

The User Management option on the System menu is available to Full Admin and Basic Admin user types.
Supervisor user types will not see this menu choice and cannot configure admin user accounts.

To add a new Admin user,

1.
2.

On the System menu, select User Management.
Click the Add button below the user list on the left.
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3. Inthe Add User panel, enter a username and password.

Note: As of MaxCS Release 8.5.0.215, all usernames are case sensitive.

User Management 23
User List User Type
Name Type {* Full Admin " Basic Admin " Supervisor User
Ben Full Admin
Passwords |
TRl = Usernames are

/'case-sensitive

Password
Type Full Admin -

OK Cancel ‘

Add Delete

oK | Cancel Help

Figure 79. Enter the details for the new Admin user
4. From the pulldown menu, select an admin type for this user.

5. Ifyou selected the Supervisor admin type, indicate which workgroups this user can supervise. To do this,

select a workgroup in the right panel and click Add to add it to the Allowed Workgroup panel on the left.
To remove a WG, select it on the left and click Remove.

Allowed Workgroup Workgroup List
300 Sale One 02
301 RD
<~ Add
Remove ->
Allowed AA AA List
D [heme | D [Mame -
1 [T 2
3
4
<- Add M
6
Remove -> | |7
Eomentt E
3
10
11
12
13
14 s

Figure 80. Add the workgroups that this admin user can supervise

You can also indicate which AA entries this Supervisor user can manage. To do this, select an AA entry

in the right panel and click Add to add it to the Allowed AA panel on the left. To remove an AA entry,
select it on the left and click Remove.

6. Click OK.
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To remove an Admin user account, select the user in the list and click Delete.

Configuration Change Log

Configuration changes are logged with the name of the user who made the change. The configLog.txt file will
list the date and time, the name of the admin user who made the change, and a short description of the specific
setting the user changed.

The number of configLog backup files has been increased to 20. For security, password changes will be
hashed in the log file.

See the section Change Log for details.
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Unified Communications Configuration

MaxCS is fully integrated with Skype for Business, and synchronizes user presence and activity between
MaxCS user extensions and Skype for Business clients.

In order to use Altigen’s hosted Skype for Business, you must order your Skype for Business service through
the MaxCS Private Cloud portal.

Within MaxAdministrator, there are a few UC settings which you can configure during UC deployment.
On the System menu, select Unified Communications Configuration.

Systen  PBX Call Center VolP  Report Diagnostic
System Configuration...
Softswitch Component Management...
Voice Mail Configuration...
AR Configuration...
Multilingual Configuration...
Recording Configuration...
Application Ext Configuration...
Polycom Cenfiguration...
Request Certificate
Import Certificate
Unified Communications Configuration...

User Management...

Figure 81. The Unified Communications Configuration option on the System menu

In this panel, you can enable or disable Unified Communications for your organization, and set the default trunk
access code.
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Unified Commmunications Configuration

—Microsoft UC Configuration Integration

¥ Enable UC Integration

Default Trunk Access Code: I a - I

(] 4 Zancel apply

Figure 82. The Unified Communications Configuration panel

For full details on implementing UC for your organization and users, refer to the steps in the MAXCS 8.6.1 UC
Configuration Guide.
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Trunk Configuration

Trunk attributes and parameters are set using the Trunk Configuration window. The attributes and options
available depend on the type of board and trunk. This chapter discusses general configuration options appli-
cable to all trunks, followed by specific configuration options for the following trunk types:

* SIP tie trunk, page 128

* SIP trunk for ITSP, page 129
e Triton T1/PRI trunk, page 139
e Triton analog trunk, page 142

This chapter also discusses incoming call routing (page 148) and outgoing call blocking (page 150), both
configurable on tabs in the Trunk Configuration window.

Note: If you are a Basic Admin user or a Supervisor user, some menu choices and options may not be
available for you. Only Full Admin user types will see all menu commands and options.

Trunks Out of Service

If none of the trunks are available when an outside call is placed, the caller will hear the system prompt: “All
outside lines are busy. Please try again later.”

Channel Identification

To find out channel information, right-click a trunk in the Trunk View window (see Figure 83) and select
Channel Physical Location. The Channel Information panel shows logical board ID, board name, channel
group type, and channel ID:

Channel Information x
Channel Info
Logical Board ID |§
Board Name [SIPSP-D@GWOD

Channel Group Type |SIF'-Tie
Channel D [11

Figure 83. Channel Information box
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Opening the Trunk Configuration Window

To open the general Trunk Configuration window, do one of the following:

* Click the Trunk Configuration button Tj in the toolbar.

» Select PBX > Trunk Configuration.

* Double-click a trunk in the Trunk View window.

T Trunk view [_ (O] x| )
Selecting Channel
Reset N
Properties from the
Location | Type | Status | Duration - . ht | k .
@ 02:0060 SIP-Tie idle rght-c IC? menu In
& 02:0061 SIP-Tie idle Trunk View bypasses
O 02:0062 SIP-Tie idle the general Trunk

oIP Tie Channel Physical Location Configuration window

@ 02:0064 SIP—Tie idle pa— to open a trunk
@ 02:0065 SIP-Tie idle properties window
@ 02:0066 SIP-Tie idle o
» | SIP-Tie iy specific to the selected
@ 02:0068 SIP-Tie idle trunk.
@ 02:0069 SIP-Tie idle
& 02:0070 SIP-Tie idle
@ 02:0071 SIP-Tie idle JJ
& n2:0n7? STP-Tie idle
1] | M 4
Figure 84. Trunk View window

The Trunk Configuration window opens.

Trunk Configuration -< Card:2 Channel:76
General | n Call Routing | Dut Cal Blocking |

f' -~ Trunk hecess Code—— - Area Code -Diection

[ |3 x| |  Outgoing

] L Il " Incoming

2 e & Bolh

3 B

( i & ipu E] I € Pagng ¥
020078 SIP-sipus 3 e Ear
020079 5IP-sipus ] J
020080 SIPsipus 3 Desciiption Trunk Dising Scheme
020081 SIP-sipus 3 I " Ovelss
020082 SIP-Tunk N ZELP
020083 SIP-Trunk M X | & End
200t SPTwk M Trurk Cal Predial Sting M'I:‘"”
020085  SIPbandwdh N I Tank Predial St | iibute
020085  SIPbandwidh N ! " O
020087  SIP-Trunk N '
020088 SIP-Tunk N [} Centiex Tearusfer c
020009 SIP-Trunk M I~ | Ensble Centiex Trarsfer e
020090 SIP-Tiunk N m |
020091 SIP-Trnk N Transfer Predial String B (i
02002 SIP-Trnk N Nole: Flash wil be used if preciel sing is ot sel
020093 SIP-Tunk N : ! =
02004 SPTwrk N - Holidap Prafie ~Business Hour Profle— | Fiecording Option
020095  SIP-Tunk N Disable -
0200%  SPTwk M [system N B =
020097 SIP-Trunk N License Assignment
020038 SIP-Tunk N
020093 SIP-Trnk N Trunk Propetties
020100 SIP-Tunk N
Q200 SIP-Tunk N
2002 SIP-Trnk N
020103 SIP-Tunk H =
| LI
Aoy o | 0K | Concel | | Heb

Figure 85. Trunk Configuration, General tab

Selecting Trunks to Set Attributes

The title bar of the Trunk Configuration window displays the card and the channel of the selected trunk.
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The list on the left shows all the configured trunks. The Location format is the same as in the Trunk View
window, that is, Logical Board ID : Channel Number. The logical board ID is assigned by the system. This ID
may change when a telephony board is added into or removed from the system.

When you select a trunk in this list, the options and parameters for the trunk appear in the settings in the right
side of the window.

Configuring One or Multiple Trunks

To customize trunk characteristics, you work on one trunk at a time. To apply the same configuration to multiple
trunks, use the Apply To button. This opens a list of all trunks, with all of the trunks selected by default. Select
the trunks you want to apply changes to, then click OK. (Use Ctrl+click and Shift+click to select several
trunks.) This applies changes to multiple trunks for only the attribute or option that you changed.

x|

Slot | Channel | i'

Please Selectthe Trunks You
‘Wantto Apply the Changes.

QK. | Cancel

Figure 86. The Trunk Selection window

Setting General Trunk Attributes

Select a channel to view its current attributes. You can then set or change the following attributes. If an option
is grayed out, it is not available for that type of trunk:

* Access Code — Assign a trunk access code to the selected trunk. If you need to use a trunk access code
other than 9, you must first set this up on the Number Plan tab of System Configuration (see “Setting a
System Number Plan” on page 34).

Note: There are two types of access code: Trunk Access Code (TAC) and Route Access Code
(RAC). TAC is a quick and easy way to select which trunk(s) you would like to dial out
from, especially when you want to reserve trunks for a special dialing purpose. For
example, you can set up TAC "7" and assign that to trunk(s). These trunks will be
reserved exclusively for users who know the TAC "7".

Although TAC is easy to use, it does have limitations especially when you are located in an
area with a complicated dialing pattern or you need to set up VolP hop-off dialing.

RAC uses the Out Call Routing table, which has the flexibility to group trunks into a route, as-
sign routes to a specific dialing pattern, and add/delete digits from the dialing pattern. It can
solve most of the complicated dialing problems. If your system is using RAC, you can set this
TAC field to "None".

* Area Code — The local area code for each trunk. Enter a three-digit area code. If left blank, the trunk
assumes the home area code defined in the General tab of the System Configuration window. This
configuration is for each trunk in the system and will negatively affect features such as Zoomerang if the
area code is not configured properly.

* Direction — The trunk direction can be Outgoing only, Incoming only, Both Outgoing and Incoming,
Paging, or E911. The Both option is the system default.
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Note: If atrunkis in the hunt group of your company main number and you configure this trunk
as an "Outgoing" trunk, the incoming call will be rejected by the system. To avoid this
mistake, make sure you check with your carrier to verify the hunting number before you
configure a trunk to Outgoing.

Paging — This configuration is for an overhead paging device and requires a Loop Start trunk port. The
paging equipment will provide loop current to the trunk port.

When this option is selected, you can assign an ID in the list. The range of paging IDs are from 00 to
99, which allows MaxCS to be connected to up to 100 paging systems through trunks for multi-zone
paging applications.

To activate a trunk paging port, dial #45 and the ID number. For example, a user dials #4508 to
connect to a paging system through the trunk with paging ID of 08.

The Trunk Paging option and the Overhead Paging option (in “Audio Peripheral Configuration” on
page 51) are different and independent of one another. The Overhead Paging option is to set up the
Audio Out port on the telephony board and uses #44 to activate.

The E911 option is exclusively for an analog Centralized Automatic Message Accounting (CAMA) trunk
connecting to a Triton analog trunk board. CAMA trunk is a special type of trunk from your carrier for
E911 service. When an analog trunk port is assigned as an E911 CAMA trunk, the system will send
the station identification number, defined in the extension configuration E911 CID field, to the PSAP
via multi-frequency signaling. The E911 CID is needed to:

Allow PSAP to identify the caller's information and exact location by matching the Automatic Location
Identifier database in PSAP.

Have the callback number in case the call is disconnected.

Note: Do not select the E911 option for a T1-CAS or PRI trunk. T1-CAS cannot transmit the
ID. PRI trunk will transmit calling party's ID automatically. When the E911 option is
checked, this trunk will no longer receive inbound calls, and only 911 calls will go out
through this trunk. Each state may have different E911 regulations and requirements.
Please check with the local authority to understand what is required by law.

Phone Number — If this trunk is an analog or T1-CAS trunk, this field is used for labeling purposes only.
Enter the number without area code in this field. If this trunk is a PRI trunk, the system will output this
number to the carrier as the calling party CallerID.

PRI trunk transmitting caller ID rules:

1.  If extension has Transmitted CID configured, this number will be transmitted first. If not
configured, go to next.

2. Ifextension has DID Number configured, the 10-digit DID number will be transmitted. If not
configured, go to next.

3. IfPRItrunk channel has area code and caller ID configured, this number will be transmitted.
If not configured, go to next.

4. PRI will transmit the system home area code and main number defined in System
Configuration, General tab.

Description — Descriptive information such as the company name for the assigned Phone Number, or
appropriate agency if this trunk provides 911 access.

Trunk Dialing Scheme — Overlap or En-bloc dialing.

Overlap — Transmitting dialed DTMF digits to the CO without buffering digits in the system first. Use
Overlap dialing for analog and T1-CAS trunks for best results. Calls will be completed faster.
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* En-bloc — The system will buffer all dialed digits and send it to the CO at once. Typically is used in
ISDN-PRI trunk and SIP trunk.

Note: For IP Tie trunks, use the IP Dialing Table in Enterprise Manager to set the dialing
scheme (Enterprise Manager is available by selecting VolP > Enterprise Network
Management, or from the Windows Start menu).

Trunk Call Predial String — To have the system automatically insert the configured digits whenever the
selected trunk is used for outgoing calls. This feature is used to prevent having to dial “9” twice for trunk
access when the system is used behind another PBX system or this trunk is a Centrex line, which requires
dialing “9” to make a call. If you select this option, type the predial digit(s) into the text box.

Enable Centrex Transfer — When checked, the system is able to transfer an incoming call to another out-
side number through the same trunk and release the incoming trunk. Before you configure this option for
the trunk, please make sure your trunk is a Centrex line or supports the Release Line Transfer (RLT) fea-
ture. Depending on the type of trunk, your configuration may be different:

» |If this is an analog Centrex line, you only need to check the Enable Centrex Transfer check box. A
FLASH signal will be transmitted to the CO if the incoming trunk call needs to be transferred to an out-
side number.

* Ifthisis a T1-CAS trunk, you may need to add “transfer predial string.” From the CO point of view, it is
their feature code to initiate RLT. Please check with your carrier to get the specification.

» If this is a PRI trunk, you need to ask your carrier if they support RLT through DTMF. Some carriers
accept *8 to signal RLT. Altigen PRI trunks currently do not support 2-B channel transfer feature.

How to signal MaxCS that it is a Centrex transfer:

* If a call is connected to an extension, the extension user needs to dial
FLASH * plus trunk access code and the outside number.

« If a virtual extension forwarding or speed dialing number is configured to an outside number and the
extension user transfers a call to the virtual extension or speed dialing number, the system will add the
Centrex FLASH automatically. You don’t need to add the “*” in the forwarding or speed dialing digit
stream.

Attribute — In Service makes the trunk available for use. Out of Service prevents the trunk from being
used (for example, while performing maintenance).

Enable Tie Trunk — This configuration field is meaningful only if you use T1 or PRI to connect two MaxCS
systems back-to-back. Do not check this box if you connect a MaxCS to a third-party PBX via T1 or PRI
trunk.

When this configuration is checked, the system software will interpret the incoming [ANI] [DNIS] digit
sequence as [Caller’'s Extension Number] and [Target Extension Number]. An incoming tie trunk call will
be routed to the target extension and all the Incall Routing rules will be bypassed. If you do not check this
box for system-to-system tie trunk, the system will check the extension DID/DNIS Routing/Caller ID
Routing table first. If there is no match, then the trunk incall routing rule will apply.

Note: The Enable Tie Trunk field under Board Configuration > Protocol needs to be
enabled for T1/PRI tie trunks as well. It will tell the system to transmit [Caller's Extension
Number] and [Target’s Extension Number] as [ANI] [DNIS] to the other system. In case
this is a T1-CAS, which typically cannot transmit any data to the CO, the system will use
DTMF as a way to transmit [Caller's Extension Number] and [Target’s Extension
Number] to the other side of the tie trunk. Because the format is Altigen proprietary, you
may have a problem if you enable this configuration when connecting to a non-Altigen
PBX.

Holiday Profile — A holiday profile can be assigned to a trunk. The list selection is based on settings
configured in the Holiday tab of System Configuration (see “Routing Calls on Holidays” on page 40).

Business Hour Profile — A business hour profile can be assigned to a trunk. The list selection is based
on settings configured in the Business Hours tab of System Configuration.
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* Recording Option — Recording forincoming and outgoing calls is supported for Triton Analog, T1/E1, and
IP trunks; use the list to select Disable or Enable. If you select Enable, choose the license you want to
assign (Concurrent Session or Dedicated Seat), and make sure that in System > Recording
Configuration one of the trunk-based recording options is selected.

Note: When you use trunk-based recording, inbound or outbound calls are recorded as long
as the trunk is in use. For example, an inbound call that is answered by an AA, routed to
an operator, and transferred to an extension will begin recording when the AA answers
the call and end recording when the trunk is released.

With extension recording, recording starts only when the extension user answers the call.

* Trunk Properties — Opens a dialog box that allows you to configure low-level, hardware-specific
properties for each trunk. The options vary depending on the type of board and trunk; this is discussed in
subsequent sections.

SIP Tie Trunk Properties

To open a configuration dialog box for a SIP tie-trunk channel, do one of the following:

e If you're in the Trunk Configuration window, select a Triton VolP channel from the trunk channels list,
then click the Trunk Properties button, or just double-click the channel in the list.

* If you're in the Trunk View window, right-click the channel and select Channel Properties.

i~ SIP Extension Channel
Current Configured Channels IEU—
Change Mumber of SIP Extension Channels to

r— SIP Tie-Trunk Chanrels [Connecting AllS erv-ta-altiSery ValP calls]

Current Configured Channels 12
Change Mumber of SIP Tie-Trunk Channels to |12—

i~ SIP Trunking Channels [Connecting 3rd paity SIP Dial Tore to AliServ]

Current Configured Channels |32
Currently Licensed Channels |32
SIP Group Configuration Channel Assighment | Advanced Configuration |

*Mote: Changing number of SIP extension or ie tunk channels requirss stop and re-start

switching and gateway services.
|

Figure 87. Configuration dialog box for a Triton VolP channel

See “Configuring the SIPSP Board” on page 105 for board configuration information.
Note: This is signal only trunks. Make sure you have enough IP resource boards to cover your needs.

Cisco Gateways

Be aware of the following when configuring MaxCS to work with Cisco gateways.

For MaxCS to communicate with a Cisco Gateway with TLS, you should set the SIP Tie Trunk’s SIP
Destination Port to 0. (This is a field in the SIP Group configuration panel., on the Register tab.) This means
that MaxCS will reuse the existing TLS connection established from the Cisco Gateway.

You will need to turn on the SIP Option or TCP keep alive option on the Cisco gateway to maintain the TLS
connection.
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SIP Trunk Properties

Traditionally, telecom trunks are from your local carrier's PSTN switch and the dial tone is provided via either
analog trunks or T1/PRI digital trunks. A new type of service called “IP Dial Tone,” which allows you to dial a
long distance call at a lower rate, is available. IP Dial Tone is delivered through your IP data network, and the
service provider can be anywhere in the world, as long as the VolP data packets can be routed properly.

If you have SIP-based IP dial tone service from an Internet Telephony Service Provider (ITSP), you need to
configure SIP trunk channels to connect to the service. Before you start, note the following:

* An Altigen SIP Trunking channel is licensed. You need to buy and register a license to be able to configure
this option. Note that Altigen SIP Trunks do not require a SIP Trunk license.

* Beginning in release 8.0, the number of SIP trunk channels allocated is now based on the configuration.
In earlier releases, this was based upon the number of SIP trunk licenses.

» Altigen does not guarantee the voice quality of the SIP dial tone coming from your service provider. You
need to work with your data service and SIP trunking service provider to make sure adequate QoS is
provisioned for your WAN service.

* Altigen does not guarantee SIP trunk implementation will work with all SIP dial tone service providers.
Altigen dealers are notified of Altigen-tested and certified SIP-Trunk service providers. Configuration
guidelines for each Altigen-certified SIP-Trunk service provider can be found in the Altigen authorized
Partner Knowledge Base, available from the Altigen Partner Web Site. SIP dial tone service providers
need to support the following:

* G.711,G.723.1, G.729 codec

* RFC 2833 for DTMF tone delivery

» SIP MD5 authentication with SIP registration

* If MaxCS is behind NAT, verify that your SIP SP can support this configuration.

When subscribing to a SIP dial tone service, typically your service provider will provide you with the information
required in the configuration dialog box shown in (see Figure 88 on page 130). Enter these service parameters
to each SIP trunk channel configuration individually.

Note: This is signal only trunks. Make sure you have enough IP resource boards to cover your needs.

Important: You must add the SIP Trunk service provider’s IP address to the IP Device Range in Enterprise
Manager and select the proper codec profile for this service. See “Assigning Codec Profiles to
IP Addresses” on page 321. Failure to do this step may cause no voice path, even if the SIP
Trunk channel shows the call is connected.

SIP Groups

The SIP Signaling Channel Configuration dialog box is the main starting point for all SIP group and channel
configuration. (Double-click a SIPSP board in Boards view and then click Board Configuration to reach this
panel.)
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Board Configuration [ x]
~Board Inf

Board Logical ID |2
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@ 2] -» Ok SIP Trunk .
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8 Change Mumber of SIP Extension Channels to =
3
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112 =l — SIP Tie-Trunk Channels [Connecting AltS erv-to-AliSery Vol P callz]

Reset Channel Reset Channe | oumment Configured Channels

Board Configuration ‘i\ﬂeset Board |

’: Change Mumber of SIP Tie-Trunk Channels ta
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\

— SIP Trunking Channels [Connecting 3rd party SIF Dial Tone to AliServ]—————————
Current Configured Channels
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1

SIF Group Configuration Channel Assignment | Advanced Configuration |

“Mote: Changing number of SIP extengion or tie trunk channels requires stop and re-start
zwitching and gateway services.

Cancel |

Figure 88. SIP Trunk Configuration dialog box and Edit box

Two of the buttons in the earlier releases have been replaced with two new buttons:

configuring various options for each server.

one SIP group to another.

SIP Group Configuration — This is where you now configure SIP Groups, adding SIP servers and

Channel Assignment — This is where you now enable and disable channels, and move channels from

In the SIP Signaling Channel Configuration panel, you can do the following:
* Create new SIP groups

* Add servers to SIP groups (and remove servers from SIP groups)

* Change the relative priority of servers in a SIP group

* Configure various registration and SIP Options for a server
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SIP Group Configuration

To create a new SIP Group,

1. Double-click a SIPSP board in Boards view and then click Board Configuration > SIP Group
Configuration.

SIP Group Configuration

Groups:

N..| FaxEnabled [ AltiGen Trunk

Lo i Domain: I‘IZ‘IZ—
SIP SewerlP Address: 0000
User Name: Iaa—
Password: IM—
Register Period: ID—

SIP Source Port (Non-TLS): 5060 -

SIP Destination Port: ISDED

Register | Settings | SIP OPTIONS |

Add Dekte |  Edt |

Figure 89. The SIP Group Configuration window
2. Below the Groups list, click Add.

Add SIP Group |

Name: |
[ AltiGen Trunk LOElI

—Fax Trunk Routing

[~ Enable fax trunk routing

User Name: I
Password: I

Figure 90. SIP Group parameters

3. Enter a name for the group and indicate whether this is an Altigen SIP Trunk.

Note: MaxCS includes license checking for Altigen SIP trunks. The SIP Server address and registration
UID will be validated. Be aware that trunks will show as not registered if you start MaxAdministrator
before MaxCS is fully up, because license information will not be ready until then. However, after 30 to 90
seconds, the trunk should be show are ready.

>

(Optional) If this group will handle fax calls, select the option Enable fax trunk routing and enter the
appropriate user name and password. This feature is supported on Altigen SIP trunks only.

If the extension is a fax extension and Enable fax Trunk routing is checked, that means the SIPSP
should use the Fax Username and Fax password of the SIP Trunk instead of regular username and
password of SIP Trunk to negotiate with the SIP Trunk.

If the extension is a fax extension but Enable fax trunk routing is unchecked, that means the SIPSP
should use the regular username and password of the SIP Trunk to negotiate with the SIP Trunk side.

Adding SIP Servers to a SIP Group

You can add up to four servers to each SIP group. To add a SIP server to a SIP group,

MaxCS Administration Manual 131



Chapter 13: Trunk Configuration

1. Double-click a SIPSP board in Boards view and then click Board Configuration > SIP Group
Configuration.

Select the appropriate SIP group in the Groups list.
Below the SIP Servers list, click Add.

SIP Servers:

Darmain | Skatus | Foos |

awl.sip.us p Add SIP Server E2 |

gw2.5ip.us Up
—iGeneral oK I
Add Del | p | Du:uwnl Du:uma|n:|| Cancel |
—iCopy Fram
aroup: IN."-':'- ;I
Server: IN."-':'- ;I

Figure 91. Add a SIP Server to a group

4. Enter the domain name.

5. (Optional) If you want to copy the settings from another server, choose the group and the server from
those two pulldown menus.

Note: In the SIP Group Configuration panel, click Refresh when you want to update the view

Removing Servers from a SIP Group

To remove a server from a SIP group,

1. Double-click an SIPSP board in Boards view and then click Board Configuration.
2. Select the appropriate SIP group in the Groups list.

3. Select the server that you want to remove from the SIP group.

4. Click Del (Delete).

Changing the Order of Servers in a SIP Group

The order of the servers in the Servers list determines how to severs are accessed. The first server is always
used; when that server is not available, the second server in the list is use, and so on.

To change the order of SIP servers within a SIP Group,

1. Double-click a SIPSP board in Boards view and then click Board Configuration.
2. Select the appropriate SIP group in the Groups list.

3. Inthe Servers list, select the server that you want to move.

4

Click Up or Down as appropriate.
SIP Server Registration Parameters

The Register tab contains all registration-related settings for a SIP server. All of the settings on the SIP Trunk
Configuration dialog box from earlier releases of MaxCS are found on this tab.

132 MaxCS Administration Manual



Register | Settings | SIP OPTIONS |

Domair:

SIP Server [P Address: B5 . 254 . 44

User Mame:

Fiegister Period:
SIP Source Port [Mon-TLS): |s080

SIP Destination Part:

. 134

|528848?888
Password: IW

ISDBD

SIP Groups

Figure 92. The SIP Server Register tab

The lone exception is the earlier Enable Channel option, which beginning with Release 8.0 is found in the

Channel Assignment panel.

SIP Register Parameter

Description

Domain

The Domain Name of the SIP Trunk service provider, if required. If
there is no domain, you may make the domain the same as the SIP
Server IP address.

SIP Server IP Address

The SIP Trunk service provider's server IP address.

User Name

This is assigned by the SIP Trunk service provider.

Password

This is assigned by the SIP Trunk service provider.

Register Period

How frequently the Altigen system needs to send SIP registration
packets to the service provider. This can detect if the service provider
is up or not.

Some service providers do not accept SIP Register messages. In these

cases, you can disable sending SIP Register messages from MaxCS
by setting the SIP Register Period to 0.

SIP Source Port (Non-TLS)

For SIP UDP, select the source port from 5060 or 10060.

For TCP or TLS, you cannot change ports. Using a port other than 5060
will prevent SIP-ALG firewall/router from changing the SIP packets.

SIP Destination Port

A SIP Trunk can have different source port and destination port.

Note: SIP Server registration status depends upon both the registration results and the SIP OPTIONS

results. If either of those two processes fails, the server's status will be set to DOWN. SIP Groups and
member channels share the same registration status. As long as at least one SIP server is UP, all of
the enabled member channels will show as status IDLE.
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SIP Server General Parameters

The Settings tab contains the parameters from the SIP Trunk Profile tab in earlier releases of MaxCS.

Register Settings | SIP OPTIONS |

SIP Server
1P Address Fag171 1)
SIP Caling Number
SIP Protocal Fiekd [FROM Header -l

Custom P-Assered-ID:
Custom Drversion 1

(¥ Camiar can accept any rumber
" Camier can only accept Caling rumber with minimum |0 digts
" Camier can only accept assigned numbers as Calling Number

Callng Number can be accepted by Carier

From To
Use this as Caling Number f the Camer
cannot accept configured numbers
[¥ Send Caller Name ™ Enable Standard Record-Route Header
[ Enable SIP REFER =

[T Enable inbound eary media
Incoming DID Number
" To Header = Request URI

Figure 93. The SIP Server Settings tab

SIP Server General
Parameter

IP Address

Description

Not Sent (default) — Do not send transmitted caller ID

FROM Header — Send the caller ID using the SIP FROM header
; P-Preferred Identity — Send the caller ID using the SIP

SIP Protocol Field P-Preferred Identity header

P-Asserted Identity — Send the caller ID using the SIP

P-Asserted Identity header

This field is designed for support of Caller ID on Verizon SIP Trunks.
Unless you are instructed by your service provider to set these values,
you should only use these fields when you connect to Verizon SIP
Custom P-Asserted-ID Trunks.

This field allows you to insert a header into the SIP packet. When this
field is not empty, the specified header will be included in the SIP
packet.

This field is designed for support of Caller ID on Verizon SIP Trunks.
Unless you are instructed by your service provider to set these values,
you should only use these fields when you connect to Verizon SIP
Trunks.

When this field is not empty, its content will be included in the SIP
packet.

If the field does not contain a semicolon, a suffix will be attached, as
shown in red in the following line:

Diversion: Custom diversion text;reason=unknown;privacy="off"

If there is a semicolon in the text, the suffix will not be attached, as
depicted in the following line:

Diversion: Custom diversion text

Custom Diversion

Carrier can accept any number This is the default.
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SIP Server General
Parameter

Description

Carrier can only accept Calling
Number with minimum x digits

Enter the number of digits, then enter a calling number in the field below
the table in case the carrier cannot accept configured numbers.

Carrier can only accept
assigned numbers as Calling
Number

If you select the this option, specify “assigned numbers” by clicking the
Add button and entering the numbers. To edit or delete a number you
added, select it and click the Edit or Del button. Enter a calling number
in the field below the table in case the carrier cannot accept configured
numbers.

Send Caller Name

Check to also send the caller name to callees.

Enable Standard Record-Route
Header

Check this box if the SIP service provider uses SIP Record-Route and
the SIP trunk cannot make or receive calls. If it already works, DO NOT
CHECK or UNCHECK this box. [Service provider Bandwidth.com with
Edgewater Route require this checked]

Enable SIP REFER

This option, in conjunction with the Enable Centrex Transfer option,
instructs the SIP Trunk provider to release both the inbound and the
outbound legs of a transferred call, once the transfer has been
completed.

The extension-specific setting for the Release SIP Tie-Link Trunk
feature is discussed in the section Setting Personal Information.
This option is provided to support various gateway devices. For
instructions on configuration AudioCodes gateways and other-third
party devices, refer to the configuration guides stored in the Altigen
Knowledgebase.

Enable inbound early media

Some carriers require SDP to be included with the Ringing message.
To accommodate those carriers, check the Enable inbound early media
option to avoid audio issues with incoming calls. This option will send a
single Ringing message with SDP.

Enable Centrex Transfer

This option, in conjunction with the Enable SIP Refer option, instructs
the SIP Trunk provider to release both the inbound and the outbound
legs of a transferred call, once the transfer has been completed.

The extension-specific setting for the Release SIP Tie-Link Trunk
feature is discussed in the section Setting Personal Information.

This option is provided to support various gateway devices. For
instructions on configuration AudioCodes gateways and other-third
party devices, refer to the configuration guides stored in the Altigen
Knowledgebase.

Incoming DID Number Field

When a call comes in, the SIP trunk uses To Header or Request URI
as the DID/DNIS number

Enable Local From Header

Enabling this option will change the IP address in the FROM header to
the local IP address (NAT address if applicable) of the MaxCS server.

SIP Server SIP Options Parameters

The SIP OPTIONS tab includes the SIP OPTIONS parameters from the previous releases of MaxCS. The SIP
Server Name parameter is essentially the new Domain field.

You can configure trunk groups so that SIP devices can exchange their status. By sending a “keepalive”
message and checking for a valid response, SIP devices will know whether remote peers are ready to receive
a new request.

Once the MaxCS server has been set up, SIP trunks will try to register to the SIP servers first. If the registration
is successful and if the SIP Options feature is enabled, the system will send the “keepalive” message to SIP
providers according the interval setting. Only one “keepalive” message will be sent for each group of trunks.
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Hegisterl Settings  SIP OPTIONS |

SIF Server IF Address: |85.254.44.194

™ Enable SIP OFTIOMS

SIP OPTIONS Iterval: | seag
Mumber of Retries: I tirmes
Fietry Interval: I seconds

Figure 94. The SIP OPTIONS tab

SIP Server registration status depends upon both the registration results and the SIP OPTIONS results. If
either of those two processes fails, the server’s status will be set to DOWN. SIP Groups and member channels
share the same registration status. As long as at least one SIP server is UP, all of the enabled member
channels will show as status IDLE. You can see the status of severs on the SIP Group Configuration panel.

SIP Options can be enabled or disabled for each SIP Server. By default, the SIP Options parameter is disabled.

SIP OPTIONS Parameter Description
Enable SIP OPTIONS Enable or disable this feature for the selected SIP Server.

How often, in seconds, the server sends a “keepalive” message to this

SIP OPTIONS Interval enabled SIP trunk group. The default interval is 30 seconds.

If MaxCS receives no 200 (OK) response, the number of times a “keepalive’
message should be sent. After these retries, if there still has been no valid
response, then the system marks all SIP trunks in the group as Not Ready.
The default number of attempts is 5.

Number of Retries

While a SIP trunk group is in a Retry state and is not receiving a valid
response, how often MaxCS should send another “keepalive” message to
Retry Interval the SIP server. The default interval is 2 seconds.

If the system does not receive a SIP 200 (OK) message after the set
number of retries, it then sets all SIP trunks in that group to Not Ready.

View List of Channels

To view a list of channels and determine the SIP Group to which each channel belongs,
1. Double-click a SIPSP board in Boards view and then click Board Configuration.
2. Click Channel Assignment. The panel shows a list of the channels, indicating their status and SIP Group.

136 MaxCS Administration Manual



SIP Groups

Channel Assignment [ ]

I Enahbled | bie] | Channel Mo | Group ;I Max SIP Trunk License

o1 341 SIP.LS 200

oz 34z SIP.LS

a3 343 SIP.US Assigned SIP Trunk License

94 J4 SIP.US I a7

o5 345 SIP.LS

9% 346 SIP.US S |

a7 347 SIP.US

95 348 SIP.US If you need more channels, close this

] ag 340 panel, click the 'Board Configuration’

O 100 250 button, and set an appropriate value
for "Change the Mumber of SIP Trunk

O 101 351 Channels ta...". Then restart the

O 102 352 system.

O 103 353

O 104 354

O 105 355

O 106 356

O 107 357

O 108 355

O 109 359

O 110 360

O 111 361

O 112 362

O 113 363 =

1| | > [8]4 I Cancel

Figure 95. The Channel Assignment panel

A checkbox indicates whether a channel is enabled.

To disable or enable a channel, check or clear its checkbox. To enable or disable all channels, check or clear
the checkbox in the column heading at the top of the list.

If you discover that you need to add more channels, close this panel, click Board Configuration, and set an
appropriate value for the Change Number of SIP Trunk Channels to... option (see Figure 88, “SIP Trunk
Configuration dialog box and Edit box"). Then restart the system.

Assign Channels to a SIP Group

To assign a channel to a SIP Group, or reassign it to a different SIP Group,

1. Double-click a SIPSP board in Boards view and then click Board Configuration.
2. Click Channel Assignment.

3. Select one or more channels in the list. Use Ctrl-Click to select multiple channels.
4. Click Assign Group.

Assign SIP Group E
Assigned ko SIP Group: oK I

Cancel |

Only SIP Groups with at least
one SIF server can be selected

Figure 96. Assign channels to a SIP Group
5. Choose a SIP Group from the list and click OK.
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Considerations
* A channel is not enabled if it is not assigned to any SIP group.

» If you assign a disabled channel to a SIP group, doing so does not automatically enable it - you must
manually enable the channel (see the previous section).

* Inorder to assign channels to a SIP group, the SIP group must have at least one SIP Server assigned to it.

* If you remove all SIP Servers from a SIP Group, all channels previously assigned to that SIP group
automatically will show as 'Not Ready.'

SIP Trunk TLS Support

MaxCS supports TLS/SRTP on SIP Trunks.

MaxCS SIP trunks will not verify a TLS far-end certificate. A self-signed certificate public key is provided under
http://maxcs_ip_addr/altigen.crt, if the SIP trunk provider needs to verify the certificate. TLS/SRTP secures the
SIP signal and voice between MaxCS and SIP trunk service provider.

The following devices are supported for TLS:
* AudioCodes MP-11x
* AudioCodes Mediant 1000-B PRI/ T1

When configuring SIP Trunks, you no longer see the option Automatic NAT Traversal as you did in previous
releases. As of Release 8.0, SIP Trunks no longer have this parameter. The pre-8.0 option SIP Source Port
has been changed to SIP Source Port (Non-TLS).

SIP Server IP Address
User Mame

Password

Domain IW
SIP Register Period ID— Sec
SIP Trunk Profils [Detat =]
SIP Souwce Port NanTLS]  [100E0  ¥]

SIP Destination Fort 5067

¥ Enable Chanrel

Ok I Cancel |

Figure 97. The SIP Destination Port field set to 5067 for Altigen SIP Trunks

Note: Effective in the 8.0 Release, Enterprise Manager has a new option, TLS/SRTP codec setting.

Following is an example of a generic setup for SIP TLS; configuration may differ from one SIP trunk to another.
Refer to the configuration guide for your SIP Trunk for specific details; these guides can be found in the Altigen
Knowledgebase.

1. Make sure your SIP gateway or SIP trunk has TLS/SRTP enabled.

2. In MaxAdministrator, open Trunk view. Double-click a trunk and click Trunk Properties > SIP Group
Configuration.
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3. Add a group, for example, SIPTLSGrp, in the Groups panel.

GEroups:

ame | Fax Enabled |

Default Mo

sipus ‘fes

bandwidth Mo

sudiocodes Mo

SIPTrunk. Mo

siprkkest Mo

i i e Click here to add a new SIP

SIP Servers: Group for TLS

Domain | Skakus | Fax SE... |

Then click here to add a
st fflos | p | Do server to that new SIP group.

Figure 98. Add a new SIP Group for TLS; add a server to that new group

4. Select the new group in the Groups panel. Below the SIP Servers list, click Add and add a server.

5. Select the new server in the SIP Servers list and enter the following parameters on the Register tab:

e Fill in the SIP trunk server IP address, username, and password for the SIP trunk.

» If the trunk needs to register to the MaxCS server, enter the register period. Otherwise, enter “0”.

* For the SIP Destination Port, use port 5067 for Altigen SIP trunks. SIP Source Port is not used here. The

SIP source port will always be 5061 if TLS/SRTP is used.
6. Save the changes.
Note: SIP OPTION over TLS is not supported.

Triton T1/E1 Trunk Properties

To open a configuration dialog box for a Triton T1/E1 channel, do one of the following:

e If you're in the Trunk Configuration window, select a Triton T1/E1 channel from the trunk channels list,

then click the Trunk Properties button, or just double-click the channel in the list.

* If you're in the Trunk View window, right-click the channel and select Channel Properties.
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Triton T1 Configuration - TritonT1/PRI-O

Channel: 0

— T1/E7 robbed-bit Signaling

Pratocal :

Dialing Delay : 2804 ms

—How to collect Caller ID and DID

Max. zeconds between digits

¥ Incoming sequence :

Max. seconds before the first digit |3 seconds 'l
INone vl

v Or:

jtor=  r|[Calerid |f#or =] [DIDONIS x| [Hone 7]

IDID.-"DNIS j INone j INone j INone j INone j

Figure 99. Triton T1 Configuration dialog box

Following are the parameters for the Triton T1 Configuration dialog box.

Parameter

Description

T1 robbed-bit signaling

Protocol

You can set Protocol to one of the following:
*  E&M Wink Start (default)

*  E&M Immediate Start

* Ground Start

* Loop Start

For signaling from one board to another, only E&M Wink Start is supported. Loop
Start, Ground Start, and E&M Immediate Start protocols cannot be used for
interfacing between two boards.

Dialing Delay

Specifies the delay, in milliseconds, after trunk seizure and before digit dialing.
This configuration will slow down the system transmitting digits to the CO by a de-
fined delay to avoid missing digits. Do not change this value unless advised.

Caller ID and DID Collection

You can select the maximum time-out delays, in seconds, and the appropriate sequence of symbols to be
collected for Caller ID and DID.

Max. seconds before
the first digit

Maximum wait time before time-out for the system to identify this digit after either
the first ring in ground start or loop start or the wink in wink start. The range is from
1-6 seconds, or None, with a default value of 3 seconds. Do not change this value
unless advised.

None means no Caller ID or DID information will be collected. All other options
will be grayed out. Use this option to disable Caller ID and DID collection.

Max. seconds
between digits

Maximum wait time before time-out between two digits. Default value is None. Do
not change this value unless advised.

Selecting None means the system will only wait for the sequence of digits that are
collected within the length of time specified in the Max. seconds before the first

digit field.
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Parameter

Description

Incoming sequence

Select up to five incoming symbols to collect from the Caller ID or DID digits:
* None
e #

« *

e #or*
e Caller ID

* DID/DNIS

Selecting None in any field of the sequence will terminate the sequence and
automatically disable subsequent entries in the sequence.

The default sequence is:
“# or *” (and then) “Caller ID” (and then) “# or *” (and then) “DID/DNIS”

Sets up an additional, alternative sequence. You can select another set of up to
five incoming symbols to collect.

Or Not checking any box is equivalent to checking None in the first field.
The default sequence is:
“DID/DNIS”
If appropriate, you can use this button, as described in “Configuring One or
Apply to Multiple Trunks” on page 125, to apply the Caller ID Collection to multiple T1
trunks.
Note: In order for back-to-back T1 and tie trunk T1 configurations to perform properly, it is recommended

that you use the system’s default incoming call sequences:

Mar. seconds between digits :

W Incoming sequence ;

INune 'I

Iﬁol"

W 0O
Figure 100.

MIEETEMIES

| jowons #f e =]

Incoming call sequence parameters

Caller ID and DID Incoming Sequence Example

The following is an example of a Caller ID and DID/DNIS incoming sequence window.

— How ta collect Caller D and DID

Max. seconds between digits

W Incoming sequence :

May. seconds before the first digit |3 seconds 'l
|1 zecond vl

# =lcaterio =]

¥ Or:

=loioionis = fHane =]

[oiD/omS =] [Hene

j INone

j INone j INone j

Figure 101. Sample Incoming Sequence window

When a call comes in, the system tries to match the incoming sequence to either the first or second Incoming

Sequence Digit String sequence. If no match is found, no Caller ID or DID digits will be collected.
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DNIS number.

In this example, the MaxCS ACC/ACM system is expecting either the sequence #CID*DID or only DID digits
for incoming calls. If no match is found for either sequence, no Caller ID or DID digits are collected.

Triton Analog Trunk GS/LS Properties

To open a configuration dialog

The system waits 3 seconds for the first digit to arrive. If the symbol is a #, it continues with the first se-
guence. Otherwise, it looks for a match to the first (and only) symbol in the second sequence, the DID/

For the example, let’s say the system receives the #. It then waits 1 second between each digit for the
next digit until all digits are received. The * symbol is a delimiter between Caller ID and DID digits.

box for a Triton Analog Trunk GS/LS channel, do one of the following:

If you're in the Trunk Configuration window, select a Triton Analog Trunk GS/LS channel from the trunk
channels list, then click the Trunk Properties button, or just double-click the channel in the list.

If you're in the Trunk View window, right-click the channel and select Channel Properties.

Analog Trunk(Triton12TGSLS-0@GW00, Span=0,

— General Setting:
Interface Loop Start Caller ID receiving  |FSK -
Impedance |BUU aohm "I Centrex Flazh Duration(ms) EDDﬁ
Incoming Ring ISingIe Ring ‘I ™ Out OF Service with Trunk Seizune
Digable Impedance Match
tatch Impedance | katch Result | ] \wéhen System Start Up
= Trunk Seizure Confirmation i~ Disconnect Supervision
¥ Enable Dialtore Detection [Outgoing] Loop Break Duration(ms) EDD::II
I Enable Anewer Debaounce [Incoming) ™ Tome Disconnect
— Receive/Transmit Gain[dB)
Receive from CO J
! I { . ;
6 =3 0 3 g
i \ . \ |
Transmit o CO 1
ranzmit ko il
Trurk ta Trunk Gain[dB): | 0
— Diagnosi
Last Diaghosis Time: 2008,06.27 13:16:00 Diagnose l
Moise Level m Echa Retum 5oy Hybrid Echo m
[dEm] S Loss (dB) : HE‘]U'” L =
Fix Level at 600 ohm{dBm]: | Tt Test A Lewel |

Figure 102. Triton Analog Trunk GS/LS Properties window
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Note that you can use Apply to in this dialog box to apply changes to other trunks of the same type.

Triton Parameter

Description

Interface Type

Select the type of trunk that will interface with this trunk channel:
* Loop Start Trunk
* Ground Start Trunk

Incoming Ring

Single — Default setting for North America
Double - For countries using Ring-Ring-Silent type of ring pattern

Impedance

The resistance of electrical current to alternating current, measured in
Ohms. Impedance occurs when power or signal is transferred from one
circuit to another. When a trunk interface impedance is greatly
mismatched with the CO analog line, it may result in static noise and
echo heard by IP phone users. The system automatically selects the
impedance profile that best matches the Triton trunk interface with the
CO. In the rare case where you are not getting the best match, you can
disable this feature by checking Disable Impedance Match During
System Startup, and you can set the Impedance manually.

Match Impedance button

Changes the Impedance setting to the best match for the selected
trunk channel, and then measures noise and returned echo with this im-
pedance setting. Results are displayed in the Diagnosis section of the
dialog box. The system automatically runs a matching test upon system
startup, unless you disable the feature. If later you connect a new ana-
log line to an empty port or replace an existing line, you need to click
this button to best match the impedance.

Match Result button

Shows the result obtained the last time the Match Impedance button
was clicked for that trunk.

Disable Impedance Match
During System Startup

Check to disable automatic impedance matching during system
startup.

Caller ID Receiving

Select as None, FSK or DTMF for receiving caller ID digits. For North
America, the caller ID is FSK signal on analog trunk.

Centrex Flash Duration (ms)

Specifies the Flash Duration time in milliseconds, with a range from 150
ms to 1000 ms.

Out of Service With Trunk
Seizure

When checked, if the trunk is set to Out of Service, the system will busy
out the trunk. The CO will treat this trunk as a busy line and WILL NOT
place a call to this trunk. (By default, this option is unchecked.)

Enable Dial Tone Detection
(Outgoing)

When enabled, the trunk channel must detect outgoing dial tone prior
to making the call.

Enable Answer Debounce
(Incoming)

Enables a timeout period of 2 seconds (for ignoring false CO
disconnect signal), after answering an incoming call.

Loop Break Duration (ms)

Disconnects signal if CO breaks loop current. You can set the duration
from 200 to 1000 ms. 600 ms is common in North America.

Tone Disconnect

Busy tone (reorder tone, fast busy tone, error tone, and so on) or dial
tone (continuous tone, and so on). This should be used in conjunction
with drop in loop current. For COs who cannot guarantee loop break,
this may be the only option.

Receiver/Transmission Gain

Slide setting adjusts the gain from -6 dB to 6 dB for every Triton Analog
Trunk channel.

The gain is not adjustable, by default. The user needs to run the
diagnosis first to change the gain. The diagnosis process determines
the max gain based on the diagnosis results.

The default setting is 0 dB, and it is highly recommended that you not
change this setting.

Caution! Setting the volume too high will cause distortion in voice
quality and/or missed DTMF digits.
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Triton Parameter

Description

Trunk to Trunk Gain

This configuration is to set Gain for calls that involve two analog trunks
(one in and one out). Because an analog trunk typically has energy loss
of 3-12 dB, a two-trunk operation, like VM out call and MobileExt, may
have low volume issues because energy loss is doubled. This configu-
ration can compensate for the energy loss. The valid range is 0 to 6 dB.
Recommended value is 3 dB.

Caution: Setting the Gain too high may cause distortion in voice quality
and DTMF tone. Your CO may not be able to recognize the dialing
number if DTMF tones are distorted.

Last Diagnosis Time

The last time the Diagnosis button was clicked.

Diagnose button

Use this button to view the Noise Level, Echo Return Loss, and Hybrid
Echo Return Loss, measured using the current Impedance setting.

Noise Level

The noise level (displayed after you click the Diagnose button or the

Match Impedance button). Acceptable range for Noise Level is less

than -67 dBm in value. For example, Noise Level of -72 dBm is good

and -63 dBm is poor. You may experience high background noise and
low voice volume if Noise Level is poor.

Echo Return Loss

The measurement for echo return loss (displayed after you click the
Diagnose button or the Match Impedance button). Acceptable range
for Echo Return Loss is less than -12 dB. For example, Echo Return
Loss of -19 dB is good and -8dB is poor. The IP phone users may hear
their voice coming back (echo) if Echo Return Loss is poor.

Hybrid Echo Return Loss

The measurement for hybrid echo return loss (displayed after you click
the Diagnose button or the Match Impedance button). Acceptable
range for Hybrid Echo Return Loss is less than -6 dB.

Rx Level at 600 Ohms

The Rx Level measurement at 600 Ohms, obtained by clicking the Test
Rx Level button. See Test Rx Level button, below.

Test Rx Level button

Tests the receiving level of the trunk channel on a call to your local
CO'’s Milli-Watt Test Number after you set the Impedance parameter
to 600 Ohms and the Rx Gain to 0dB. Results are displayed in the Rx
Level at 600 Ohms field.

Performing Impedance Match on Your Own

For each individual analog trunk that is connected to the CO when the system starts up, MaxCS automatically
selects an impedance profile to best match the Triton trunk interface with the CO. In the unlikely event that this
automatic selection does not yield the optimal voice quality, you may want to disable the feature and select the

best impedance by trial and error method.

To disable automatic impedance matching, check the Disable Impedance Match During System Startup

check box.

Using the Match Impedance Button

Whenever a new analog trunk is connected to an empty port or is replacing an existing trunk, you will need to

use the Match Impedance button to select the best impedance profile.

To do this, follow these steps:

1. Click the Impedance Match button. While the impedance match is in process, you'll see a “progress” box.

When the process is complete, the Match Impedance dialog box opens, with information relevant to this

trunk:
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Match Impedance . x|

L The best matched impedance is Complex 1.
J?) This impedance has been applied to this trunk automatically.
The diagnosis result is displayed.

Figure 103. Match Impedance dialog box

The Impedance parameter setting in the main dialog box is changed to the best match selection, and the
measurement for noise and returned echo is performed with this impedance setting. The results of this
measurement are displayed in the Diagnosis section of the main dialog box. The Hybrid Echo Return
Loss field shows the measurement before adaptation of the selected Impedance profile, and the Echo
Return Loss field shows the measurement after adaptation of the selected Impedance profile.

Note: If the Hybrid Echo Return Loss reading of a trunk is worse than -6 dB, for example, -5 db,
the trunk may be subject to VolP voice quality problems. Use this trunk to connect to
analog phones only, or configure it to be the least used trunk. (Acceptable range for
Hybrid Echo Return Loss is -6 dB to -26 dB.)

Noise Level should be less than -67 dBm (acceptable range is -67 dBm to -90 dBm).
2. Make calls from the trunks to test voice quality.
3. Repeat steps 1 and 2 for all other trunk channels.

If the Hybrid Echo Return Loss and Noise Level are not within the acceptable range, take the following steps
to troubleshoot:

1. Change the trunk to a different port on the Triton board, then diagnose again (this is to rule out a hardware
problem).

2. Check to see if any wire taps to the trunk wire (bridge tap). If so, remove them, then test again.

3. Request the CO to check the trunk conditions, including Line Loss, and longitudinal balance.

The Match Result Button

Clicking the Match Result button shows you the result you got the last time you clicked the Match Impedance
button for that trunk.

Impedance Match Result E2

Last Match Time: 20085.09.21 14:20:00

Muise LeveldBm)  Hybrid Echa
Return Lozs [dB)

BOD chm | EETE EEIET]
500 ahim | N, | A
Complex 1 | EELT I 7.97
Comples 2 | J2E8 | -10.64
Complex 3 | Ne | N&:

The best matched impedance iz GO0 ohm

Figure 104. Impedance Match Result dialog box
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Measuring the Rx Level of a Trunk Channel

In order to perform this test, you need to obtain the local CO’s Milli-Watt Test Number from your CO. When
dialing this number, a 0dB tone is sent. For example, if your number is 510-252-9712, the Milli-Watt Test
Number from the local CO is 510-252-0020 (the prefix 510-252 is the same).

1. Write down the Rx Gain, then set it to 0dB and click OK.

Write down the Impedance setting, then change it to 600ohm, and click OK.

Call the number you got from your CO, as noted above.

Click the Test Rx Level button. When the test is complete, the Test Rx Level dialog box opens.

ok wN

Click OK. The Rx Level measurement is displayed in the Diagnosis section of the main dialog box.

If you call your local CO’s Milli-Watt Test Number, the acceptable range for Rx Level should be between
-6dB and -3 dB, with -5dB being ideal.

Diagnosis

Last Diagnosiz Time: 2005.09.21 14:20:18 Diagnose |

Moize Lewvel Echo Return Hybrid Echo
[dEm) I 2B Loss (dB) 4255 Return Loss I 1147
R« Level at 00 ohm[dBm]:

(dB)

Test Fix Lewel |

6. Restore the Impedance and Rx Gain settings, and click OK.

If You Need to Improve the Rx Level

If the Rx Level measurement is between -6 to -9 dB, and IP phones are used, take the following steps to
increase the gain for the Triton analog trunk to IP phone connection:

1.  Go to VolP Board configuration and click the Advance button.

2. Increase the Transmitting gain to IP Extension to 9 for the Triton Analog Trunk. (Do NOT change the gain
in the trunk property of the Triton Analog Trunk Board, since it may impact the echo canceller
performance.)

If the Rx Level measurement is worse than -9dB (for example, -10 dB) you should contact the CO to adjust the
line loss to the acceptable range.

If You Don’t Have the Milli-Watt Test Number

If you don’t have the local CO’s Milli-Watt Test Number, you can follow the steps below to measure the line
loss when calling two local trunks:

1. Copy C:\Post Office\Phrases\Lang1\phrase9900 to C:\Post Office\Phrases\LangCustom folder. Rename
it an unused phrase name, for example, phrase0990 (the number must be less than 1000).
This phrase is a 1 kHz test tone.

2. Selectan unused AA and set the AA to play the prompt phrase you named in step 1 (0990 in this example).
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Figure 105. Setting the AA to play a prompt phrase
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Figure 106. Setting Timeout to Repeat Current Level
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Figure 107. Setting trunk In Call Routing to an AA

5.

6.

side.

Triton Analog Trunk GS/LS Properties

While the tone is playing, measure the Rx Level at the trunk that is making the outgoing call.

MaxCS Administration Manual

Select a trunk as a testing reference — an analog trunk with a specific phone number is best — and set the

Call from one trunk to the testing reference trunk. You should hear a 1 kHz tone playing at the originating
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If the reading is less than -6 dB, for example -3 dB, take the following steps to attenuate the gain for the
Triton Analog Trunk to IP phone connection:

a. Go to VolIP Board configuration and click the Advance button.

b. Setthe Transmitting gain to IP Extension to 3 for the Triton Analog Trunk. (Do NOT change
the gain in the trunk property of the Triton Analog Trunk Board, since it may impact the echo
canceller performance. If the reading is -6 dB to -14 dB, for example, -12 dB, no change is
needed.

If the reading is -15 dB to -18 dB, take the following steps to increase the gain for the Triton Analog Trunk
to IP phone connection:

a. Go to VolP Board configuration and click the Advance button.

b. Setthe Transmitting gain to IP Extension to 9 for the Triton Analog Trunk. (Do NOT change
the gain in the trunk property of the Triton Analog Trunk Board, since it may impact the echo
canceller performance.)

Advanced setting - for Gateway 0
|WAF\NING!!! Change any value in this dialog box may affect the voice quality!
| Caonnection Type | Echo Suppression Level | Tranzmitting Gain to IP Extension [dB] ‘ Receiving Gain from IP Extension [dB]
Max 1 Ming& .12 5 i] +6 412 2 5 0 +6 +12
Quantum v 000 o P . Y Y.
Trunk —Ji
= 1]
TitonAnalog 0 o0 0o Ao "R
Trunk -—J—
i | 1]
T1/E1/PRI g0 o goa ' .
Trunk — | J _I\
Quantum e e . LT
N 3
Extension J— { |
Trtondnalog v 0 0 0 0 0 0 . D
Extension —_— '— 3} b
= 1]
Default |
(oS Debug
’V I TOS/DiffServ Byte Yalue(Hex] | A0 ’V| Send

If the reading is worse than -18 dB, you should contact your CO to adjust the line loss to the acceptable
range.

Incoming Call Routing

To set incoming call routing for a trunk, select the trunk on the General tab, then click the In Call Routing tab
in the Trunk Configuration window. The trunk location shows in the title bar.
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Figure 108. Trunk Configuration, In Call Routing tab

Regular Trunk Calls

For each trunk - or using “Apply to” to apply the settings to multiple trunks - you can set routing for the three
time periods defined in the System Configuration window, Business Hours tab (“Setting Business Hours”
on page 38):

* During Business Hours
* Outside Business Hours
* Non Workdays
Within each of these three time slots, you have the following routing options for incoming calls:
* Route to an extension selected in the list
* Route to an auto attendant number selected in the list
* Route to a Line Park line selected in the list (see “Line Park Configuration” on page 245 for more detail)

* Route to the operator

Web IP Calls

For web IP calls, you can set routing for the three time periods defined in the System Configuration window,
Business Hours tab (“Setting Business Hours” on page 38):

* During Business Hours
* Outside Business Hours
* Non Workdays
Within each of these three time slots, you have the following routing options for incoming calls:
* Route to an extension selected in the list
* Route to an auto attendant number selected in the list

* Route to the operator
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Outgoing Call Blocking

To set outgoing call blocking for a trunk, select the trunk in the General tab, then click the Out Call Blocking
tab in the Trunk Configuration window.

Trunk Configuration -- Card:2 Channel:60
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Figure 109. Trunk Configuration, Out Call Blocking tab

If you select Trunk allowed for Outside Calls at Any Time, call restrictions set in System Configuration,
Outcall Routing, and Extension Configuration still apply to calls made on the trunk.

If you select Outside Calls Allowed According to The Following Schedules, you can then use the Schedule
1, 2, and 3 options to set up to three different time periods during which calls are allowed. You can use Apply
to to apply the settings to multiple trunks.
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In Call Routing Configuration

In Call Routing rules determine how the system routes incoming trunk calls to various targets. The system’s
routing steps are as follows:

Step Routing Process

1 Match DID number configured in extension, workgroup, or hunt group. If there is no match, go
to the next step.

Match caller ID defined in the Caller ID Routing table. If there is a match and

* today is a holiday, route the call according to the Holiday Profile’s routing rules.
2 » today is not a holiday, route the call according to business hour routing rules defined in the
Caller ID Routing configuration.

If there is no caller ID match, go to the next step.
Match DNIS number defined in the DNIS Routing table. If there is a match and

* today is a holiday, route the call according to the Holiday Profile’s routing rules.
3 .

today is not a holiday, route the call according to business hour routing rules defined in the
DNIS Routing configuration.

If there is no DNIS number match, go to the next step.

If today is a holiday, route the call according to the Holiday Profile configured for the trunk port
4 that the call is coming in on. If today is not a holiday, route the call according to the business
hours routing rules defined in the In Call Routing tab of the Trunk Configuration window.

The In Call Routing Configuration window lets you enter Caller ID and DNIS numbers into a routing table and
set routing rules for a matched number.

To configure In Call Routing, select PBX > In Call Routing Configuration.

Note: If you are a Basic Admin user or a Supervisor user, some menu choices and options may not be
available for you. Only Full Admin user types will see all menu commands and options.

Caller ID Routing

When an incoming call comes through a trunk with Caller ID, the system can route the call to the proper
extension, to the auto attendant, or to the operator, based on the Caller ID number collected.

In order to locate an entry in the Caller ID table for an incoming call, a full match is required.
To access Caller ID routing, click the Caller ID Routing tab in the In Call Routing Configuration window.
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Figure 110. In Call Routing window, Caller ID Routing tab

Adding and Deleting Caller ID Route Entries

To add entries to the Caller ID routing table, click the Add button. In the dialog box, type a Caller ID Number
and a descriptive Caller ID Name, then click OK.

The number and name entries have the following requirements:

e The Caller ID Number field allows only 0-9, “-” (hyphen), and “*” (asterisk). For example, both
5102529712 and 510-252-9712 are acceptable.

* The Caller ID Name is descriptive and optional; it can be used to remind you about the nature of the
number and routing. For example, you might give the 2529712 number the name “Tech Support.”

To delete an entry, select it in the Caller ID number list, then click Delete.

Defining Caller ID Routing

After adding an entry, you define it by first selecting it in the list. When you select an entry, its name and other
defined attributes, if any, appear in the fields of the tab. You can edit any of these attributes.

For each number, you can set routing for three distinct time periods defined in the Business Hours tab (see
“Setting Business Hours” on page 38):

* During Business Hours
* Outside Business Hours
* Non Workdays
Within each of these three time slots, you have the following routing options for incoming calls:

* Route to a particular extension selected in the list
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Route to a particular auto attendant selected in the list
Route to the operator

Reject call

Also, you can set additional routing attributes based on:

Holiday Profile — Routes incoming calls based on Holiday Profiles configured in System Configuration
(see “Routing Calls on Holidays” on page 40)

Business Hours Profile — Routes incoming calls based on Business Hours Profiles configured in System
Configuration (see “Setting Business Hours” on page 38). During Business Hours, Outside Business
Hours and Non Working Day are defined and selected by Business Hours profile.

Set Call Priority — Lets you assign a call priority from 1-9 to the selected caller ID number. The highest
priority is 1, the lowest priority is 9.

Set Call SKLR — For workgroup-directed calls. Lets you assign a skill level requirement from 1-9 to the
selected caller ID number. This setting tells the system to match the call to an agent’s skill level setting.
(Setting an agent’s skill level is explained in “Skill Based Routing” on page 256.)

Language Setting — Lets you specify that callers who dialed from the selected caller ID will hear prompts
in the language you set here. This field will have choices only if you added sets of prompts according to
the instructions in “Multilingual Configuration” on page 69.

DNIS Routing

When an incoming call comes through a trunk with DNIS or DID numbers, the system can route the call to the
proper extension, auto attendant or operator based on the DNIS or DID number collected.

In order to locate an entry in the DNIS table for an incoming call, a full match is required.

Note: For Altigen SIP trunks, use 11-digit numbers when configuring DNIS routing.

To access DNIS routing settings, click the DNIS Routing tab in the In Call Routing Configuration window.
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DNIS Routing | Caller ID Routing |
Murnber N [ Name
S |Swestress Legs
BEB25R4436 T |
ﬁ ;n [ Wotkdays Duning Business Hours -
5105807928 R.. % Route Incoming Calls to Extension [100 |
9772045937 5. )
5551213 Vi " Route Incoming Calls to A% | =
5551212 Wi... ™ Route Incoming Calls to Dperator
882584456 T P
ﬁg%ﬁ ﬂ [ Workdays Outzide Busingss Hows-
4085979155 M. & o : pm
400597305 o * Foute Incoming Calls to Extengion [1UI1 :I
4085973015 T.. £~ Route Incoming Calls to AA [ |
4
085379026 3 " Route Incoming Calls to Dperator
~ Non Waorkdays
' Route Incoming Callz to E xtension [100 |
" Route Incoming Calls to A4 | |
" Route Incoming Calls to Dperator
—FolP-
[~ Enabls Fax-OvardP
add | Deete | CallProny Call Skill Level Requirement
¥ SetCalPrioity |1 =] W SetCalSKLR |2 =
Holiday Profie: | Systen 'I - Setting
Buginess Hours: ISystgm ﬂ | Defaut Language |

Figure 111. In Call Routing window, DNIS Routing tab

Adding and Deleting DNIS Route Entries

To add entries to the DNIS routing table, click the Add button. In the dialog box, type in a DNIS Number and
a descriptive DNIS Name, then click OK.

The number and name entries have the following requirements:

e The DNIS Number must be the numbers 0 - 9 (the hyphen is not accepted in this dialog box). For example,
2529876 is an acceptable entry, but 252-9876 is not.

* The DNIS Name is descriptive and optional; it can be used to remind you about the nature of the number
and routing. For example, you might give the 2529876 number the name “Tech Support.”

To delete an entry, select it in the DNIS number list, then click Delete.

Defining DNIS Routing

After adding an entry, you define it by first selecting it in the list. When you select an entry, its name and other
defined attributes, if any, appear in the fields of the tab. You can edit any of these attributes.

For each number, you can set routing for three distinct time periods defined in the Business Hours tab (see
“Setting Business Hours” on page 38):

* During Business Hours
* Qutside Business Hours

* Non Workdays

154 MaxCS Administration Manual



DNIS Routing

Within each of these three time slots, you have the following routing options for incoming calls:

Route to a particular extension selected in the list
Route to a particular auto attendant selected in the list

Route to the operator

Also, you can set additional routing attributes based on:

Holiday Profile — Routes incoming calls based on Holiday Profiles configured in the System Configuration
window (see “Routing Calls on Holidays” on page 40)

Business Hours Profile — Routes incoming calls based on Business Hours Profiles configured in the
System Configuration window (see “Setting Business Hours” on page 38). During Business Hours,
Outside Business Hours and Non Working Day are defined and selected by the Business Hours profile.

Enable Fax-over-IP — Lets you enable the FolP feature. (Note that FolP support is best effort and can be
dependent on the fax device make/model — MaxCS fax device configuration guides can be found in the
Altigen Knowledge Base)

Set Call Priority — Lets you assign a call priority from 1-9 to the selected DNIS number. The highest
priority is 1, the lowest priority is 9.

Set Call SKLR - For workgroup-directed calls. Lets you assign a skill level requirement from 1-9 to the
selected DNIS number. This setting tells the system to match the call to an agent’s skill level setting. (Set-
ting an agent’s skill level is explained in “Skill Based Routing” on page 256.)

Language Setting — Lets you specify that callers who dialed the selected number will hear prompts in the
language you set here. This field will have choices only if you added sets of prompts according to the
instructions in “Multilingual Configuration” on page 69.

FoIP In-Call Routing

For instructions on FolP In Call Routing, see Fax-over-IP Configuration.
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CHAPTER

Out Call Routing Configuration

There are two ways to initiate outbound dialing in an Altigen PBX:

Using the trunk access code. The trunk access code is easy to configure and use. However, it does not
have the capability to resolve complicated dialing situations.

Using the route access code. Using the route access code with the Out Call Routing table can resolve
the following complicated dialing situations:

Multiple 10-digit dialing area codes.
Both 10-digit and 11-digit dialing in the same area code.

Multiple carriers providing trunks for different purposes. For example, you may have a local carrier
provide trunks for local calls only and a long distance carrier provide trunks that can accept only long
distance dialing.

Block certain dialing patterns by creating an exceptions list.
Assist VoIP hop-off dialing to another system.
Assist T1/PRI tie trunk hop-off to other system.

Assist system Zoomerang and client application dialing, for example, MaxCommunicator and
MaxAgent. For example, dialing from MaxCommunicator will carry 11 digits and require the system to
remove a digit before making a call to the carrier if it is a 10-digit dialing area.

Divide trunks with the same characteristics into multiple routes and prioritize them when assigning
routes on the Default Routes tab or on the Dialing Pattern tab of the Out Call Routing Configuration
window.

When a user dials an outside number using the route access code, the system performs the following tasks:

Compares the dialed number with entries in the Dialing Pattern table. If there is a match, the system uses
the route assigned to the dialing pattern to make the outbound call. The route assigned to the special
dialing pattern may have a digit manipulation rule to add or remove digits from the dialed number.

If there is no match in the Dialing Pattern table, the system examines the digits to determine if the call is
a local, long distance, international, or emergency call. The routes defined in the Default Routes tab are
used to process the call.

Configuring Out Call Routing

To configure out call routing, select PBX > Out Call Routing Configuration.

Note:

If you are a Basic Admin user or a Supervisor user, some menu choices and options may not be
available for you. Only Full Admin user types will see all menu commands and options.
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The following configuration steps may help you configure out call routing correctly.

1.

8.

Before you configure Out Call Routing, make sure a route access code is configured in the System
Configuration window, Number Plan tab. If you have a problem changing a first-digit assignment in the
Number Plan tab to a route access code, you may need to set the Access Code in the Trunk
Configuration window for all trunks to None.

Create a route and assign trunks to the route. Typically, different types of trunks will be grouped to different
routes. For example, you may need to create a local route for local trunks, a long distance route for long
distance trunks, and a VolP route for IP trunks.

Assign routes as Default Routes so that regular 7-digit, 11-digit, international, and emergency calls will go
through.

Solve a complicated dialing situation by adding an entry into the Dialing Pattern table and assigning a
route to the specific dialing pattern.

If the dialing pattern requires adding or removing digits, you may need to edit the Digit Manipulation on
the Route Definition tab to solve the problem. Repeat steps 4 and 5 until all complicated dialing patterns
are entered and configured properly.

If a dialing pattern will use another system's trunk to hop-off, you may need to create a VolP or T1/PRl tie
trunk route and configure digit manipulation to indicate which system to hop-off to and how to tell another
system that this is a hop-off dialing by adding a trunk access code or route access code in the dialing
stream.

If you would like to block a specific dialing pattern, add the dialing pattern and check Disallow this dialing
pattern check box.

Fax trunk channels used for fax routing should not be added to Out Call Routing.

Warning! Make sure the default 911 route is configured to a route that can accept 911 calls (see Figure 113).

Failure to do so may cause failure of direct 911 dialing. If you do not want a user to call 911 directly
because of too many 911 dialing errors, you can leave the 911 route not configured. In this case,
you need to let all extension users know that they need to dial 9+911 to call emergency service. A
proper warning sticker on the phone to notify employees about 9+911 dialing would be a good
practice.

Some configuration examples are provided at the end of the chapter. Please use them as a reference to help
you configure your dialing pattern correctly.

About Route Definitions

A route definition consists of a route name and group of trunks, listed in the order that the system will use for
outgoing calls.
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Dut Call Routing Configuration [ %]

FRoute Definitian | Dialing F'atteml Default Houtesl

Index |F|0uteName

Configuring Out Call Routing

r— Digit Manipulation

Intemational
Local

IP

PRI

T1
Emergency
En Bloc

1
2
3
4
5
E

J [ 2
add | Deee |

Route Index |1

Route Mame Ilocal

Il I Inzert to Head j
Humber of Digits to Delete IU vl

Inzert Digits I

Il I Inzert to Head 'l
Humber of Digits to Delete ID jv

Inzert Digits I

Member Trunks Mot Member
| Location | Type | | Location | Typs | =]
030001 FAI 010000 H323Tie
030002 FFAI 010001 H3ZATie
030003 FFAI o | [om00z  HaRaTe
030004  FAI 010003 H3ZATie
030005 FFI 010004 HIZ3Te —
030006 PRI _f |ovooos HazaTee
030007 FFI o | oo e
030008 FAI 010007 H3ZATie
010008 H3ZATie
010008 H3ZATie
01000 H3ZATie
0100 H3ZATie
030080 SIPTie

Up | Downl

Figure 112. Out Call Routing Configuration, Route Definition tab

Route Parameter

Description

Route Index

For identification purposes only.

Route Name

Description of the route (maximum 30 characters).

Digit Manipulation

You can insert or delete digits from the dialed number. See configuration
samples to learn how to use digit manipulation in different situations.

Insert to Head: Insert a string of digits in front of the dialed number.

Delete from Head: Remove a string of digits from the beginning of the dialed
number.

Member Trunks

Displays the trunks assigned to the selected route. The order in which member
trunks are added determines the order in which the trunks are used by the
system when making an outbound call (the first trunk listed is used first, and
so forth).

Not Member

Displays all trunks that are not assigned to the selected route.

Creating /Deleting Routes
Click Add under the route definition list.

Type in a name and index number, and click OK.

3. To add trunks to the route, select trunks from the Not Member list and use the <~ | button to move

selected trunks to the Member Trunks list.

4. Use the Up and Down buttons to change the position of a trunk in the Member Trunks list. This is the

order in which trunks are accessed.
5. Click Apply.

To delete a route, select the route and click the Delete button.
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Setting Default Routes

You can set default routes for four types of outgoing calls: local, long distance, international, and
emergency.

Warning! It is important that you set up default routes right after routes are defined. Failing to do so will

cause outbound dialing failure.

Click the Default Routes tab in the Out Call Routing Configuration window to configure default routes.

[out collRouting configuration
Route Definitionl Dialing Pattern - Default Routes |
— Local Route — International Foute
1. o - 1. I 3 Long Distance T1 j
2| 1:Local Anaog =l 2 | N =l
3| N =l 3 | N =l
4 | N =l 4 | N =l
5| <N =l 5| <N =l For each type of call,
B | N 4| B | N = the system will use
trunks specified in the
“1” field, if available,
—Long Distance Route—————————————  ~ Emergency Call Route otherwise use trunks in
the “2” field, and so on.
1. | 3 Long Distance T1 = 1. | 1:Local Anaog =l
2 | N =l 2 | 2LlocalTt =l
3| N =l 3 | N =l
4 | N =l 4 | N =l
I T 4| I T 4|
B | ~na =l B | ~na =l

Figure 113. Out Call Routing Configuration, Default Routes tab

The above configuration means:

The system has a group of analog trunks and a T1 digital trunk from a local carrier that can accept local
and emergency calls.

The system has a T1 digital trunk from a long distance carrier that can only accept long distance calls.

The administrator segmented local trunks into two routes, "Local Analog" and "Local T1". A "Long
Distance T1" route is created for the T1 from the long distance carrier.

When a user makes a local call, the administrator wants the system to use local T1 trunks first. If local T1
trunks are busy, then the system uses local analog trunks.

When a user makes an emergency call, the administrator wants the system to dial out from local analog
trunks first. If local analog trunks are busy, the system uses the local T1 trunk.

About Dialing Patterns

If your system is using a route access code, most likely you have one of the following situations:

Your area may have multiple 10-digit dialing area codes.
Your area may have both 10-digit and 1+10 digit dialing in a same area code.
Your system needs to borrow another system's trunk to make an outbound call over an IP or tie trunk.

You would like to block a dialing pattern in addition to system restriction setting.
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Dialing patterns are exceptions. If you can, minimize the number of dialing pattern entries. Most companies
don’t need to create dialing patterns.

Creating/Deleting Dialing Patterns

to create a dialing pattern,

1.

Dut Call Routing Configuration [ %]

Fioute Definition  Didling Pattem | Default Houtesl

Click the Dialing Pattern tab on the Out Call Routing Configuration window.

Prefix | length |
214 10

[ Disallow this dialing pattern

r— Prefix and Digit Length

Prefix |214

Fattern length including prefix 10 =~
— Route Priority

T [ 2 Local Tt =l

Add Delete |

Figure 114. Out Call Routing Configuration, Dialing Pattern tab

2.
3.
4.

5.

Click the Add button.
Type in the prefix and pattern length, and click OK.

Assign routes to this prefix by selecting routes from the lists in the Route Priority section of the Dialing
Pattern tab.

If this is a restricted number or pattern, skip step 4 and check the Disallow this dialing pattern check box.

If you need to delete a dialing pattern, select the pattern you want to remove and click the Delete button.

Dialing Pattern Configuration Tips

3

If a dialing pattern has multiple routes assigned to it, the system will try to use the first route configured to
process the call that has this dialing pattern. If the first route is busy or not in service, the system will use
the second route, and so on.

If a dialing pattern requires the system to add or remove digits, a route with digit manipulation configuration
needs to be set up correctly. This means that you may need to have the same group of trunks belong to
different routes. Each route may have a different digit manipulation rule.

If you are using dialing pattern to restrict outgoing calls, you need to be aware of the following system
implementations:

* The system first checks to see if the number is blocked for this extension (a setting in the Extension
Configuration window, Restriction tab).
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is blocked by the system.

The system then checks the Diali
blocked, the system will dial the n

In other words, if extension and syste

Configuration Example

and 972 area codes are local 10-digit diali
or 1972 when dialing a local call.

Configuration Steps:

1. Create a route to include all the T1 ¢

The system then checks the System Configuration Call Restriction tab settings to see if this number

ng Pattern configuration, and if a specific number or pattern is not
umber through a proper route.

m call restrictions are not blocking a number or pattern, you can use
Out Call Routing to build restriction rules to block numbers or patterns.

— Solving 10-digit Dialing

Situation: Company ABC located in Dallas, area code 214, has one PRI circuit from the local carrier. Both 214
ng area codes. The carrier will reject the call if the system dials 1214

hannels.

Dut Call Routing Configuration

Route Defirtion | Dialing Paitern | Default Routes |
Digt Manipul

Index | Route Mama )
1 Local & Long Distance T1 | Izt 1o Head

Numbes af

(st Tl
[ |Imsert to Head 'I

Murmbies af

It Digita

tembes Tiunks

igits to Oelete

Mot Member

Location

00:002z2
(00:0023
(k0024
(00: 0025
00:0026
(00:0027
(00:0028
(00023
(0:0030
00:0031
(00:0032

A} Nn33
)

Up

1]

| 3

Add Delete I
Rowelndes [T
Route Mame  |ocal k Leng Distance T1

-

3

oaen

=
=]

Location _ryp_.il

2. Apply the route to Default Routes.
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Configuration Example — Solving 10-digit Dialing

Floute Definition | Disling Pattern  Diefault Routes |

~ Local Route ~ Intemational Route————————————
1. I 1: Local & Long Distance T1 j 1. I 1: Local & Long Distance T1 j
2 [ = 2 [ -nm =l
3 [ on =l 3 | Hm =l
4| ha = 4 [ ~n |
AT =l 5 | N =l
6 | ~h = 6 | ~h =l

 Long Digtance Route—————————  ~ Emergency Call Route
1. | TLocaltLongDistance T1 =] 1 o Diclance 11
2 | N =] 2 | N =
3 [ h = 3 [ h =
T =l T =l
5 | N = 5 | N =
B | N =] B | N =]

3. On the Dialing Pattern tab, add two dialing patterns: “1214” and “1972”, each with a pattern length of 11.

Add an entry E3 |@l Add an entry E

Prefix I1 214 Prefis |15?2
Pattern length including prefis - Pattern length including prefix -

ak. I Cancel | ak I Cahicel |

4. Define a route called “10-digit Dialing” and add all T1 channels to the route. In the “Digit Manipulation”
section, check the first box, select Delete from Head, and delete 1 digit:

Out Call Routing Configuration

Flouts Defirition | Dising Pattern | Defzult Routes |

Diget M anipulation
Index | Floutes Name
1 Locall.L_ngistmce T ¥ |Delete rom Head =
= A Dy Number of Digits to Delete _vi

!

5. Apply the “10-digit Dialing” route to dialing pattern 1214 and 1972:
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Out Call Routing Configuration

Fioute Definition ~ Dialing Pattern | Default Routes I

Prefix | length |
1214 11

I Digallow this dialing patten

— Prefix and Digit Length

Prefin  [1972
Pattem length including prefis [ 17 -
~Route Priarity

1. |2 10-digi Didling =
2| N =l
3 [ne 4|
4 [ |
5 [ =l
I =

Add Delete |

Resolving Dialing Delay: Non-USA/Canada Countries

When installing the Altigen system outside of North America, you may experience dialing delay when dialing
through E1/PRI trunks that are using en-bloc (buffering digits and sending all digits at once). The system dialing
logic may cause a 7-second inter-digit dialing delay for en-bloc trunks. To reduce the dialing delay, the
following configuration is recommended:

1. On the Number Plan tab in the System Configuration window, select a digit for route access.

2. Onthe Route Definition tab of the Out Call Routing Configuration window, add a route definition entry
for en-bloc and assign the member en-bloc trunk(s).
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Dut Call Routing Configuration
Route Definition | Dialing Pattemn | Default Houtesl
 Digit Manipulation
Index ‘ Fioute Mame
1 International u I Insert to Head j
2 Local -
3 urnber of Digits ts Delete [ vl
4 Irisert Digits
5
rllnsert to Head 'l
d MHumber of Digits to Delete o j'
Imzert Digits
Member Trunks Mot Member
Location Type Location Type A|
05:0001 FRI 15:0000 L5
05:0002 FRI 15:0001 LS
03:0003 FRI 19:0002 LS
05:0004 FRI 19:0003 LS
05:0005 PRI 19:0004 LS
05:0008 FRI 18:0005 LS
al | LI 05:0007 FRI P | 19:0006 LS
add | Delate | 05:0008 FRI 15:0007 LS
22:0000 PRI |
Route Index |7 ggggg; EE:
2200N3 FRI T
Foute Name IEn Eloc 4 I | LI 4 3

Up Down |

3. On the Dialing Pattern tab of the Out Call Routing Configuration window, add dialing pattern definition
entries for the following prefixes:

» prefix =0, length = 11

*  prefix =00, length = 14

e prefixes = 1-9, each length =7

In the Route Priority field, use the list to select the En-Bloc route definition (assigned in step 2).

The Dialing Pattern tab should look as follows:

Dut Call Routing Configuration

Foute Definition  Dialing Pattemn | Default Houlesl

™ Disallow this dialing pattem

Prefix and Digit Length

Prefix g

Pattern length including prefis I? 7 l

Prefix length L
] 1
oo 14
1 7
2 7
3 7
4 7
5 7
E 7
7 7
g 7
g 7

Floute Priority

2 | onsa =

o =l

With this configuration, the system will see that all digits have been collected and will send digits to the CO,
instead of waiting 7 seconds for the dialing to finish.
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CHAPTER

Extension Configuration

The Extension Configuration window provides for creating extensions and setting their attributes. To open the
Extension Configuration window, select PBX > Extension Configuration.

Note: If you are a Basic Admin user or a Supervisor user, some menu choices and options may not be
available for you. Only Full Admin user types will see all menu commands and options.

To set up an application extension, see Application Extension Configuration. To set up an IP extension, see
Setting Up IP Extensions. To set up a mobile extension, see Mobile Extension Configuration.

Extension Configuration -- 2890 *
Agent/Supervisar/Extension Restriction ] Answering ] One Number Access ] Monitor List ]
General Group Speed Dialing Mail Managemert Notification
Mumber | Tupe | |
1000 irtual Personal Information
gg;g Sirtua:[ﬁgent] First Name James Last Name Dean|
irtual
2089 IP[&gent) Password |77 Department
iggg l\fi'rtual Description DID Number
4300 IP[Agent] Language Default Language ¥ | Transmitted CID
430 IP[&gent) g
4302 IPl&gent] Feature Profile |0 - System ~| E311CID ]
4303 IP[&gent
4304 IPEAS::J ™ Enable Dial-By-Name ¥ Enable Intercom ™ Agent
iggg :Eﬁgen:} Unified Communications Call Recording Options
gen : = : =
4307 IP[Agent] I Enable Unified Communications License Assignment |C0ncurrent Session J
4308 IP(&gent) SIP URI: MNon-Workgroup call
4309 IPitsgent) : : Disable |
4310 IP[&gent) Buit ,—:l,
4311 IP[&gent) Line URI: =
4312 IPlAgent] ; Recording tone [ Disable |
413 IP[&gent) Tel:
4314 IP[&0ent) IP Extension
ig:‘lg :EEigenH s [¥ Enable IP Extension [+ Connect Media Stream to Server
=l -
4717 IF'[Agent] " Physical Extension IP Address Type Dynamic IP Address i
jg]g :g{igen:} O Nitusl Edension Logon IP Address e
genl )
4320 |Pi&gent] o Home Media Server ID 00 -
4321 IP[Agent] ™ Enable Polycom or 3rd Party SIP Device

4322 IP[&gent] Lt ’7
4323 IFlAgent] = 3rd Party SIP Registration Password

4324 IP[agent] = I” Enable Fallback to Mobile Extension
4795 IP[tgent) 199 Mobile Extension Channel |01:000 -
4326 IP[&gent) L I Enable Fax-Over-P
£ >
Q Q Phone Display
o e | Number Line: Caller Number -
Name Line (IP Phone):  |Caller Name -

Figure 115. Extension Configuration window
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There are three types of extensions:

Physical Extensions are associated with a physical port and device, usually a telephone set. This is what
most users think of as an extension.

Virtual Extensions are not associated with a physical port. Virtual extensions can be used as message
mailboxes and in telephone sharing environments. Users of a virtual extension can log in on any available
station to access physical extension features using Feature Codes.

IP Extensions are generally associated with an IP phone. The option is unavailable when the Enable IP
Extension option is not checked. When Enable IP Extension is checked, it will allow the IP phone to log
on as an IP extension.

About the Apply To Button

A change you make to an extension can often be applied to one or more other extensions by using the Apply
To button.

Clicking the Apply To button opens a list of all extensions to which the change can apply. Select the extensions
to which you want to apply the change (all are selected, by default). Use the Shift or Ctrl keys to select several
extensions.

The Apply To button is disabled unless a change you made can be applied to other extensions. When you
use the button to apply changes to multiple extensions, it works on only those changed attributes that can be
applied.

Setting up Extensions

Set up new extensions in the Extension Configuration window.
1.

Add New Extension [ %]

— Extenzion Mumber

Click the Add button below the Agent/Supervisor/Extension list.

Gateway |d IBoard |Ehanne| | Type | Slat I

™ Global extension

Fleaze enter a valid 4 digit long
humber

— Type
" Physical extension

& Vitual extension

Help | oK I Cancel

Figure 116. The Extension parameters

2.

Type in an Extension Number.

The number must begin with a number assigned to be used for extensions, and it must be the length
assigned to extensions, both of which are set on the Number Plan tab in the System Configuration win-
dow, as described in “Setting a System Number Plan” on page 34.

If you have a multi-site setup, with multiple MaxCS systems connected over IP, a VolP domain is created
in the Enterprise configuration. If you want to publish the extension to all MaxCS systems within the VolP
domain, check the Global Extension check box. “(Global)” will be displayed beside the extension’s type
in the Agent/Supervisor/Extension list. No configuration is needed on other MaxCS systems on behalf
of this extension.

These are the benefits of making an extension a Global extension in a multi-site installation:
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* A user from any system only has to dial the Global Extension number, and MaxCS will resolve the
routing through the VolP domain setting.

* Any user within the VolP domain can forward voice mail to this Global extension.

* The client applications MaxCommunicator and MaxAgent can see this Global extension number even
it is not an extension in the local system.

4. Select the Type of extension from the two options, Physical or Virtual. Unless this is an analog extension
and you know the Gateway ID, Board ID, or Channel number, creating a new extension as a virtual
extension is recommended. You can activate the extension from an analog or Altigen IP phone by using
#27+password to log in. The system will determine the Gateway ID, Board ID, channel number, or IP
address automatically.

5. Depending on the type of extension you're creating, take one of the following actions:
» If you're setting a virtual number, you're done. Click OK.

* If you're setting up a physical extension, select an available physical location—gateway, board and
channel for the line—then click OK.

The board ID and the channels (the ports) are displayed and available if they have not yet been
assigned to an extension. Use the Next and Prev buttons in the Location section to select a location.

After you create an extension, you can set basic attributes on the Extension Configuration General tab. These
attributes are discussed below.

Setting Personal Information

The top section of the General tab is for Personal Information:

Restiction | Answesing | One Number Access | Monitor List
Geedd |  Goup |  SpeedDising |  Mal Management |  Notfication
Personal Information
First Name Polycom Last Name 236

Password Department
Ermail Address [d‘m@amgeﬂ.com
UPN [pn@atigen.c ¥ Same as Emai Address

T T

¢ First Name and Last Name of the extension user, each with a maximum of 32 characters.

Note: Only alphanumerical characters (A-Z, a-z,1-9) are supported for extension/group first name and
last name. Symbols (such as “#”, “*”, “/”", “-") are blocked, so as not to conflict with Dial by Name
(#34) and other feature codes.

* Password for the extension user. The default is the system default password set on the Number Plan
tab in the System Configuration window.

A valid password must meet your password requirements and cannot be the same as its extension
number. Basic password patterns, such as repeated digits (1111), consecutive digits strings (1234), or
digits that match the extension (Ext. 101 using 1012, 9101, 10101, and so on) are not allowed. The letters
map to numbers as follows:

Numbers Letters Numbers Letters

2 A,B,C,a, b, c 6 M, N, O, m,n, 0

3 D,E,F,d,e,f 7 P,Q,R,Spq,rs
4 G,H,I,g,h,i 8 T,U V, tuv

5 JKLij kI 9 W, XY, Z,w, XY,z
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¢ Department — In an Enterprise VolP domain, departments can be defined and extensions can be as-
signed to a department by using Enterprise Manager. When this is done, the department is displayed here.

* Email Address — The email address of this user. If you export extension configuration settings and import
them to the Service Hub, this Email Address field is used for Presence and Meeting Synchronization and
Contact Integration with Exchange in MaxCommunicator Web.

* UPN - This field is the User Principal Name(UPN) of the AD user. If the user does not have an UPN name,

Email Address is recommended for this field.. If you export extension configuration settings and import
them to the Service Hub, this UPN field is used as the Service Hub login.

* DID Number — Each extension can be assigned a DID number. This number does not have a fixed length,
but the length must be long enough (range 2 - 16) for the system to match the DID incoming call.

If you configure a 10-digit DID number and inbound digital trunks only receive 4 digits, the last 4 digits of
the DID number configured will be matched.

* Transmitted CID — Each extension number can be assigned a caller ID number. When an outgoing call
is made by this extension through PRI or IP trunks, the caller ID number entered in this field will be
transmitted to the receiving caller.

When an extension user makes an outbound call through a PRI trunk, the system will transmit the Caller
ID based on the following rules:

* If the Transmitted CID is configured, the number will be sent.

» If the Transmitted CID is not configured, the DID number will be sent if it is a valid 10-digit number.

* If the DID number is not configured or not valid, the Area Code and Phone Number entered in the
Trunk Configuration window will be sent.

» If the Area Code and Phone Number are not configured in the Trunk Configuration window, the
System Main Number in the System Configuration window will be sent.

Note: These rules may be overridden by your PRI CID configuration or the SIP Trunk Profile you’re
using.
e E911 CID — A number entered in this field will be transmitted as the caller ID for 911 calls made by this

extension. See “Location-Based E911” on page 295 for instructions on setting up E911 Location IDs for
IP phones.

* Language — Sets the language the extension user will hear for voice mail and system prompts. If voice
mail and system phrases have been translated into other languages and properly added to the
C:\PostOffice\Phrases directory, the languages will be selectable from the Language list. (See
“Multilingual Configuration” on page 69 for information on adding translated prompts to the MaxCS
system).

* Feature Profile — Sets an extension feature profile that includes enabling or disabling of extension fea-
tures. The feature profile must first be configured by the administrator on the Feature Profiles tab of Sys-
tem Configuration.

* A feature profile assigned to an Altigen IP phone should have #26 enabled.

* Enable Dial-By-Name — Select this box to allow incoming callers to search the extension list by employee
name for this extension.

* Enable Intercom — Select this box to enable the intercom call feature for this extension. Pressing #93
allows the user to make an intercom call to another intercom-enabled extension.

Note: Intercom is available for extensions on Triton Analog Extension Boards and Altigen IP Phone
Extensions.

* Agent — Allows the extension to be added as a member of one or multiple hunt groups or workgroups.
“(Agent)” will be displayed in the extension’s Type field, next to the extension type.
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¢ Release SIP Tie-Link Trunk — This option has been added to support various AudioCodes devices. For
full AudioCodes configuration instructions, refer to the appropriate article for your AudioCodes model.
Third-party configuration guides are stored in the Altigen Knowledge base (https://know.altigen.com).

This option instructs the SIP Trunk provider to release both the inbound and the outbound legs of a trans-
ferred call once the transfer has been completed.

For a discussion of the options Enable SIP REFER and Enable Centrex Transfer, which are part of the
Release SIP Tie-Link Trunk feature, see the section SIP Server General Parameters.

Note: Not all PBX or services providers support SIP Refer or release link tie.

Unified Communications

You can specify whether this extension is enabled for Unified Communications (UC). Release 8.5 includes full
Presence synchronization with Altigen-hosted Skype for Business. Your organization must subscribe to the
Altigen-hosted Skype for Business service in the Altigen Cloud Portal to enable these features.

Refer to the separate document, MaxCS UC Deployment Guide, for implementation details.
To enable UC for this user,

1. Check the Enable Unified Communications option.

2. Enter the user’'s SIP URI and Line URI.

Unified Communications

¥ Enable Unified Communications
SIP URI:

| sip:admin@altigen.com

Line URI:

Tel: I +14085979000

Figure 117. Enable Unified Communications

To forward incoming extension calls to the user’s Skype for Business client, see “Enable Call Forwarding” on
page 188.

Call Recording Options

The system administrator can specify the following non-workgroup call recording options for an agent
extension.

Call Recording Option

License Aszignment IEoncurrent Session j
Mon*wforkgroup call

[Disable |
Fecord IU 3: out of 10 calls

Fecording tone I Disable j

Inzert tone before recording
Inzert repeating recording tone

Figure 118. Call Recording options

Warning! Listening in to or recording a conversation without the consent of one or both parties may be a vio-
lation of local, state, and federal privacy laws. It is the responsibility of the users of this feature to
assure they are in compliance with all applicable laws.

License Assignment

» Concurrent Session — When this extension is in recording state, a recording license is consumed;
otherwise, a recording license is not being consumed by this extension.
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Dedicated Seat — Assigns this extension a recording license for its exclusive use. The license is
consumed whether or not the extension is recording.

Recording Options for Non-Workgroup Calls

Disable — No recording of non-workgroup calls.

Auto record to central location — Records all non-workgroup calls, which are saved to a centralized lo-
cation (defined in System > Recording Configuration — see Configuring Call Recording on page 79);
this option requires either a shared Concurrent Recording Session license or a Dedicated Recording Seat
license to be available.

Record on demand to central location — Records non-workgroup calls on demand, which are saved to
a centralized location (defined in System > Recording Configuration — see Configuring Call Recording
on page 79); this option requires either a shared Concurrent Recording Session license or a Dedicated

Recording Seat license to be available.

Record on demand to extension VM — Records non-workgroup calls on demand, which are saved to

the extension’s voicemail box. No license is required for this option. If the recording file size is larger than
the mailbox size set for the extension, the recording file is discarded. The administrator should assign a
large enough mailbox size to this extension. (The mailbox size setting is on the Mail Management tab.)

Note: The recorded file will not be forwarded to e-mail as an attachment even if mail forwarding is
enabled to forward voice mail to e-mail.

Record X out of 10 calls — If recording to a central location, automatically records all incoming non-
workgroup calls at a specified interval for every 10 calls. Group calls are not recorded.

For example, if you set to record 4 out of 10 calls, the 1st-4th and 11th-14th, and so on, will be recorded.
The shaded calls will be recorded in the following example:

1 2 3 4 g 5] i a 9 1m | N 12 1 13 | 14 | 15

I ) IN [QUT)OUT) 1N T IM | OUT | QUT PRET I QLT IR OUT

Recording Tone

Disable — No tone is played during a recording.

Insert tone before recording — Plays one recording beep to alert the parties that the conversation is
being recorded.

Insert repeating recording tone — Plays a low-volume background beep every 15 seconds to alert the
parties that the conversation is being recorded. The tone is recorded together with the conversation. The
beep does not disrupt the conversation.

In MaxCS systems, the repeating tone is only available if one channels in use is SIP. With two TDM
channels, repeating tones will not be available.

Note:
* The recording session starts when the call enters the connected state and ends when hang up or flash is

pressed, or when the call is transferred.

* Except for license assignment, the recording setting in Extension Configuration only applies to non-

workgroup calls. The recording setting in Workgroup Configuration only applies to workgroup calls. To
allow an agent to record all calls (non-workgroup and workgroup), both recording settings must be
enabled.
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Physical Location and Type

You can change the extension’s type and location.

— Type
% Physical Extension
1 Virtual Extension

[P Extension

r~ Location

Logical Board 1D |3
Logical Channel 1T IU
Pres I MNext |

Line Properties |

Figure 119. Extension Location and Type options

* Type

The type of extension—physical or virtual—is set when you create the extension. After you create the
extension, the type is displayed in brackets in the Agent/Supervisor/Extension list on the left side of the
Extension Configuration window.

You can change a Virtual extension to a Physical one, and vice versa.

If you change the type to physical, you can also set the location and configure the line as discussed in
the “Setting the Line Properties” on page 173.

For information about IP extension configuration, see “Setting Up IP Extensions” on page 197.
* Location

» Assigning a location to a physical extension — When changing a virtual extension to a physical
extension, the Location parameters are available. If you know which board and channel this extension
is wired to, you can use the Prev and Next buttons to select the correct board and channel number for
this physical extension.

» Changing the location — To change the location of a physical extension, select the extension number
in the list of extensions, then click the Prev or Next buttons to change the board and channel settings
until the location you want is displayed. Like other changes, this change isn’t finalized until you click
Apply.

Setting the Line Properties

For a physical extension, you can configure hardware options on the port used for the extensions. To do so,
select the extension number in the list of extensions, then click the Line Properties button to open a dialog
box that is specific to the board used for the extension.

Triton Analog Station Line Properties

If you select a Triton Analog Station Board extension and click the Line Properties button, you'll see the Triton
Analog Station Line Properties dialog box.

You can also access this window by double-clicking a span in Channel Mapping List of the Triton Analog
Station Board configuration window.

MaxCS Administration Manual 173



Chapter 16: Extension Configuration

Analog Line{Triton12E-1@GW00, Span=0, Channel=0}

Caller ID Signal Farmat: |MDMF 'I
Message Waiting Signal Type: IFSK /SOMF 'I
IBS-?SD 'l

28

Flash Duration [mg]:

-

Ringing Frequency [Hz]:

— Caller ID Transmizssion Methods -

&' CID between 15t and 2nd ring

" DT-A5 + CID prior to ringing
[wal Tone Alerting Signal as CAS

r— Line Dizgconnect Signal

¥ Enable Loop Current Break

|
‘IDDD;I

Loop Current Break. Duration [mz]:

€ RP-&5 + CID prior to finging
Ring Pulze Alerting Signal as CAS

— Tranzmit to phone [dB Gain]
-3 -2 -1 1] 1 2 i

2y

— Receive from phone [dB Gain]
-3 -2 -1 1] 1 2 =)

b

Figure 120. Triton Analog Station Line Properties dialog box

Configure the following hardware extension-specific features:

Triton Analog Station
Line Parameter

Description

Caller ID Signal Format

Message format with which to send Caller ID information:
* None

* SDMF - Single Data Message Format for supporting and sending a single
data type, such as phone numbers.

*  MDMF — Multiple Data Message Format for supporting and sending
multiple data types, such as name and number information. (Default for
US/Canada installation.)

¢ DTMF - Dual Tone Multi-Frequency, composed of high and low
frequencies, for touch tone dialing.

Message Waiting Signal
Type

Type of Message Waiting indicator for the phone set:
* None

* FSK/SDMF - Frequency Shift Keying/Single Data Message Format
indicator.

¢ FSK/MDMF - Frequency Shift Keying/Multiple Data Message Format
indicator. (Default for US/Canada installation.)

Flash Duration

Specifies the Flash Duration time in milliseconds:
* 85-750 (default)

* 50-600

* 100-700
* 150-800
e 200-900
* 300-1000

Ringing Frequency (Hz)

Select the frequency in Hz that is necessary for the equipment attached to
this line: 28 (default) or 20.

Line Disconnect Signal

The loop current break desired for answering supervision. Range 600-1000
ms (1000 ms is default).
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Triton Analog Station
Line Parameter Description

Specifies how Caller ID will be detected:

* CID between 1st and 2nd ring — Caller ID is received between first and

second ring. (Most common in US/Canada)
Caller ID Transmission

Methods * DT-AS+CID prior to ringing — Dual Tone Alerting Signal Caller ID is

received prior to ringing.

* RP-AS+CID prior to ringing — Ring Pulse Alerting Signal Caller ID is
received prior to ringing.

. Range -3 ~ +3 db
Receive from phone (dB . ) , . .
Gain) You can decrease or increase the extension phone's talk volume with this

setting. Default is 0 dB.
Range -3 ~ +3db
You can decrease or increase the extension phone's receiving volume with

this setting. The volume will be lower or higher for the extension user. Default
is 0 dB.

Transmit to phone (dB Gain)

IP Extension Configuration

See Setting Up IP Extensions for information on configuring this section of the Extension Configuration
General tab.

Phone Display Options

For analog and Altigen IP phones, the administrator can select what information is to be displayed.

Phone Displag

MNumber Line: I Caller Mumber hd I
Mame Ling [IP Phone]: IEaIIer M ame 'I

Figure 121. Phone Display options

Depending on the number of display lines on the LCD, the phone can be set up to show two lines of specific
caller information on the display.

In the Phone Display field, use the Number Line and Name Line lists to select the caller information to
display:

* Caller Number

* Caller Name

* DNIS Number

* DNIS Name

* AA Data (Display)

* User Data (Display)

Note: For most phones, the number line can only display a number. If the Number Line is set to Caller
Name, DNIS Name, User Data or AA Data, the phone may display “Unknown” on the number line.

IP 600, IP 705, and IP 805 Phone Display Notes

For the IP 600, IP 705, and IP 805 models, the Name Line displays caller information under the following
conditions:

* If Name Line is set to Caller Name, it will display caller name. If there is no name information, the number
will be displayed.
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* If Name Line is set to Caller Number, it will display the caller number. If there is no number information,
“Unknown” will be displayed.

» If Name Line is set to DNIS Name, it will display DNIS name. If there is no name information, the DNIS
number will be displayed.

* If Name Line is set to DNIS Number, it will display the DNIS number. If there is no number information,
“Unknown” will be displayed.

Configuring Group Options for an Extension

In the Extension Configuration window, Group tab, you can see the groups to which an extension is assigned,
and you can change those assignments. Hunt groups are created in the Huntgroup Configuration window (see
“Establishing Hunt Group Membership” on page 228). Workgroups are created in the Workgroup Configuration
window (see “Establishing Workgroup Membership” on page 254). Group members are assigned in those
configuration windows, as well.

Once a group is established, use the Extension Configuration window, Group tab, to configure hunt group and
workgroup options for an individual agent extension, such as how much wrap-up time to allow that individual
agent after a workgroup call.

You can assign an extension to and remove an extension from a group in the Extension Configuration window
too. To assign an extension to a workgroup, the extension must be designated as an Agent extension. This is
done on the General tab of Extension Configuration (check the Agent check box). A hunt group member does
not have to be designated as an Agent.

To configure group options for an individual extension,

1. Select the extension number from the Agent/Supervisor/Extension list in the Extension Configuration
window. The extension number and type appear in the title bar of the window.

2. Click the Group tab. You see a list of groups the extension is a member of and a list of groups the exten-
sion is not a member of. If the extension is an agent, both workgroups and hunt groups are shown. If the
extension is not an agent, only hunt groups are shown.

Extension Configuration — 154 : Physical(Agent}

A S e Rieshiction | Answering | One Number Access | Moritor List |

—— ——— General Group | SpeedDising | MaiManagement | Netfieation
100 Physicallh Fion. 040 Member of Nt member of

1312 lE{ﬁgz::}{ ﬁf 1;3 Numbet | Type [ Status | Name [t | T THame =]
103 IPiGlobal]  Car. 1707 120 Workgoup Sahsfaclu
104 Physicalh.. Jim. 150 It wokgoup Wokgo
105 Physicali.. ViD.. 000 olkgioup  eng tes

108 Phisma\%ﬁ Gan.. 000 <-Add 128 Workgioup  eng test

107 Physicali.. den. 010 129 PagingGr.. engippa
108 Physicali.. Alls. 010 Femave | 130 Hurtgoup  Departme
103 Vitual test 145 PagngGr. Trainingz
110 Physical Sale.. 040 7o Workgioup  Sales M5
111 Physica  Gib. 010 171 Wokgoup  Supporth
113 Witusldge. Test 21 Pagnafr.  jimmy test
123 WituslGlo VOl 230 Hunlgoup  Depatmew
141 Vitual De 4 0| ‘ v

153 Witual As. W i aikariug e Up T [0 Hutires [§ <secands

154 Physicallh.. Tam.. 010

157 Physicd  Gib. D0 Inter CallDelay [0 = Seconds

158 Physical Elle. a1:0
153 Physical Acc.. 051

161 Phocdls. FhE. 070 Fickup Call From workgroup Quee
163 Vitual &1
B e o T Allow pickup callfrom workgroup queus

172 Physicallt..  T5 150

181 Wirtual FRiol, Log Outbound Call to Workgroup

19 Vitualhge..  Mik

155 Yitualdge..  Bill IN/A j
196 IPiAgent] i 175

7 {Plhgert  Men | _'L| ¥ llow agent to change

4 »

Add Del

Figure 122. Extension Configuration window, Group tab
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Adding or Removing Group Assignments

You can assign an extension to a hunt group in the Huntgroup Configuration window and to a workgroup in the
Workgroup Configuration window. Conversely, you can assign a hunt group or a workgroup to an extension in
the Extension Configuration window.

To assign a group to the selected physical or virtual extension,
1. On the Group tab, click the group number in the Not Member list.
2. Click the Add button to move it to the Member list.

Note: If a hunt group or workgroup is configured to Ring All Available Members, the maximum number
of members is 20. See “Setting Call Handling Options” on page 234 for details.

To remove a group assigned to a physical or virtual extension,
1. Click the group number in the Member list.
2. Click the Remove button. The group moves to the Not Member list.

Note: You can use Shift+click and Ctrl+click to select more than one group.

Setting Wrap-up Time

You can set the Wrap-up Time for the selected physical agent extension. This option doesn’t appear for a vir-
tual extension or a non-agent extension. Wrap-up time is a system delay between the time an agent finishes
a workgroup call and the time the next workgroup call is routed to the extension. It gives the agent time to finish
up with notes, prepare for the next call, log out of the group, or click the “Not Ready” button in MaxAgent. You
can set a wrap-up time of up to 29 minutes, 59 seconds. Note that agents will still get direct calls during wrap-
up time.

To set the extension wrap-up time,
1. Check the Allow Workgroup Wrap Up Time check box.

2. Using the lists, select the minutes and seconds for the delay. Be sure to set at least enough time (for
example, 5 seconds) to allow an agent to click the “Not Ready” button in MaxAgent after putting the caller
on hold and going onhook.

Setting Inter Call Delay

This configuration applies only to calls waiting in queue. The Inter Call Delay can create a time delay before
the next workgroup call in queue rings the extension after the extension finishes one of the following activities:

* Makes an internal or outbound call
* Receives a direct inbound call

* Accesses voice mail

* Parks a call

* Transfers a call

It is possible that an agent may execute one of the above activities during the wrap-up period after finishing a
workgroup call. The following rules govern which delay timer will take effect:

» If Wrap-up time is still active, the Inter call delay will be ignored.

» If Wrap-up time is expired when one of the above activities is completed, the Inter Call Delay will be
applied. The system will not pass a workgroup call to an agent until Inter Call Delay is expired.

To set the extension Inter Call Delay time,
1. Check the Inter Call Delay check box.

2. Using the lists, select the seconds for the delay.
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Picking Up a Call from the Workgroup Queue

Check Allow pickup call from workgroup queue to allow a MaxAgent user to pick up a call from the
workgroup the agent belongs to. The agent needs to be in the log-in state to be able to pick up a call from the
queue.

Logging Outbound Workgroup Calls

You can assign an agent to an outgoing workgroup, which is useful for call detail reporting and workgroup sta-
tistics. All calls made by the agent while logged into the workgroup will be tracked as calls from the workgroup.
The agent’s outgoing workgroup can be assigned to any workgroup of which he is a member.

To set an agent’s outgoing workgroup,

In the Log Outbound Call to Workgroup field, use the list to choose a workgroup from among the workgroups
the agent belongs to. If the Allow agent to change check box is selected, the agent can change the outgoing
workgroup from the phone set by using feature code #53 or from MaxAgent.

When a user is first assigned to a workgroup, it is set as their default outgoing workgroup and remains so no
matter how many workgroups the user is subsequently assigned to. If an agent is unassigned from their out-
going workgroup, the outgoing workgroup is automatically set to N/A.

Setting up Station Speed Dialing
For each extension, you can set up to 20 station speed dial numbers. The numbers available are from 00-19,
and are entered by the user following the extension speed dial access code, #77.

To work with Speed Dialing settings, click the Speed Dialing tab, then select the extension you want to set
speed dialing for.

Extension Configuration -- 302 : {Agent)

- Agent/Supervisor/E stension Restriction I Answeting | One Mumber Access I Manitar List I

I General I Group Speed Dialing | Mail b anagement I Motification

Mum... | Type | Mame
100 Physicalifge...  Glasgow ...

L
;

101 Physical PediaSa. | ID | Name | Huber | _aw |
‘
E _ Dok |

102 FPhysicalige...  Kelly Pina
104 Physicalifge...  Yictor Shih

123 Witualldgent]  Jorge Go... Edit

125 Virtual ! |
2m Physicalidge... SuzanC.. [
202 Physicalidge... JonZhang [

Delete

222 Wirtual TwoTwo..

a3m IPlagent)iGl..  JuanDo.. [

a0z IP[Agent)(Gl..  Maria Al [

555 Wirtual

4] | ©
Add Del

Apply Tia.. | QK | Cancel Lpply Help

Figure 123. Extension Configuration, Speed Dialing tab

Editing Speed Dial Entries

To add or edit an entry,

1. Double-click the Station Speed ID nhumber you want to work with, or select the number and click Edit. Or
click Add to add an entry.
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10 Joo |

Mame:

IAItiGen Communications
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‘when entering speed dial numbers, pleaze include
all neceszary digits [such az trunk access code, long
distance prefix and area code] that you would dial
when manually dialing the number, e.g.
914155551212,

.

Figure 124. Speed Dial details

Cancel |

Setting Mailbox Options

2. Select the ID number using the arrow, type in a name for the Speed Dial entry, then the full number as
you would dial it, with a maximum of 20 digits per entry. For example, the phone number 914085551212

comprises 9 (trunk access code), 1 (long distance prefix), followed by 408 (area code), and finally the

seven digit telephone number.

Valid digits include 0 through 9, #, *, and (,) comma. The comma represents a one-second pause.

Setting Mailbox Options

The Mail Management settings define how voice messages are handled for an extension: whether the mailbox
is information only or is full-featured, how messages are announced and processed, and how much capacity

is allotted to message storage.

To work with mailbox settings, select the extension number you want to work with from the Agent/Supervisor/

Extension list, then click the Mail Management tab.

Extension Configuration -- 1239: (Agent) X
Agent/Supervisor/E stension Restriction ] Answering ] One Number Access | Monitor List 1
i [ Name [Dep: General I Group I Speed Dialing Mail Management I Notification 1
1230 I” Information Only Mailbox [~ Disable Mailbox
1231
1234 trigger bif Exchange Voice Mail Integration
== lseds[g E:e’StZ [¥ Assign Exchange Integration License E-mail Address |dcaninton@qua.com
E] il Daniel C...
1240 IPlAgeni].. blah blah AL T
124 Wirtual(Gl... E-smail Name | buildman .qua.com ™ Retrieve Voice Mail By Email Client
1242 Witualld...  Chinesel
1243 Vitualid..  English ..
1244 Vitual  AFoward el biwerdng Ot
1245 Vitual WhFanw... i ;
ete Messages After Forward
1345 yitual [ Enable Mail Forwarding |De|=t Messages After Forward J
1285 Mirtual DutsideF |
Message Playback Options Press "0 option
W' Announce Message Sender before Playback Forward the call when caller press 0 while
[ Announce Time Stamp before Playback listening to extension greeting
I¥ Confimm Callback Number Exrwmiito ’m
™ Enable Distinctive Call Waiting Tone
™ Play the Newest Voice Message First | J ‘
Capacity
Max Number of Messages 100 =
Mailbax Size Bl =1 MB
Max Message Length 5 3: min
Retention Length of Messages El: dayls)
< >
Retention Length of Saved Messages 60 = dayls)
Add Del
Figure 125. Extension Configuration, Mail Management tab
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Setting an Information-Only Mailbox

You can check the Information Only Mailbox check box to set virtual or physical extension mailboxes to In-
formation Only, then click Apply to to set one or more extension mailboxes.

An Information Only mailbox allows callers to listen to customized recorded announcements. To repeat the an-
nouncement, callers are instructed to press the # key. This mailbox does not take messages from the caller.

Disabling a Mailbox

When you disable a mailbox, a special greeting is played to announce that this mailbox is not accepting new
messages.

Assign Exchange Integration License

Check this check box if the selected extension is to be integrated with Microsoft Exchange, and enter the email
address.

SMTP/POP3 Setting

* Email Name - the user’s e-mail name without the @domain. The default e-mail name is ext[extension
number], that is, the letters “ext” followed by the extension number. For example, the default e-mail name
for extension 2497 would be ext2497.

* Retrieve Voice Mail by Email Client — selected, this sends voice mail to the user’s e-mail as an
attachment.

Mail Forwarding Options

* Enable Mail Forwarding — selected, the user’s e-mail will be forwarded to the e-mail address you specify
in the Forward Email Address box. The address should be a full address, including the domain (for
example, jsmith@thecompany.com).

If you enable mail forwarding, you also specify what you want done with the original messages after they
have been forwarded. In the drop down list you can choose to:

— Delete Messages after Forward (if you enable this option and a voicemail forward fails, you
will get an SNMP trap and the failed voicemail will be forwarded to the extension)

— Keep the Messages as New

— Keep Messages as Saved

Setting Message Playback Options

You can use the following check boxes to turn on or off options for listening to playback of recorded messages.
These options apply to both new messages and saved messages, and they can be applied to multiple
extensions using Apply to.

Message Playback

Parameter Description

Announce Message Selected, the user hears the type of the message sender (internal or outside)
Sender Before Playback | before listening to recorded messages.

Announce Time Stamp Selected, the user hears the timestamp (time and date) of each message before
Before Playback playback.

Confirm Callback Selected, the system reads back the caller’'s number and asks the caller to
Number confirm.
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Message Playback
Parameter

Description

Enable Distinctive Call
Waiting Tone

Selected, the extension user will hear a "beep" tone when there is a call waiting in
the extension's queue.

Play the Newest Voice
Message First

Selected, new voicemail will be retrieved first. When not selected, the system will
play voicemail based on first-in-first- out (FIFO).

Press Zero Option

This option allows a caller to press “0” while listening to this extension’s greeting. Use the list to select one of

the following forwarding destinations for the call: Voice Mail, AA, Extension, Group, Operator (default),

Outside Number, Application Extension, or Line Park. When the caller presses “0”, the call will forward to

the specified destination.

Setting Mailbox Capacities

You can set various mailbox capacities with the following options.

Voice Mad Capacty
Message Retention Duration |507ﬂ
[T Mew [ Heard [~ Saved Messages
Max Number of Messages  [100 =
Maibax Size e  H
Max Message Langth |"5—_I_;J

Woice Mal Access Option

Press 1 cption

Forward the call when caller press
while kstening to group gresting

dayisl

Forwardto  |Operator o |

ME | _| |

min

[ Enable agents to access voice maibox of worigroup

Voicemail Capacity
Parameter

Description

Message Retention
Duration

Set how long (in days) new, heard and/or saved voicemail messages are
retained. The default duration is 60 days.

By default, only the Saved Messages option is selected.

Any message type that is not selected will have no duration limit.

Notes:

* Agents will hear notifications that old voicemail messages will be deleted
when they log into their voicemail account using # # on their phones.

* Agents will not hear these notifications when they select a message in
MaxAgent and click Play Message.

Max Number of Messages

Maximum number of voicemail messages stored in the user’s mailbox. The
range is 1-999, with a default of 100.

This setting works In conjunction with the Mailbox Size setting.

When your voicemail mailbox capacity is reached, the voicemail system will
announce “Your mailbox is full” and no further messages will be accepted until
you delete enough messages to fall back below your set capacity.

Mailbox Size

Maximum size of voicemail mailbox, in MBs. The range is 1-500 MB, with a
default of 50.

This setting works In conjunction with the Max Number of Messages setting.
When your voicemail mailbox capacity is reached, the voicemail system will
announce “Your mailbox is full” and no further messages will be accepted until
you delete enough messages to fall back below your set capacity.

Max Message Length

Maximum length of voice messages, in minutes. The range is 1-30 minutes,
with a default of 5 minutes.

These options can be applied to multiple extensions using Apply to.
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Setting Message Notification Options
The Notification tab of Extension Configuration provides for setting notification options on new incoming e-
mail as well as voice messages.

To work with notification settings, select the extension number from the Agent/Supervisor/Extension list,
then click the Notification tab.

Exrtension Configuration -- 100 : Physical{Agent)

- Agent/Supervisor/E stension Restriction I Ainzwering I One Mumber Access I b onitar List |
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IFjagent]... N .
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103 IP(Global)  Ca.. 1700 ' Urgent Voice Messages Only I~ when unusual call activity has been detected
104 Phyzicall...  Jim... 2300 " AllVoice Messages
108 Physicall... %i.. 0000,
107 Physicall..  Je..  01:00. r~ Matification or Feminder Message by Calling a
108 Fhysical[...  Ali 01:00.
109 \irtual [y " Phone " Pager % Estension  ( Custom App IAny | 100
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1 1; \P;!"E'n'S‘Ta" Erlll 01:00. enter the number in the edit box (2.0, 14155551 212").
ntual 0.
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Figure 126. Extension Configuration, Notification tab

Individual users can also configure Message Notification within the Altigen client applications
MaxCommunicator and MaxAgent.

Note: You can use Apply to to apply notification settings to one, some, or all extensions. See “About the
Apply To Button” on page 168 for more information on using Apply to.

Setting the Message Types for Notification

Select the types of messages for which the extension user is notified:

* None — No notification. Selecting this option does not prevent the user from getting message waiting
indicators or stutter dial tone when new messages are received.

* Urgent Voice Messages Only
* All Voice Messages
The system will perform notification under the following conditions:
* Extension's message notification is set to Urgent Voice Messages Only.
» Extension's notification Schedule is set to Non-Business Hours.
» Voice mail received during business hours is marked urgent.
* Extension user does not check the urgent message.

The system will start notification as soon as it enters non-business hours.
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Note: Message notification can also be set in MaxCommunicator and MaxAgent, and the settings are
reflected in MaxAdministrator.

Emergency Notification

When any extension dials an emergency number, the system can make calls to specified extensions, groups,
or outside numbers. To configure this option, select the extension/group/outside number, and check the When
Emergency Number Has Been Dialed check box.

Emergency-number calls are logged to SecurityAlert.txt (see “Where Security Alerts Are Logged” on page
184.)

Unusual VM Activity Notification

When certain unusual activity is detected from an extension’s voice mail, the system can notify a designated
extension. This option is intended to help detect if a hacker has obtained control of and is making calls from
an extension’s voice mail. To alert an extension (usually the administrator) when either of the following abnor-
mal activities are happening, select the extension and check the option When unusual call activity has been
detected:

*  When calls made from voice mail are unusually long (by default, more than 120 minutes)

* When the number of calls made from voice mail is unusually high (by default, more than 20 calls in one
voice mail session)

When the designated extension is notified, the system will play “Unusual call activity has been detected from
Extension xxx. More than yy calls have been made from the extension's voice mail. Please verify with the ex-
tension user.” Or “Unusual call activity has been detected from Extension xxx. The extension made more than
a yyy-minute call from the extension's voice mail. Please verify with the extension user.” The security notifica-
tion will be made only once within a call.

Setting Parameters for Unusual VM Activity

To change the parameters for the number of calls or length of a call, you must add the following strings and
values to the Windows registry:

e SecurityConnectionDuration (value range is from 1-1440 minutes [24 hours]). When the setting is out of
range, the default of 120 minutes will be used.

» SecurityNumberOfCalls (value range is from 1-100 calls). When the setting is out of range, the default of
20 calls will be used.

Adding security values to the registry

To add one or both of the above security values to the Windows registry:

Choose Run from the Windows Start menu, type regedit, and click OK.

Go to HKEY_LOCAL_MACHINE\SOFTWARE\Altigen Communications, Inc.\AltiWare\lnitinfo.

On the right side of the Registry window, right-click and choose New > DWORD Value.

Type one of the security strings listed above, then double-click the entry.

Choose Decimal as the Base option.

Type the value you want (see the allowed range listed above) in the Value data text box, and click OK.

The value you enter appears in parentheses in the Data column.

© N o o ks~ DN =

For the values you entered in the registry to take effect, from the MaxAdministrator menu, choose
Diagnostic > Trace. The Trace Filter dialog box opens. Click the Minute Task button in the dialog box.
Alternatively, you could restart the system for the values to take effect.
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Where Security Alerts Are Logged

Security alerts are logged to ..\AltiServ\Log\SecurityAlert.txt. The log includes date, time, extension number,
pad number, and the alert reason. Emergency calls are also logged to this file. Following are some examples:

2007-02-04 08:30:25 Extension 212 made more than 20 calls from voicemail(1:2)
2007-02-04 16:00:50 Extension 395 made more than a 120-minute call from voicemail(0:6).
2007-02-18 09:05:32 Extension 395(2:3) made an emergency call-###.

Note: A SecurityAlert.txt file does not appear in the ..AltiServ\Log folder until a security alert event has
created it.

Setting the Type of Notification

There are four options for sending the notification or reminder message: Phone, Pager, Extension or Custom
Application.

« Extension — To use the Extension option, select the Extension radio button, then type the extension
number into the text box.

* Phone/Pager — For the Phone and Pager options, first specify the trunk or route access code using the
list next to the Phone radio button. The Any option means to locate any available trunk. Then type in the
number with all relevant dialing prefixes other than the trunk code, using a maximum of 63 digits.

* Custom App — When used in conjunction with a third-party notification application, the Custom App
feature enables an extension to connect to an application that can receive the notification event; use the
list to choose the log-on extension to which the third-party application is connected. Contact your local
Altigen Partner for more information on using this feature.

Note: The Reminder Call will not work with this selection.
Note also the following considerations:

* Forthe Pager option, the system calls the specified pager number and then dials the system main number
(as set in System Configuration, General tab), which is then displayed on the user’s pager.

For the operator-assisted paging function, the operator phone number and the pager number must be
entered in the <phone number>*<pager number> format. For example, if the phone number to call the
pager operator is 7654321 and the pager number to page the user is 12345678, the notification outcall
number that needs to be entered is 7654321*12345678. When the pager operator answers the Message
Notification call, MaxCS announces the pager number and the System Main Number (as configured on
the General tab of System Configuration), which will be displayed on the user’s pager. The operator is
also given the option to repeat these numbers by pressing ‘#.

Outcall to Cellular or PCS Phone Numbers

When an outcall is made by the system (for One Number Access, Message Notification, Zoomerang, Call For-
warding, and so on) to a cellular or PCS phone, it may ring the phone once but not necessarily present the call
and make a connection. This will happen if the ringback tone played by the cellular service provider does not
conform to standard ringback tones. To work around this problem, append a few commas (,) to the outcall (cel-
lular) number when entering it. Each comma provides a one second pause.

Setting Notification Timing

When noatification is configured to an outside phone number, the system will announce, "This is the outcall
notification message for..." after call connection. However, there are situations when the system may not be
able to receive an answer supervision signal from the carrier. If the system plays the announcement phrase
before the notification call is answered, the phrase will be cut off. The following two options can be configured
based on answer supervision capability:
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* Seconds after Dialing — If the carrier of the outside phone number cannot provide an answer supervision
signal, check this option and set a delay time. (Default 5 seconds, maximum 30 seconds.)

Note: If the delay is set too long, the notified party will hear silence before the announcement is played.

* Seconds after Answered — This field is set to 0 seconds and it is not configurable for notification to a
phone number. It means the system will play the announcement immediately after answer supervision is
received.

When notification is configured to a pager, the system will transmit DTMF digits as the return phone number
(the System Main Number as set in the System Configuration General tab) after call connection. However,
there are situations when the system may not be able to receive an answer supervision signal from the pager
system. If the system sends digits before the call is connected, some digits will be cut off. The following two

options can be configured based on answer supervision capability:

* Seconds after Dialing — If the pager carrier cannot provide an answer supervision signal, check this
option and set a delay time. (Default 5 seconds, maximum 30 seconds.)

* Seconds after Answered - If the answer supervision signal is provided by the carrier, check this option
and set the delay timer to 2 to 5 seconds. In some cases, the pager carrier cannot detect DTMF right after
the call connection. (Default is 10 seconds, maximum is 30.)

Note: You may need to try a different delay setting to make sure the user return number is transmitted
properly after configuration.

Setting Notification Business Hours

You can choose one of three options for when the extension user is to be notified of new messages:

* Non-Business Hours — Notify only during non-business hours. Business hours are set in System
Configuration, Business Hours tab (see “Setting Business Hours” on page 38).

* From/To — Notify during a specified time of day. Select the hours in the From and To time scroll boxes.

* Any Time — Notify at all times (every day).

Enabling Message Notification

After configuring your message notification settings, to enable message notification, check the Allow
Extension User to Configure Forwarding, Notification and Reminder Call to an Outside Number check
box on the Restriction tab of Extension Configuration.

Configuring Calling Restrictions

To work with extension call restrictions, select the extension number you want to work with from the Agent/
Supervisor/Extension list, then click the Restriction tab.

Note: You can use Apply to to apply call restriction settings to one, some, or all extensions. See “About the
Apply To Button” on page 168 for more information on using Apply to.
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Figure 127. Extension Configuration, Restriction tab

Setting Call Restriction Options

You can use one of the following options in setting restrictions on an extension or on multiple extensions using
Apply to.

¢ No Restrictions on Outcalls
* Internal Calls Only — extension-to-extension.

¢ Internal, Local, and Unrestricted Area Codes — Allow extension to call internal, local, and area codes
defined in the Unrestricted Area Codes in the Call Restriction tab of the System Configuration window.

* Allow Internal/Local/Unrestricted, and Defined Prefixes — In addition to the above privilege, allow the
extension to call prefixes you specify in the Prefixes Allowed boxes. Include all relevant prefix numbers
(for example, if appropriate, you would include 1+area code before the number). This configuration will not
override System Prohibited Prefixes set in System Configuration.

* All Calls Allowed Except the Defined Prefixes — In addition to System Prohibited Prefixes, you can
block this extension from dialing the numbers defined in the Prefixes Disallowed boxes.

Setting Other Call Restrictions

Other call restriction rules can deny or allow the following:

Other Call Restriction

¥ &llow Calls to be Transferred or Conferenced to an Outside Mumber

v &llows Extenzion User to Configure Forwarding, Motification and Feminder Call ko an Outside Mumber
v Allow Outgide Caller to Make or Retun Calls from within ' System

[~ Allow Outside Caller to Make or Forward International Calls from within '#h System
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¢ Allow Calls to be Transferred or Conferenced to an Outside Number — when checked, the internal
extension user can log into voice mail, make a call to a second party, then transfer or conference to a third
party.

» Allow Extension User to Configure Forwarding, Notification, and Reminder Call to an Outside
Number — This setting regulates extension call forwarding, voice mail notification, and reminder call con-

figuration. If this setting is not checked, you will see a warning message pop up when trying to set up for-
warding to an outside number. International calls are not allowed if the fourth option is not checked.

* Allow Outside Caller to Make or Return Calls from within VM System — when checked, an outside
caller can dial into the system, log in to the extension’s voice mail, and make or return calls from the voice
mail (Zoomerang feature). International calls are not allowed if the fourth option is not checked.

* Allow Outside Caller to Make or Forward International Calls from within VM system — This setting
regulates making international calls from voice mail and forwarding to an international number. You need
to check the second and third options to be able to check this configuration.

Caution! Allowing any of these options may increase the potential for toll fraud. Make sure the password is
properly configured to prevent an intruder from using this voice mail box to make an outbound call.
Altigen recommends that you leave the fourth option unchecked for all extensions at all times.

Account Codes

These settings determine how callers use any account codes you have established when making outgoing
trunk calls.

Account Code

[v¥ Enable Forced Account Code for 'm‘
¥ Overide Allowed (Outbound (Outbound Call |
v Account Code Validation Eund o -
™ For Long Distance Call Only {Outbound Calls Only)

™ Block Account Code Display

Figure 128. Account Code options
For information on creating account/code associations, see “Creating Account Codes” on page 46.
* Enable Forced Account Code — Forces the user to enter an account code. You can specify whether
account codes are required for inbound calls, outbound calls, or both.
* Override Allowed — Prompts the user to enter an account code, or the user can press # to bypass the
account code.
* Account Code Validation — Forces the user to enter a valid account code.

* For Long Distance Call Only — The system determines if an outgoing call starts with a long distance
or international prefix. If it does, the call will require an account code.

* Block Account Code Display — The account code table will not be displayed when the user tries to tag
the account from MaxCommunicator and MaxAgent. This prevents the user from seeing account codes
they do not need to see.

Setting Answering Options

Answering options include forwarding, handling busy calls, handling no-answers and other options. Which
options are available depends on the type of extension. Virtual and physical extensions each use somewhat
different answering options.

You can use Apply to to apply answering settings to one, some, or all extensions. See “About the Apply To
Button” on page 168 for more information on using Apply to. However, since the available options vary with
the type of extension, you can only apply the choices to the same type of extension.
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For example, If you are working with the settings for a virtual extension, you can use Apply to to apply changes
to one, some, or all virtual extensions, but not to physical extensions.

To work with extension answering options, select the extension number from the Agent/Supervisor/
Extension list, then click the Answering tab.
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Figure 129. Extension Configuration, Answering tab

Forwarding All Calls

Call Forwarding is available to all types of extensions.

This is the Call Forwarding feature that is also accessible by the extension user by dialing #36.

One Hop Limit to Call Forwarding for a Transferred Call

There is a one hop limit to call forwarding when the call that is being passed is a transferred call. For example,
extension 100 receives a transferred call and forwards this call to extension 101; extension 101 is set to for-
ward all calls to extension 102; extension 102 receives the call but CANNOT forward this call to another ex-
tension.

10-Hop Limit to Call Forwarding for Direct Calls

For direct calls, there is a “10-hop” limit to call forwarding. For example, extension 100 forwards to extension
101, 101 forwards to 102, 102 forwards to 103, and so on, through extension 120. A call to extension 100 will
be forwarded to 101, which will forward to 102, which will forward to 103, and so on, until the call has been
forwarded 10 times. At this point, the call will not be forwarded again; if the last extension in the forwarding
chain does not answer, the call is sent to extension 100’s voice mail.

If there is a loop condition in the forwarding chain (for example, 100 forwards to 101, 101 to 102, and 102 back
to 100), the call is sent to the first destination’s voice mail.

Enable Call Forwarding

To enable call forwarding, check the Enable Call Forward to check box, then, using the list, indicate the
forwarding destination. You can use Apply to to act on multiple extensions, with the restrictions discussed in
the previous section. The forwarding options are as follows:

* To Voice Mail

* To AA — Select the auto attendant number to use in the list under the option.
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¢ To an Extension — Select an extension from the list.
* To a Group — Select a group from the list.
* To the Operator

¢ To an Outside Number — This option is available if it is allowed in the Other Call Restrictions option in
the Restriction tab, as discussed in “Setting Other Call Restrictions” on page 186. Also, see “Outcall to
Cellular or PCS Phone Numbers” on page 184.

If you choose Outside Number, select a trunk or route access code to use in the small list on the left, and
type in the full prefix and phone number.

* To an App Ext — When used in conjunction with an SDK-based application.

* To Line Park — If configured, select a Line Park group (configured in “Line Park Configuration” on page
245) from the list.

* To Free Format — This option is available only to virtual extensions. See the section “Free Format
Forwarding” on page 189.

* ToPaging Trunk — This option is available only to virtual extensions. To use this option, you have to select
a paging trunk in Trunk Configuration.

* To UC Client — Forwards incoming calls to the user’'s Skype for Business client. It is important to
understand the ramifications of this option. There are two call integration options. Before you set
forwarding to the UC client, review the details and instructions in the MaxCS UC Deployment Guide.

Note: Forwarding calls to a pager is possible but not recommended since callers will only hear what is
heard when calling a pager and will not know to enter a return phone number unless instructed.

Free Format Forwarding

You can configure an extension to send out additional DTMF digits to an extension, hunt group/workgroup,
or out-side number after the call is forwarded to an outside line.

MaxCS supports forwarding for SIP Trunk and SIP extensions.

There are various uses for this virtual-forwarding feature. For example, you can configure an extension to
forward fax calls to the first available fax hunt group. Another example would be to forward calls to a
FaxFinder extension. You can embed several commas to add a delay before MaxCS releases the Centrex
line to complete a call transfer.

Free format is supported on SIP trunks, PRI trunks, T1 trunks, analog trunks, SIP extensions, and analog
extensions. Using an IP extension, APC extension, or Paging Group as a forward target is not supported.
Forwarding over IP and E1 trunks is not supported.

You can embed commas to insert a delay; each comma inserts a one-second delay. For a trunk call, the
wait time starts right after the digits are dialed (even while the target phone is ringing). For an extension
call, the wait time starts after connecting to the extension (it does not start when ringing begins).

Example: Forwarding to a FaxFinder Extension

Suppose that you want an extension to forward incoming calls to a FaxFinder extension 2002 which is
behind an AudioCodes MP202 or MP118 device. This configuration is illustrated in the following figure.
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Fonward &ll Callz

¥ Enable Fonsard ta IF;EE Format |

| =] 2002213

Figure 130. Example of call forwarding with a 3-second delay and DTMF digits to send

The string in the figure above indicates that the call should be forwarded to extension 2002 (for FaxFinder).
The next three commas each insert a one-second delay, for a total delay of three seconds. The last three
digits indicate to send DTMF digits 213.

After the DTMF digits are received, FaxFinder will use "213" as the destination number to receive the Fax.

Example: Forwarding to an Outside Number

Suppose you have a virtual extension 2001 and you want to set call forwarding to an outside number
"4085979000" through the SIP trunk.

Fonward &ll Callz

¥ Enable Fonsard ta IF;EE Format |

[ =] [s14085375000.......213

Figure 131. Example of call forwarding to a specific extension at an external phone number

The string in the figure above indicates to forward the call to that outside phone number (our example is
Altigen's corporate number) and then wait for 8 seconds (this is the 8 commas). After that delay, three
more DTMF digits will be sent out through the SIP trunk. The result is that the call will be sent to extension
213.

Format Guidelines

* Each comma inserts a one-second delay after the call is forwarded. We recommend that you use at
least five commas (for five seconds). Longer call setup time may require additional commas. However,
too many commas will impact the cut through time.

* You can enter up to 40 digits.
* You can include the digits 0-9, *, #, and ",".

Configure Forwarding

To configure this forwarding,

1. Select PBX > Extension Configuration.

2. Select the extension and switch to the Answering tab.
3. Check Enable Forward to and set it to Free Format.
4

Enter the appropriate string in the next field.
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General I Group | Speed Dialing
Fiestriction Anzwering
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Figure 132. Example of call forwarding to an outside phone number with a long delay

Do Not Disturb

Enable Do Not Disturb — Check this option to send all calls for the selected extension(s) to the extension’s
voice mail. This feature is also accessible by the user at the user’s station by dialing #33. Note that this over-
rides any One Number Access settings for the extension. Polycom phone users can press the DND button if
their extension has an Advanced Features license.

Handling Busy Calls

You have several options for handling calls while the extension is busy, and again, the options vary depending
on the extension type. If you do not enable busy call handling, the caller simply hears a busy signal.

To enable the options, check the Enable Busy Call Handling check box, then select from the following
options:

* Forward to Extension — Select an extension number in the drop-down list. See “10-Hop Limit to Call
Forwarding for Direct Calls” on page 188.

* Forward to Voice Mail

* Place Caller in Queue — Places caller in the extension’s personal queue. This option is available only if
Multiple Call Waiting or Live Call Handling is turned on.

¢ Forward to AA — Select the auto attendant number to use in the list under the option.

* Forward to Line Park — Use the list to select a Line Park group to route the call. (See “Line Park
Configuration” on page 245.)

Setting Call Waiting Options
Call waiting options are available only if the Enable Busy Call Handling check box has been checked.

* Enable Single Call Waiting — Sets up single call waiting. This feature gives an alert tone (audio beep) to
indicate that a call is waiting. This feature must be enabled in order to conference incoming calls.

» Enable Multiple Call Waiting — Enables a “personal queue” of multiple calls waiting. This allows the user
to transfer or park the current call before picking up the next call in queue.

* Enable Live Call Handling — This feature is mainly for the system operator. It allows callers to stay in the
personal queue while the extension user is checking voice mail or operating other features. The caller will
hear a ring back tone while in queue. The call will be shown as "ringing" on AltiConsole.

Note: On a Polycom phone, the incoming call will follow the extension’s RNA handling rules instead of
showing as “ringing.”
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Handling Unanswered Calls

The No Answer Call Handling function provides options for handling calls when no one answers the
extension within a specified number of rings.

Except for Enabling One Number Access, these options are not available to virtual extensions.

To enable these options, check the Enable No Answer Handling check box.

Use the Number of Rings Before Handling scroll box to select a number between 2 and 20 for the times the
telephone rings before the call is handled by the system.

Select one of the following options for no answer call handling:

* Forward to Extension — Select an extension number in the drop-down list. See “10-Hop Limit to Call
Forwarding for Direct Calls” on page 188.

* Forward to Voice Mail
¢ Forward to AA — Select the auto attendant number to use in the list under the option.

* Forward to Line Park — Use the list to select a Line Park group to route the call to. (See “Line Park
Configuration” on page 245.)

Configuring One Number Access

One Number Access (ONA) gives the caller an option to find the extension user when the extension is ring no
answer. Caller still has the option to leave a voice mail if the system is unable to find the extension user.

Note: Options on the tab are disabled unless One Number Access has been enabled as a No Answer option
on the Answering tab of the Extension Configuration window.

—MoAnswer Call Handling———————————
V¥ Enable No Answer Handiing

" Fonward to I‘ID‘I Gilbert Hu 'l

& Fonward o Yoice Mail

7 Fonward bo A, I‘I 'l
" Forward to Line Park ISystem 'l

Figure 133. Enable One Number Access option on the Answering tab
This check box option is available to all extension types, but with qualifications:
» ltis available to physical extensions only when the Forward to Voice Mail option is selected.
» Itis not available when Forward to AA, Forward to Extension, or Forward to Line Park is selected.

Also, if the Enable Do Not Disturb option is selected in the Answering tab, the call is forwarded to voice mail
regardless of ONA settings.

To configure ONA, select the extension number from the Agent/Supervisor/Extension list, then click the One
Number Access tab.
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302 IPfAgent). Marsdlv. 041 =
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™ From: [1z00aM =] Te: [12008M~ | | |
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Figure 134. Extension Configuration, One Number Access tab

One Number Access Options

In the One Number Access tab, use the list to select an option for One Number Access:
* Disabled
* Enabled at any time
* Enabled during business hours only
* Enabled during non-business hours
* Enabled based on schedule

If you select this last option, Enabled based on schedule, you can then select and set up to four different time
periods using the From and To time lists.

After choosing any of the enabling options, you set the Verify Caller ID and Forwarding choices, and these
are discussed below.

Note: You can also enable and set up One Number Access remotely through MaxCommunicator.

Disabling One Number Access

You can disable ONA for the extension by selecting the Disable option. Selecting Disable on this tab does not
destroy the data you might have entered. For example, if you entered a group of Caller IDs to use to identify
the caller, these will be available if you enable one number access at a future time.

Enable Call Screening

When the Enable Call Screening option is checked, callers accessing One Number Access will be prompted
to record a name in order to continue the ONA process. The recorded name is played after the callee (ONA
target) answers the call and optionally enters a correct password. The callee will then hear the caller's name
and can decide whether or not to accept the call.
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Setting Caller ID Verification

You can check the Verify Caller ID based on the following check box and then type in up to 10 phone
numbers in the text boxes. Whenever the system detects a call from one of the numbers entered here during
the selected schedule, the system searches for you by dialing the numbers configured in the Forwarding
Number fields.

Caution! If ONA is enabled and no numbers are entered for Caller ID Verification, ONA is available to all
callers.

Caller ID verification entries should be complete phone numbers.

Using a Password Verification

You can also enter a random “password” number such as “56555” so that any caller who knows this password
can use ONA to find you, regardless of where they are calling from. Once you've set this up, you need to
instruct the caller to dial 1 during your personal greeting, then enter the “password” to use ONA.

Specifying Forwarding Numbers

The Forwarding Numbers are used by the system to find the user when ONA is active. You can set up to four
different numbers. When ONA is active, the system dials the forwarding number(s) in the order they are
displayed on the One Number Access tab. The Forwarding Number order does not correspond to the
Schedule order.

You can forward to another extension, or to an outside number. You can use an outside number only if the
extension is set to allow for Transferred/Conferenced/Forwarded calls on the an Extension Configuration
Restriction tab under Other Call Restrictions.

When you use the outside number option, select a trunk or route access code in the list and type in the phone
number as it would be dialed after keying the access code.

Check the Check Password option to force users to enter their extension password when a call is forwarded
to them via ONA. This ensures that only the owner of the extension can answer the call.

You can set the ONA ring duration from 5 to 45 seconds using the Ring for ... seconds list. Default value is
20 seconds. The system will ring the ONA target within the specified time limit. If the ONA call is not answered
within the ring duration, the system will terminate the ONA call. This option will prevent a cell phone voice mail
from answering the ONA call and recording the ONA announcement phrase into the cell phone voice mail box.

Setting Up Monitor Lists

The Monitor List tab provides for setting up lists of extensions for which call processing events can be moni-
tored by the extension user. Once a monitor list is established, the application logging into the extension can
receive call events for the monitored extensions. The monitor list is available in the MaxCommunicator and
MaxAgent Monitor windows, AltiConsole, and in Line Monitoring events in Altigen SDK.

Warning! Listening in to or recording a conversation without the consent of one or both parties may be a vio-
lation of local, state, and federal privacy laws. It is the responsibility of the users of this feature to
assure they are in compliance with all applicable laws.

Restrictions and Defaults

* Monitoring is effective for physical and virtual extensions; physical and virtual extensions have monitoring
rights, and can be monitored. If you place a physical or virtual extension in a Monitor List, that extension
will show in the client application’s Monitor window.
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* If you add an extension (1001, for example) that belongs to Workgroup A to the Monitor List for a member
of Workgroup B, the Workgroup B member will only be able to pick up personal calls to 1001, not
workgroup calls.

* In MaxSupervisor, the user can monitor only the workgroup(s) he or she logs in to, regardless of the
monitoring rights assigned to his or her extension in MaxAdministrator.

Configuring a Monitor List

To set up a monitor list, select the extension number to receive the monitoring rights from the Agent/
Supervisor/Extension list, then click the Monitor List tab.

Extension Configuration -- 100 : ¥irtual
- Agent/Sup Extensian Gereral | Gioup SpeedDising | MaiMansgement | Nofieaton |
e T — e Restiction | Answeiing | e Number Accass Monitor List
00 Vitual EngAlph
00 Renow E:tge’—:‘;ls Member List Eennenbenlis
10 Remote  GibetHu | Number [ Name Number | Name -]
02 Remote  JinminYao b 00 Engélpha Desk 2m LeoLiu
103 Remote Carolyn 202 Monique TsueilFien
104 Remote Jimmirtra.. b 203 Monique AEst(Ren
105 Fiemote WiDuong & 204 Monique [Pextensio
107 Wirtual Jennifers. 205 lan M:En\jE[HemUI\J
lg; E:x: JA?:;:.T;J 206 Eepur ShahRemoate
W Aewie £ o et
110 Wirtual SalesOrd, 210 TechSupport Ogabi
1M Remote  GibertIP 3z James Coucoulas
12 VituslGl.  Training R , [ |21 Matt
emove -

13 Remote irnrsiny. 217 Scott LeelRemote)
14 Vitusl dirarin © BE James Peng2
114 Remote irnrain 220 TechSupport Gapne
15 Remote  Jeremish et | 220 PalycomlP Gapnor
116 Remote  Tamka Tz Thanh Quy Nouper
e s 2 i

224 John Fraciscolfiem:
122 Remote  TestEa 25 Yan Zhang(Remole To block the
123 Remote  VOIPDe. E Ee Peter Lu
124 Vitusl workaro 7 ole: i

a
130 Vitusl MikTest 1 28 S extension from
12 Vitusl MikTest 2 723 Foland Wy i
T2 Aemsis  Diew5 = Rolant _'j seeing caller
140 Remote  TestEXT N I | u d
la3 Demote  JoddC I Trunk Woriter Ensble names an
Emnote Account.
153 Remote  Accoutin % Black Callsr Name and Number <l numbers
155 Virtusl[Gl.. 3T Dema ’
157 Remote  Gibert & _ILI check this box
4 »
Add Del

Figure 135. Extension Configuration, Monitor List tab

To block the extension from seeing any Caller Name and Number details on the Monitor tab of MaxAgent and
MaxCommunicator, check the Block Caller Name and Number box.

To add members to the list,

1. From the Monitor Available list, select the extensions to add to the extension user's MaxCommunicator
Change Monitor window.

2. Click Add to move the extensions to the Monitor List.
To remove members,
1. Select the extensions in the Monitor List and click Remove.

Check the Trunk Monitor Enable check box to allow monitoring of the AltiLink Plus trunk events at the
selected extension.

Click the Default button to return the settings to the default — the extension can monitor its own calls.

About Viewing Remote Extension Activity

In order for agents in MaxAgent and MaxCommunicator to see the activity for remote extensions on the
Directory tab, those agents must add the remote extensions to their Monitoring lists.

If they do not add the remote extensions to their Monitoring list, they will still see the remote extensions, but
they will not see any activity for them.
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CHAPTER

Setting Up IP Extensions

IP phones communicate with the system using SIP protocol to establish the signaling channel and media
channel (the voice steam, using RTP protocol). With SIP implementation, the system establishes a signaling

channel to an IP phone when the IP phone is in use.

- — = Signaling Channel

.— Media Channel

Figure 136. Concept of signaling and media channels

The media channel (voice stream) is connected between two IP phones under normal operation. There are
some special situations that require you to configure the IP phone to connect its voice stream to the server.
Please see “Setting an IP Extension” on page 201 for information.
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e Signaling Channel =— = « Signaling Channel =—
1

Media Channel

- Signaling —-
I

—
SSSae
e

— o o -

Figure 137. Signaling and media channel between two IP phones

Signaling Channels

A SIP signaling channel communicates between the system and the IP phone to perform call control, including

call setup, tear down, registration, and phone feature access.

The signaling channel implementation consists of the following elements:
» SIP Virtual Board — Establishes a logical board ID relationship with other types of physical boards in the

system (displayed on Board View window as SIPSP board).

B Boards =] B3
—

| Logic... | Board Type Physical ID
o] 1] HMCP 1]

o] 1 MobileExtSP )

@ 2 SIPSP | o

» SIP Signaling Channel — Creates SIP signaling channels for IP Extensions (access through SIPSP

board, Channel Group configuration).

SIP signaling Channel Configuration | x|

SIP Extenzion Channels

Current Configured Channels IEEI

Change Mumber of SIP Extenzion Channels to

o
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* SIP Extension Channel — Establishes a logical channel relationship with other analog and MobileExt
ports (displayed on the SIPSP board configuration, Channel Mapping List).

Board Configuration

— Board Info

Board Logical [0 |2 Board Mame  [SIPSP-
— Channel b apping List

Logical Channel | Type | Phwzical... | -

] SIP Extenzion 0O

1 SIP Extenzion 1 i

2 SIP Extenzion 2

3 SIP Extenzion 3

4 SIP Extenzion 4

a SIP Extenzion &

B SIP Extenzion B

v SIP Extenzion ¥

a SIP Extenzion 8

9 SIP Extenzion 9

10 SIP Extenzion 10

1 SIP Extenzion 11

12 SIP Extension 12 hd|
Fezet Channel |

Board Configuration Fezet Board |

* SIP Extension Channel Activation — Associates an extension with a SIP Extension channel when IP
phones register to the system (displayed in the Extension View window).

jl Extension ¥iew !EI E
Rexet

Extenzion I Hame I Location I Status

Q@ 100 Eng... 00: 0004 idle

2 110 Sale... 00: 0006 idle

Q@ 120 MkT... 02:0058(10.10.1.22) idle

Q 132 MkT... 02:0001(10.10.1.24) idle

Media Channels

A media channel is an RTP channel that connects system-to-phone, or phone-to-phone, system-to-system to
carry the digitized voice stream. The codec resource on the VolP board will be allocated dynamically based on
connection types. If both end devices are IP phones, the media channel can be connected from IP phone to
IP phone using the IP phone’s codec, except when the following is true:

* SIP trunk is used

* Codecs at two end devices are mismatched

* Extension has Agent setting checked

* Voice recording is enabled at the IP extension
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¢ A NAT router exists between MaxCS and remote IP phone
» SIP supports a direct connection of the voice stream between IP phones.
The media channel implementation consists of the following elements:

* Configure Codec Profile — Creating a profile for each codec type, jitter buffer, packet length, DTMF tone
delivery, and ring back tone treatment (SIP Early Media).

¥ Enterprise Manager (Codec) [_ (O] x]

%;’ > { 24 A m
_& % ¥ ll E ~ L’J L L P
Servers | Codec Department Help About
Silence Suppression

) Enable 6.711/G.723 Silence Suppression
5.729 Silence Suppression © ©.729 AB with silence suppression (®) 6.729 Awithout silence suppression

G

Codec Profile Table Profile Setting
Name e ‘
Default
G711 Only
G728 Prefer Selected Codec Avallable Codec
Polycom
Vonage 6.723.1 :vmu G.711 Mu-Law
audiotodes G729 G711 ArLaw
bandwidth Cremove» ) (672
sip.us Codec: —_—
T w )
Down )
(aavanced )
Video Codec: : Enable H264 Codec
OTWF Delivery Default -
P
SIP Early Megia (_Disable -
SIF Transport  (_YOP -

* Assign Codec to Device — Configuring codec profile to a single IP address or a range of IP addresses.
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£ Enterprise Manager (Servers) [_[O[x]
— 3
® 5B B e L
. dFa P N K] | Aea
Logout Sererg | Codec Uger Department Global LCR Help Ahout
Domain Mame: Informatian | 1P Hetworks | IP Dialing Table | IP Codec | Number Plan
O 2 = Inter Gateway Codee (G711 -
IP Dévice Range
Global Server Location From To Codec
182.168.0.0 192,168 255,266 G [
- Name | Waster | Statug 1721600 172.31.255.255 a1 [
—m tele_all.YES Active: 10.0.00 10.255.255.255 (FER]
al T
P N Y
7 J
“ .Y 's ™ s ™
P - L Madd __Edt ) ._Remove )
4 J
= ™ © . Y
L Launch Admin J i

*  Monitor Codec Usage — Viewing codec usage status.

r: MaxAdministrator - [Current Resource Statistics]

Refresh Interwal
G.711 only resources G.711 f G722 f G.723 { G.729 Resources Video Resource

1 Active Active Active Active Active Act
Total G711 Total G711 G.722 G723 5.729 Available Tatal vid
o0 200 3 50 ] 1 [l 2 a7 2 [}
Gateway ID | IP Resource | Codecs Capability | Active Codec | Used by Connect ta_| Packels Sentf... | Bytes Sent/Recw | Network Pack...|  JB Packet loss | Total Packet I...
@ 00 00:00:00 Combo - - - = = - - 3
@ 00 00:00:01 Combo - - - = o - - d
o 00 00:00:02 Combo - - - = o - - d
o 00 00:00:03 Combo - - - = o - - d
@ 00 00:00:04 Combo - - - = o - - d

4| |

Setting an IP Extension

To make an extension an IP extension:

1. In the Extension Configuration General tab, select the extension from the list at the left and check the
Enable IP Extension check box.

Note: If you are a Basic Admin user or a Supervisor user, some menu choices and options may not be
available for you. Only Full Admin user types will see all menu commands and options.

2. Select the address type.
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IP Extension

I¥ Enable IP Extension [v Connect Media Stream to Server
IP Address Type Dynamic P Address -
Logon IP Address 0 30 0 . 28
Home Media Server ID oo -

[v¥ Enable Polycom or 3rd Party SIP Device

[ Enable Fallback to Mabile Extension
Mobile Extension Channel |01-:000 -
™ Enable Fax-Over-IP

Figure 138. IP Extension options

* Dynamic IP Address — The system will associate the IP address to the extension when the IP phone
registers automatically, or when the user logs on using #27+Enter from the Altigen IP phone. This is
the recommended setting.

* |P Address Type — Static or Dynamic. Enter the IP address for each IP extension. This setting is
recommended only when connecting to third-party SIP devices such as a Multi-Tech MVP VolP
gateway with FXS ports support. (Refer to the MultiTech Gateway Application Note on the Altigen web
site.)

3. Configure the rest of the IP Extension panel:

* Connect Media Stream to Server — The IP phone will always connect the media channel to the server
when this box is checked. This box is checked by the system in the following situations:

— The non-workgroup call recording option is checked for this extension.
— This IP extension is a workgroup agent and the workgroup recording is checked.

— You allow a workgroup supervisor to barge-in, listen to, coach, or record this agent's
conversation.

* Home Media Server ID — This configuration is meaningful for a gateway Softswitch system. When
multiple chassis are configured to be a single system, you need to assign IP extensions to the
configuration’s Home Media Server to be able to use its resources for activities such as the following:

— Access voice mail

— Initiate a conference call

— Record a conversation

— Barge in, listen, and coach by workgroup supervisor
Guidelines:

— If the Softswitch and HMCP Media Server are in the same server, the default ID “00” will be
the Home Media Server ID. No change is required.

— If the HMCP Media Server and Softswitch server are separated, you need to assign IP
extensions to the HMCP Media Server ID.

— If you have two or more HMCP Media Servers, you need to assign each IP extension to one
of them, based on resource usage.

» Enable Polycom or 3rd Party SIP Device - If the extension is a Polycom phone or another SIP
device, check this box. You must have a license for each 3rd party SIP device.

* 3rd Party SIP Registration Password — Polycom phones and other standard SIP 3rd-party IP phones
require a SIP Registration password to register the phone to the MaxCS server. The password should
be the same as the password that is configured in the Polycom IP phone configuration file. This
password is used only for phone registration purposes.

Note: For Polycom phones, several password fields in earlier releases of MaxCS have been
consolidated; refer to the MaxCS Polycom Configuration Guide for details.
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* Enable Fallback to Mobile Extension — When this option is checked, and the IP phone loses its
network connection, it will automatically fall back to a Mobile Extension. The mobile extension channel
must be specified from the list. This feature is only available for an IP Extension with a dynamic IP
address.

Note: Polycom phones support the fallback feature.

Losing network connection can happen in the following cases:

The user presses #26 to log out from the Altigen IP phone

The server loses connectivity to the IP phone
— The IP Extension's channel is taken over by another extension
— The user exits from an IP Talk session
Users may need to re-register when a phone falls back to a Mobile extension.

Once associated with a fallback mobile extension, when the network connectivity is restored, the
fallback mobile extension stays active, and the user must re-register the phone (#27) to reconnect to
the server. For Polycom phones, #17 can be used to re-register the phone.

* Enable Fax-Over-IP — Enables the FolP capability for this extension. Refer to Fax-over-IP
Configuration.

Setting VoIP Codec for IP Extension

The system has a pre-configured IP range and codec settings to assist IP phone deployment.

In Enterprise Manager, click the Codec button. In the Codec list, three codec profiles are pre-configured:
* G.711 Mu-Law
« G.729
» G.7231

In Enterprise Manager, click Servers > IP Codecs tab. Three local IP address ranges are pre-configured to
use the G.711 codec profile:

* 192.168.0.0 ~ 192.168.255.255
* 10.0.0.0 ~ 10.255.255.255
* 172.16.0.0 ~ 172.31.255.255

When an IP phone registers to an IP extension, the system will check the IP address to determine which codec
to use for the IP phone.

Also see HMCP Codec Preference on page 113 for a discussion of the Codec Preference feature.

For Local IP Phone Deployment

If your local IP address is not in the pre-configured range, you need to add the local IP address range into the
IP Codec setting. Otherwise the system will use the Default (Prefer G.723.1 support G.729) setting for your IP
extensions.

For Remote IP Phone Deployment

If you do not enter the remote IP phone's IP address into the IP Codec table, the system will use the Default
(Prefer G.723.1 support G.729) setting. You can change the Default to Prefer G.729 support G.723.1, if
desired.

To set up the VoIP codec and define IP address ranges, see Setting VolP Codec Profiles on page 315 and
Assigning Codec Profiles to IP Addresses on page 321.
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Setting Fax-Over-IP for an IP Extension

MaxCSsupports T.38 Pass-through on systems using Altigen SIP trunks.

T.38 is a standard protocol for real-time fax transmission over IP networks. T.38 Pass-through relays two T.38
sessions between the SIP trunk and MaxCS and MaxCS gateway.

» T.38 pass-through is supported only on Softswitch and MaxCS Cloud
* T.38 pass-through is supported only on systems using Altigen SIP trunks

For FolP configuration instructions, see Fax-over-IP Configuration.
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IP Phone Configuration

This chapter discusses both Altigen IP phones and Polycom IP phones. For instructions on configuring
Polycom IP phones, refer to the MaxCS Polycom Configuration Guide.

The system administrator can control and program the following areas for each type of Altigen IP phone (some
settings apply to Polycom phones as well; refer to each specific section for details):

* Specify the server IP address that the IP phone needs to register
* Protect the IP phone configuration with a password

* Prevent the user from changing the configuration from the IP phone
* Configure the Trunk Access (Route Access) code

* Configure the time zone and time format

* Specify the TFTP server for firmware updates

* Force the IP phone to reset and download new firmware

» Set SIP transport settings for SIP security

* Enable SIP telephony service for a selected third-party SIP device
* Configure programmable keys

* Allow the IP phone to receive workgroup real time status

* Allow the phone to auto-discover the server’s IP address

Environments with both Polycom and Altigen IP Phones

If your environment includes both Polycom IP phones and Altigen IP phones, be aware that while Polycom
phones support the G.722 codec, Altigen IP phone models IP-705, IP-710, and IP-720 models do not support
that codec. (Altigen's IP-805 model does support G.722.)

Remote sites running Polycom and Altigen IP phones can coexist even with only one public IP address, as
long as you configure one codec profile with the following settings:

e DTMF must be set to RFC 2833.

* You must configure a list of codecs that include at least one of the following: G.711, G.723 or G.729. You
cannot configure G.722 as the only codec. You can include G.722 in the list, as long as you have at least
one of those other codecs in the list as well.
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Configuring the Altigen IP Phone

Note:

You will need to upgrade the firmware on the Altigen IP phones to the latest release, so that the
phones will work with MaxCS.

To configure the Altigen IP phone, select PBX > Altigen IP Phone Configuration.

This opens the IP Phone Configuration window, where, after setting up an IP extension, you can set

parameters for the extension.

IP Phone Configuration

This panel applies
only to Altigen IP
phones

This panel applies to both
Altigen and Polycom IP

phones

Number | Status | T General | 1P 805 | 1PX10/720| 1P 705 | IP 600 | Pobcom |
250 ACTIVE VX500
251 ACTVE  SP331 [ AliGen IP Phone- [ Genesal-
252 ACTIVE SPESO 1~ General Info TFTP Inf
253 ACTIVE VX400 S : Fimware:  [5.22.0501
254 ACTIVE Vs 1500 Abisery: .0 0 1] Server: . |
255 INACTIVE 0.0.0.0 T
256 INACTIVE Password: | s Lipbest
260 INACTIVE —
270 ACTNVE  dPaty I~ Enable Protection onMenu | | I~ Reset P Phone ofiset [0000 =
I~ Enable Protection on ES11 I BoolD Fommat: |03 00PM-12H -
- Default Trunk Access Code . ~ 3d Party SIP Device- :
[ = [ Enable SIP Telephony Service
| ¥ Enable Polycom Advanced Festues
D Network Setti : -
lo;bug I~ Ensblelog ¢ o -SIP Transport
I D Dot Time TOS/DSCR(Hex}: |00 I™ PesistentTLS I SRTP
Password: | I Enable VLAN — NAT Setting- :
: N NAT Status: ~[Disable
Trace Level: I: vI Line Port VLAN: |2
0 NAT Address: [1040.0.730
P I—.. — 0 0T 0 PC Port VLAN: I ot K EEom i_
Apoly T | Copy From I SaveaMHebootFo!&:mthmel IT' Cancel Help
Figure 139. IP Phone Configuration General tab

The left side of the IP Phone Configuration window displays all the IP phone extensions that have been set
up in the system. The status "Inactive" means the Enable IP Extension box is checked for this extension in
the Extension Configuration window, but there is no IP phone logged in to the extension. The extension may

be a physical extension using an analog phone, a MobileExt, or a virtual extension.

After creating the IP extensions, you can set the parameters on the General tab.

Note:

(Registry keep alive duration).
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Configuring the Altigen IP Phone

Altigen IP Phone Parameters
The fields in the left part of the window apply only to Altigen IP phones.

Altigen IP Phone

Description
Parameter p

Lets you specify the IP address of the MaxCS system the IP phone is connected to. Also
see Configuring Auto-Discovery of Server IP Address on page 211. The version of
firmware associated with the IP phone is automatically displayed in the Version field.
To protect the configuration on the IP phone, check the Enable Protection on Menu
check box and assign a numerical password. When the user presses the Menu button on
the IP phone to access the phone configuration menu, the user will need to enter the
assigned password. You can use this check box for two purposes:

General Info * If you publish the configuration password to the user, only the phone user would be
able to change the phone configuration.

* If you do not publish the configuration password, you can block the phone user from
changing the phone configuration.

To protect only the E911 Location ID assigned to this phone, check the Enable Protection
on E911 checkbox and enter the password that the user must type on the device in order
the change the E911 configuration. See the chapter Location-Based E911 on page 295
for instructions on configuration E911 for IP phones.

Lets you set the digit required to enable a user to return an outside call from the Call Log.
The default trunk access code can be the route access code, if it is set in
MaxAdministrator.

Default Trunk Access
Code

This is for debugging the IP phone using Telnet.

Debug You must enter a Diagnostic password when logging in to MaxAdministrator (before you
enter your Admin password) to enable this configuration.

Lets you assign the TFTP server to which the IP phone can connect for updating firmware
when necessary. Enter the IP address of the TFTP server in the Server field.

To reset the phone and download the latest firmware image, check the Reset IP Phone
TFTP and Boot Download check boxes. If you only check the Boot Download box, the
firmware will be downloaded when the IP phone reboots (power cycles) next time.

Note: Make sure the TFTP server is running and the new firmware image is loaded to
the correct directory before you reset and download firmware.

* TOS/DSCP (Hex)— Type of Service. 8 bits in the IP header are reserved for the service
type. They can be divided into 5 subfields: The 3 precedence bits have a value from 0
to 7 and are used to indicate the importance of a datagram. Default is 0 (higher is bet-
ter). Bits 3 4 5 represent the following:

D: requests low delay
Network Setting T: requests high throughput
R: requests high reliability

* Enable VLAN - If your network administrator has configured VLAN, check this check
box to enable VLAN for the selected phone. Then enter the VLAN ID for the line port
(voice service) and the VLAN ID for the PC port (data service). (Get these IDs from
your network administrator.) See “Virtual LANs” on page 303 for information on VLANs.
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General IP Phone Parameters

The fields in the right part of the window apply to both Altigen IP phones and to Polycom IP phones.

General IP
Phone
Parameter

Description

Firmware

Shows the current version of firmware that is loaded on the phone. This field is read-
only.

Time Display

Offset — A per phone-based configuration that allows a remote Altigen or Polycom IP
phone to display a different time, based on location. The offset is the time difference,
in hours, between the Altigen system and the IP phone.

Format — A per-phone-based configuration that allows the Altigen or Polycom IP
phone to display the time in one of the following formats: 24 hour (example: 13:15), 12
hour AM/PM (example: 1:15 PM), or (on Altigen IP phones) AM/PM 12 hour (example:
PM 1:15)

3rd Party SIP
Device

Enable SIP Telephony Service — Enables SIP hold, SIP transfer, and SIP server-side
conference features for the selected 3rd party IP phone extension.

If the IP phone is SIP-enabled, the Flash key (which includes the Hold button in
MaxAgent/MaxCommunicator) is not supported when you check this setting.

Enable Polycom Advanced Features — Enables additional features for various mod-
els of Polycom phones. Refer to the MaxCS Polycom Configuration Guide for full de-
tails.

This parameter must be enabled for Polycom phones.
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General IP
Phone
Parameter

Description

SIP Transport

These settings secure the SIP signaling messages and the RTP. SIP signaling is secured
using transport layer security (TLS). RTP or SIP-associated media is secured using the
secure RTP (SRTP) protocol.

* Persistent TLS — Check this setting to have the selected extension communicate us-
ing TLS. The TLS protocol allows applications to communicate across a network in a
way designed to prevent eavesdropping, tampering, and message forgery. TLS pro-
vides endpoint authentication and communications privacy for VolP systems using
cryptography.

If either side initiates SIP messaging with an alternate transport like UDP or TCP, these
are supported, as well.

* SRTP - Check this setting to have the selected extension use SRTP. SRTP is a ver-
sion of RTP that provides confidentiality and message authentication. Since the SRTP
session key is sent in the SIP signaling via SDP, the key can be exposed to eavesdrop-
ping. So SRTP needs to co-exist with TLS for the communication to be fully secure.

Changing the TLS/SRTP parameter settings for a Polycom phone will require rebooting

the phone; otherwise the phone may not register with MaxCS.

IP Phone Configuration vs Enterprise Manager configuration:

SIP calls from one Altigen server to another go through a SIP Tie Trunk. Configuring TLS

for this scenario is done in Enterprise Manager. See the section Setting VolP Codec

Profiles.

Extension level policy has priority over the codec profile policy.

If the IP extension supports TLS and the codec profile set in Enterprise Manager does not,

then the IP extension policy holds. That way you can configure a range of IP addresses in

the IP Dialing table or IP Codec screen, and have only a few IP addresses/extensions
support TLS.

If the IP extension does not have TLS configured as its transport, but the codec profile

supports TLS for that extension, then the codec profile policy holds.

NAT Setting

This setting is for a remote IP phone with a private address and behind NAT. When
connecting to the Altigen system, the system will use this information to execute the NAT
traversal for the IP phone. The NAT status and address are read-only fields.

* NAT Status — Indicates if the IP phone is behind a NAT router. Read only.

* NAT Address — This is the NAT router’s public IP address, as set in the Extension
Configuration window. Read only.

Registry Keep-Alive Duration — Indicates how often a SIP registration message is

sent to the server when the IP phone is behind a NAT router. You need to enter a Di-
agnostic password when logging in to MaxAdministrator (before you enter your Admin
password) to enable this configuration. Default setting is 60 seconds.

Configuring Programmable Keys and Workgroup Status

After setting parameters on the General tab, go to the tab that corresponds to the phone type, and configure

the programmable keys (plus the Display Workgroup Status field on the Alti-IP 600, IP 705, and IP 805

phones). Programmable key settings are described in the next table.
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Number [ Status [ Type = General IP805 |iP710/720] 1P 705] 1P 600 | Polycam |

102 INACTIVE

105 ACTIVE 710 1 2 3 4 3

107 ACTIVE 720

108 ACTVE 710 [ | [ne 2 2 i i N (2 =
110 INACTIVE

m INACTIVE I I I I I

123 INACTIVE —

143 INACTIVE | Flay Tiore | Flay Tiore | Flay Tiore | Flay Tiore | Flay Tiore
150 INACTIVE [ezp | [ezp | [ezp | [ezp | [ezp |
159 ACTIVE 710

183 INACTIVE g

186 INACTIVE

196 ACTIVE 720 -

197 INACTIVE M

20 INACTIVE I

203 INACTIVE

204 ACTIVE Polycom | Flay Tiore

206 INACTIVE

207 INACTIVE [eeer -]

208 INACTIVE

209 ACTIVE Polycom —'workgroup Status

213 ACTIVE £00 )

el ACTIVE il [T Display Workgroup Status

217 ACTIVE Paolycom

218 INACTIVE

220 ACTIVE 805

224 ACTIVE 805

226 INACTIVE

227 INACTIVE -
0 ACTIVE Palimara
A [ _>l_I

Figure 140. IP Phone Configuration window, IP 805 tab

Note: The Copy From button allows you to copy Programmable Key settings from one IP phone extension
to another. No other settings are carried over.

Parameter Description

Use the list to assign one of the following functions to the desired keys:
* N/A — When selected, the corresponding programmable key cannot be used.

* BLF (Busy Lamp Field) — When selected, enter an extension number in the field be-
low; this will be associated with the corresponding programmable key to this extension
number; the light in this programmable key indicates that the extension number is

Programmable busy or ringing. You can select the Play Beep Tone check box to also have the IP

Keys phone play an audible beep or one of several different ring tones when the extension

number is ringing.

Note: The BLF feature can be assigned only to internal extension numbers, not
outside numbers.

See the MaxCS Polycom Configuration Guide for details on configuring BLF keys for
Polycom phones.
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Parameter Description

* Feature Code — When selected, enter a MaxCS feature code in the field below; this
will be associated with the corresponding programmable key to dial this feature code.

* Admin Defined # — When selected, this programmable key can be configured by the
administrator only. Enter a valid number 0~9, *, #, or F (Flash) in the field below.
One use for this can be to tag a call with an account code by pressing one button. For
example, entering F#321 in programmable key 1 will cause a connected call to be
tagged with account code 1 (F is for Flash, #32 is the extension feature code, and in
this example, 1 is the account code). Account codes are set up in System Configura-
tion, Account Code tab.

* EXT Speed Dial

Programmable | * Line Park — When selected, enter the Line Park line ID in the field below. The user
Keys can press this programmable key to park a call or to retrieve a parked call.

See the MaxCS Polycom Configuration Guide for details on configuring Line Park
softkeys for Polycom phones.

» Call Record — When selected, the user can press this programmable key to start con-
versation call recording. This only works for extensions with Record on Demand se-
lected in the Extension Configuration window.

* WG Status — (IP710 only) When selected, the user can press this programmable key
to see the real-time workgroup status (callers in queue, longest queue time, number
of callers who have waited longer than the service threshold, and service level).

* User Defined # — (Default) Allows the user to define the programmable key from the
IP phone.

* Headset — (Alti-IP 600, IP 705) When configured from the list for programmable key
10 (Alti-IP 600) or programmable key 5 (IP 705), the IP phone user will be able to ac-
tivate a third-party headset (certified by Altigen).

* Flash — (Alti-IP 600) Upon initial installation, the lower left programmable key is set
up as FLASH by default. This key can be re-assigned in MaxAdministrator, using the
Altigen IP Phone Configuration window. No other programmable keys can be config-
ured to FLASH.

(Alti-IP 600, IP 705, IP 805) When enabled, allows the IP phone to display workgroup

‘I?\;Spllay queue status, such as number of queued calls, the current longest queue time, agent
Stg:ugroup login/logout state by pressing the Down arrow key.

This feature is not supported on Polycom phones.

Important: The configuration in MaxAdministrator will override the IP phone’s local configuration after the IP
phone is registered. If the IP phone’s local configuration is changed while in Basic mode, these
changes will be overwritten by MaxAdministrator settings.

Administrators should perform any updates to the IP phone’s firmware after normal business hours or
when the IP phone is not in use. If the IP phone is in use during an update, not only will the call will be
disconnected, but if the IP phone is powered off by the user during the firmware upgrade, the IP phone
may become unusable.

Configuring Auto-Discovery of Server IP Address

You can configure option 120, in your DHCP server with your MaxCS IP address, so that the Altigen IP phone
automatically discovers the MaxCS server IP address and only needs to have the extension and password
entered.

In addition to making initial IP phone setup easier, this feature is also helpful when there is a need to migrate
MaxCS to a new IP address. The administrator just needs to update the new MaxCS IP address in the DHCP
server and then reboot all Altigen IP phones. The phones will automatically pick up the new MaxCS IP address.
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Warning! In the event that there are two MaxCS servers in a same network and all IP phones get their IP
address from a single DHCP server, some IP phones will get the wrong server IP address. You
need to disable the auto-discovery feature for those IP phones that log on to the MaxCS server
that is not configured in the DHCP option 120.

Setting Up DHCP Option 120

Different DHCP servers have different ways to set up options. The following example uses Microsoft Windows
DHCP Server to define option 120. Since option 120 is not available by default, you must create it.

1. Open the DHCP configuration window.

| atn vow || = BE XEFE 2@

Tree | Scope [11.1.1,0] New Call Manager Scope Hame Here
Do Conterits of Scope [
[Fladdress Pocd . .
| A Right-click the server
EResarvatins
2 e e e s and se!ect Set .
41 (2 Reservatiors Predefined Options
(38 Seepe Options
#1120 Scope [172.16.13.128] awvid cluster
128 Server Options
4] Jii]

2. Right-click the server and select Set Predefined Options.

| atin yow || » | EE XPRRE| @[ DE
Tree | | avvid30-oml [172.16.13.130]
@_D Predelined Dptions and Values I Stahis
[=R3 Call Mlanages Scope M. Inactive
= Dpliop cless: arwdard Clphors B et chuster = Active *
Dplign name: |02 Time Ozt =]
faid. <4g—Ea—) oo | Click Add
g Description: Wmam
Walue
Long:
IIZHI]
[« ok ]| cencd | | 2
o

3. Click the Add button.

212 MaxCS Administration Manual



Configuring Auto-Discovery of Server IP Address

L0 DHCP =100 %]
Ele Action View Help
&+ AE XFER 2B BE
@ Predefined Options and ¥alues 17| x| m
-
[ Optiop class: |DHCP Standard Options I lfiﬂ;ﬁ- = |g°;
ve
Dplinn name- 10017 Tima Nftcat ~| }
Class: Global
Des Name: IAIiEanSavcr IP Address
Wi Data type: ISlring | I Aray
|]! Code: 120
Description: I.MiEe.n Seaver IP Address
[ ok ]| coes |
0K | Cancel | |—| | il

KIS
=
4. Enter the following:
Name: Altigen Server IP Address
Data Type: String
Code: 120
Description: Altigen Server IP Address
Click OK twice.

Under the DHCP scope you created is a field labeled Scope Options.

select Configure Options.

flopigpscopenptions ______________________EEEme|
Eie Action Wiew General ]hdvanwil
(&~ | @@ Avaiabla Oplions |
@ CHCP [ 074 Irkeinet Retay Chat IRC) Servers List of IRC 5 ;
= [ qeexch2007.e | 7] 075 SiresiT ak Servers List of Shree
=00 Seope 10| [ 076 SiveeiTak Ditectony Assitarce STDA) Semvers Lstof STOE , | foy
i %Ad:h 120 AkiGen Server |P Addess AbGen Ser - 0.1
| @R Resert]| L2 | I | hge2007.08
DO-GREerEl p e 9.5
i m Server Op ﬁtrmv;m 0.70
IS8 i
EEEEEEEE 0K | Cancel by | |

7. Check option 120.
8. Enter the IP address of your MaxCS server in the String value field.

9. Click Apply and OK. The scope now shows option 120.

Right-click Scope Options and

Check option 120 and
enter the IP address of
your MaxCS server in
the String value field
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19 pHep [_[o[x]

File

Action  Yiew Help

=

| EE XEFRR| 2B

10.

@ DHCP Scope Options

=5 @ qaexch2007.exchange2007.ga

10 Scope [10.30.0.0] QA Lab | |-opaan Mame Mendar alue

T {3 Address Pool @DDS Router Standard 10,30.0.1
.@ Address Leases gQ;DDG DMN3 Servers Standard 10,30,10.1
. Reservations @015 DS Domain Marme Standard exchange2007.qa
@ Scape Options @066 Book Server Host Mame Standard 10,30.9.5

i-_ Server Options %120 AltiGen Server IP Address  Standard  10,20,0,70

Right-click the scope option 120 and select Activate to activate the scope.

On the Altigen IP Phone

The
this

IP phone's System menu includes an item called Auto Discovery. The user can select YES or NO for
menu item. The factory default is YES.

When you upgrade from firmware that does not support Auto Discovery, Auto Discovery will be disabled
by default.

When you upgrade from firmware that does support Auto Discovery, the Auto Discovery setting will carry
over.

When the user erases the IP phone configuration by using **2 [enter] in the IP phone menu, Auto
Discovery will be enabled by default.

Possible Auto-Discovery Scenarios

During the Altigen IP phone’s start-up stage, if Enable DHCP is ON and Auto Discovery is set to YES,
the IP phone configures its IP address from DHCP, and at the same time, it gets the MaxCS Server ad-
dress from DHCP option 120. The user is then prompted to set the extension number and password.

If Enable DHCP is OFF, then the phone’s IP address and the MaxCS Server address must be set
manually.

If Enable DHCP is ON and Auto Discovery is NO, the DHCP option 120 value is not sent to the Altigen
IP phone. The MaxCS Server address must be set manually.

If Enable DHCP is ON and Auto Discovery is YES and DHCP option 120 is set, the Altigen IP phone
always gets a new IP address, and DHCP option 120 refreshes the value of MaxCS Server, even if MaxCS
Server already has a value. The screen pauses for 2 seconds while the IP phone gets the MaxCS IP
address from DHCP 120.

Disabling Auto-Discovery

To disable auto-discovery on individual Altigen IP phones, each phone must have its Menu > System > Auto
Discovery menu item set to NO.

To disable auto-discovery on all phones, do not set DHCP option 120, or delete it if you have already set it.

When auto-discovery is disabled, the MaxCS Server address must be set manually.
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When You Have Two Altigen Servers in the Same Network

If there are two Altigen servers in the same network, some Altigen IP phones will get the wrong server IP

address and cause log on failure. See the warning in Configuring Auto-Discovery of Server IP Address.

Polycom Configuration

For instructions on using the Polycom tab to configure extensions with Polycom phones, refer to the MaxCS
Polycom Configuration Guide.

MNumber | Status Type ~
2300 INACTIVE

2444 INACTIVE

2445 [ E

2447 INACTIVE

2448 INACTIVE

2449 INACTIVE

3800 ACTIVE 3rd Party
380 ACTIVE 3rd Party
3a02 ACTIVE 3rd Party
3003 ACTIVE 3rd Party
3004 ACTIVE 3rd Party
3805 ACTIVE 3rd Party
3806 ACTIVE 3rd Party
3807 ACTIVE 3rd Party
3808 ACTIVE 3rd Party
3809 ACTIVE 3rd Party
810 ACTIVE 3rd Party
s 1| ACTIVE 3id Party
2 ACTIVE 3id Party
33 ACTIVE 3rd Party
3014 ACTIVE 3id Party
315 ACTIVE 3rd Party
316 ACTIVE 3rd Party
7 ACTIVE 3rd Party
o1s ACTIVE 3rd Party
319 ACTIVE 3rd Party
3520 ACTIVE 3rd Party
3821 ACTIVE 3rd Party
3822 ACTIVE 3rd Party
3823 ACTIVE 3rd Party
3824 ACTIVE 3rd Party
3825 ACTIVE 3rd Party
626 ACTIVE Id Party |,
< m >

Copy From

Figure 141. The Polycom tab of the IP Phone Configuration page

IP Phone Configuration

General | 17 805 | 1P 710/720 | 1P 705 | 1P 600 Polycom |

1 2 3 4 . 5
[BLF =l |BLF | [BLF | [BLF ~| [BLF -~
|ADDD |4DD1 |4DD2 |4DD3 \mm
Labe! Label Labe! Label Label
[+000 [4001 [4002 4003 |4004
& 7 2 3 10
[BLF =l [BLF | [ ~| [nsa ~| [n/a ~|
4005 [2300
|Lahe| |Laba| |Labe\ !_abel Lba Q
[+005 [2300 [ [ \
BLF/Line Park Secondary Proxy Media Control

I” Enable Splash Display
Aftendant Ring Tone

Ring Splash (fings once)
Local Admin Password
[ Enable Password Cortrol
Recording
¥ Enable Record Key

[ Enable Secondary Proxy
Address: o 0 .0 .0
Port L
-

Directory

[v Enable Directory Integration

Profile:  |One a

DSCP for audio ER

' Enable H264 Video

Mapimum H264 bitrate | 768 kbps
DSCF for video AF41

VWX

™ Upgrade fimware to 5.6.0.17325

Save and Reboat Polycam Phone

ok |

Cancel ‘ Help
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CHAPTER

Mobile Extension Configuration

If your company has employees working at home or servicing customers in the field, you can connect their
home phones or cell phones to the Altigen PBX, providing them with the same productivity features as if they
were working in the office.

Altigen's ExtensionAnywhere capability allows an extension/agent to be:
* On-premise using voice or data wiring
* Mobile or remote using IP phone, cell phone, or PSTN phone

* An extension of another PBX via adjunct tie trunk or over a PSTN trunk simulated as a mobile extension
port.

When configured, the property of the trunk interface is changed to simulate an extension. A mobile extension
user will gain most of the system routing, call control, voice mail, CTl, and call center features through the
PSTN telephone network.

A mobile extension includes the following capabilities:
* Call control — Transfer, hold, park, call pickup, conference
* Call handling — Single/multiple call waiting and queuing, RNA routing, account codes
* MaxCommunicator, MaxMobile Communicator, and MaxAgent CTlI clients
* Conversation recording
* Workgroup agent with login/logout and ready/not-ready

* Pressing ** terminates a call (soft on-hook) and gets a dial tone for the next call. The second * must be
pressed within 1.5 seconds, or the system interprets it as
one *.

* #82 — Dial tone mute
» Supervisor silent monitoring, coaching, and barge-in

The extension can be dynamically logged in using #27 from an internal, mobile, or IP device.

MobileExtSP Board Overview

A simulated physical board (MobileExtSP board) is created when you install the MaxCS Softswitch. You can
configure this board with up to 1000 mobile extension ports. It handles all system-wide mobile extensions.
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The MobileExtSP board can hay

10:00(51 04801122} MobileExt Port [RTNESRASaaaaa

1

i
| MobileExtSP
1000 |

10:95(6155025858) | MobileExt Port | i

Figure 142. MobileExtSP board diagram

T1, PRI, analog, and SIP trunks can be shared for regular incoming and outgoing calls and mobile trunk
connections.

A mobile trunk can be assigned a Group ID and mobile extensions can be assigned to the appropriate group.

An analog trunk can be dedicated to one mobile extension user. A PRI trunk and SIP trunk can only be shared
by all mobile extension users.

Configuring the MobileExtSP Board

To configure the MobileExtSP board,

1. In the Boards window, double-click the MobileExtSP board. In the Board Configuration window, double-
click a channel group.

Note: If you are a Basic Admin user or a Supervisor user, some menu choices and options may not be
available for you. Only Full Admin user types will see all menu commands and options.

B Boards _[Of x
[Logic... [Board Type  [Physical D |

@ 0 HMmCP 0

® 1 MobileExtSP 0 = =

o 1 henk uard Configuration
ard Info

Board Lot |1 Board Name IMDb\IeExtSP-U@GWDD
i~ Channel Mapping List i~ Channel Group Info
Logical .. | Type | Physical.. |~ ] Total Mumber of Charnel Group 1
il Hobile Exte i] ~
1 Mobile Exte... 1
2 Mobile Exte... 2
3 Hobile Exte 3
4 Mobile Exte... 4
5 Mobile Exte... 5
E Hobile Exte [
7 Mobile Exte... 7
g Mobile Exte... B
9 Hobile Exte k]
1 Mobile Exte... 10
1 Mobile Exte... 11
12 Mobile Exte. 12 =
Fezet Channel Reset Channel Group |

Board Configuration | Reset Board |

Figure 143. Opening the Mobile Extension Board Configuration dialog box

2. Click the Add/Remove button to add mobile trunks.
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Add/Remove Mobile-trunks

abile-trunk Member List Mot Member List

Gat.. | Board | Span| Channel| GrouplC Gate... | Board | Span| Chanr «
2 TrtonPRI-Z.. 0 ALL oon SIFSP-0@GW00
SIFSF-0@EGW00
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|
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3. Add trunks to the Mobile-trunk Member List from the Not Member List by selecting the channels and
clicking the Left Arrow button. You can use the Shift key or Ctrl key to select multiple channels.

Kl | 2]

Add/Remove Mobile-trunks x|
tobile-trunk Member List Mot Member List
Gat... | Board | Span| Ehannel| GrouplD Gateway | Board -
2 TiitonPRI-2.. 0O ALl oon 1] SIPSP-0EGW00
a SIPSP-0EGW00
n SIPSP-0EGW00
Sk 06GwD

SIPSP-0EGWOD
SIPSP-0EGWOD

- SIPSP0@GWD
SIPSP-0EGW00
Triton1 2TGSLS-0@__|
Triton12TG5LS-0@

Tritor12TG5LS-0E

2 Tritor1 2T G5LS-0E

2 Tritor1 2T G5LS-0E

2 Triton1 2TG5LS-0E =
1| | 2] 4 | 3

You need to assign a Group ID to the channels. This Mobile Trunk Group ID allows you to differentiate
MobileExt users connecting through different trunk types, like PSTN, SIP, or cell phone gateway. You can
assign a mobile extension to use a specific trunk group. For example, if you assign SIP trunk channels
from 1-3 to Group 001, and mobile extension 237 is assigned to Group 001, then when you make a call
to extension 237, only the SIP Trunk channels from 1-3 can be seized. If all three channels are busy, the
call will fail while other mobile extensions using another mobile trunk group ID may not be impacted.

Mobile extensions are assigned to a group in the Extension Anywhere Configuration dialog box (see
Figure 145 on page 222).

Note: Ifa PRI span is used, only the whole span can be added or removed, not individual PRI channels.
T1 and analog trunks are added or removed individually.

Although a whole PRI span is added, if Mobile Trunk Allocation is selected as Shared
(see Figure 145 on page 222), individual trunks, when idle, still can be used dynamically
by normal PRI trunk traffic or mobile extensions.

4. On the left side of the Mobile Extension Board Configuration dialog box, configure the fields:

* Max Number of Extensions — If more mobile channel support is required, change this to a larger
number (1000 extensions maximum), and then reboot the system.

* Key Simulation — Check the first check box to allow the mobile phone user to use the * key to simulate
“FLASH”. Check the second check box to allow the user to use ** to disconnect the current call and
then get a dial tone without hanging up the cell phone. The user must press the second * within 1.5
seconds.
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Transmit Caller ID to MobileExt through PRI panel Choose settings for Incoming
Trunk Call Send and Incoming Extension Call Send:Incoming Trunk Call Send — If
“Inbound caller ID” is checked, trunk calls to mobile extension will send the inbound
caller ID.If “Specified number below” is checked, trunk calls to the mobile extension
send the number from the configured box specified in Incoming Extension Call
Send.Incoming Extension Call Send —

« [f “Extension number” is checked, extension calls to mobile extension send the
caller's extension number.

* If “Extension’s TCID or System Main Number” is checked, extension calls to the
mobile extension send the caller’s transmitted caller ID (configured from Extension
Configuration). If no TCID is configured,the system main number is sent.

If incoming extension call “System Main Number” is checked, extension calls to mobile
extension will send the system main number.

If “SIP Guest ID” is checked, extension calls to the mobile extension send the
SipGuestID parameter in
Compute\HKEY_LOCAL_MACHINE\SOFTWARE\WOWG6432Node\AltiGen
Communications, Inc.\AltiWare\Service Providers\SIPSP. The default value is “guest”.

If “Specified number below” is checked, extension calls to the mobile extension send
the number from the configured box.

DNIS Access Numbers — If a PRI trunk is used for a mobile extension, a DNIS access number must
be set, so that MaxCS can tell if the incoming call is a regular trunk call or a mobile extension off-hook
request. Click the Add button in this panel to add a DNIS access number. To remove a number, select
it and click the Remove button.

Mobile Extension Ports table — Displays fields for the channel, target phone number, caller ID, trunk
allocation (shared or dedicated), phrase 1 (Play Phrase After Answered), and phrase 2 (Play Phrase
Before Dial Tone) of each extension port.

Mobile Trunks table — Displays fields for the board, span, channel, trunk allocation, mobile extension
and status of each mobile trunk.

5. Note the logical ID of the MobileExtSP board. You will need it when you assign an extension to a mobile

port.

6. When you are finished adding channels as mobile trunks, restart MaxCS.

Configuring an Extension as a Mobile Extension

To configure an extension as a mobile extension,

1. Select PBX > Extension Configuration.

2. To assign an extension to a mobile extension port, select a virtual extension and change it to a physical

extension.
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= /

{+ Physical Extension
" Vitual Extension
o

Location
Logical Board 1D 1
Logical Channel ID 0
MNext

Line Properties |

Figure 144. Changing a virtual extension to a physical extension and setting the location

3.

By clicking the Next or Prev button in the Location panel, select the Logical Board ID of the MobileExtSP
board and Logical Channel ID for this extension, then click Apply.

The new location is displayed in the Agent/Supervisor/Extension list.

Click the Line Properties button to configure the mobile PSTN number and other options for the mobile
extension. The ExtensionAnywhere Configuration — MobileExtSP dialog box opens. (Alternatively,
from the Mobile Extension Board Configuration dialog box you can double-click the mobile extension port
to open the ExtensionAnywhere Configuration.)

ExtensionAnywhere Configuration - MobileExtsP-oacwon B3

Port Number: 7
Mame IUser M ame

T arget Phone Mumber |15‘| 05045258
[Example: 15102529712)
— Incoming Caller | D Yerification
Caller ID |5105045858
[Example: 5102523712) For a mobile phone using
MaxMobile Communicator, clear
all the Phrase check boxes.

~ Maobile Trunk Allacation
& Shared

Group 1D IDDD j
" Dedicated

Mobile Trurk | =

[~ | Disable Caller| b Yerification

— Phraze
I~ Press Ay Key To Answer Call
¥ Flay Phrase After Answered Phrase Humber ISDS?

|¥ Plap Phraze Before Dial Tone  Phraze Mumber ISDS?

Applit,.. |

Figure 145. ExtensionAnywhere Configuration — MobileExtSP dialog box

* Name - Enter the name of the person using the mobile phone.

* Target Phone Number — Enter the number of the mobile phone. This is used when MaxCS makes a
call through PSTN to the mobile phone. Do not include the trunk access code.
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Caller ID — Enter the phone number of the mobile phone. This is for incoming caller ID verification.
MaxCS uses it to determine whether a call is from a mobile extension. If the caller ID is matched, the
mobile extension user will hear a dial tone from the system, the same as an internal extension user
hears when the phone is off-hooked.

It's also used to find a mobile channel in the MaxMobile Communicator application, and it is used in the
MaxMobile Communicator login.

Note: When a MaxMobile user logs in to the MaxCS system, the assigned extension number, extension

password and cell phone number are used as identification. First, MaxCS checks the extension
number and extension, then it uses the cell phone number to search the mobile channel table. If
MaxCS finds one channel's Caller ID is the same as the cell phone number, it will assign this
channel to the extension number. The extension is allowed to log in as a mobile extension. If no
channel is found, the login fails.

Mobile Trunk Allocation — Select either Shared or Dedicated.

Shared — When selected, this mobile extension will share mobile trunk ports with other mobile
extension users. You need to assign a mobile trunk Group ID to this extension. The system will
dynamically allocate a mobile trunk port within this Group ID when the system calls out to this
mobile extension number.

When the mobile extension user calls into the system, any mobile trunk port can answer the call,
verify caller ID, and play a dial tone to the mobile extension user.

Dedicated — Only analog trunks can be dedicated mobile trunks. When selected, you need to as-
sign a mobile trunk port to this mobile extension. You have the option to disable caller ID verification
if a mobile trunk port is dedicated to this mobile extension. The mobile extension user will hear a
dial tone when calling into this specific trunk port. Use the Browse button (...) to select the desired
mobile trunk.

Mobile Trunks [ X] I

| Spanl Channe|| -

TntanT1PRI-3
TntanT1PRI-3
TritanT1PRI-3
TritanT1PRI-3
TritanT1PRI-2
TritanT1PRI-2
TritanT1PRI-3
TntanT1PRI-3
TntanT1PRI-3
TntanT1PRI-3
TntanT1PRI-3
TritanT1PRI-3
TitonTPRI-3

i
D
0
0
0
D
D
D
D
D
D
0
0

Select I Cancel |

Figure 146. Mobile Trunks dialog box

Note:

In the Phrase panel, you have three options: You can select either Press Any Key To Answer Call
or Play Phrase After Answered. And you can select Play Phrase Before Dial Tone. You can use the
Apply button to apply selections in this panel to other mobile extensions.

Note: For mobile extensions running MaxMobile Communicator, you should clear all three check
boxes in the Phrase panel.

— Press Any Key To Answer Call — When a call is answered by this mobile extension user, the
system will play the following phrase for the mobile extension user: “To accept this call, please
press any digit.” The user must press any key within 3 seconds to connect the call; otherwise,
it will time out and the call will be treated as an agent/extension RNA and will be routed
according to its workgroup/extension setting.
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— Ifthere is a network error or a mobile extension trunk is not available, RNA handling is applied
to the caller. Therefore, it is suggested that you don’t check the Set RNA Agent Logout option
for the group that contains the mobile extension as an agent (Workgroup Configuration, Call
Handling tab).

— Play Phrase After Answered — The system will play the given phrase when the mobile
extension user answers the call from the system. The default phrase (9037) is a special tone
to signal the mobile extension user that this call can be put on hold, parked, transferred,
conferenced.

— Play Phrase Before Dial Tone — The system will play the default phrase 9037 (a special tone)
and then the dial tone when the mobile extension user calls into the system through a
configured DNIS Access Number.

Additional Configuration for MaxMobile Communicator

For mobile phones running MaxMobile, do the following:

If MaxCS is behind NAT, configure the NAT router to forward TCP port 10080 and 10081 to MaxCS's
private IP address, so the data access from a 3G network can reach this server.

Open firewall ports TCP 10080 and 10081 for both virtual public IP address and private IP address.

Assign an Altigen MaxMobile license to the extension. To do this, from the MaxAdministrator main menu,
select License > Client SEAT License Management. In the Client SEAT License Management dialog
box, select MaxMobile in the License Types column, and add the appropriate extension to the Members
list.

When using a SIP trunk as MaxMobile trunk, the Early Media option must be enabled for the SIP trunk.

Voice Mail for Mobile Extensions

When the mobile extension phone is turned off or busy, messages can go to the extension’s voice mail in Max-
CS or to the mobile phone’s voice mail:

To send a call to the mobile extension’s voice mail in MaxCS, check the Press any key to answer call
check box. If the mobile phone is running MaxMobile Communicator, this check box should never be
checked.

To send a call to the mobile phone’s voice mail, the Press any key to answer call check box must be
unchecked.

Mobile Extension Limitations

Only PRI mobile trunks can deliver Caller ID information to the mobile extension.
A mobile extension cannot support Centrex transfer.

After adjusting the number of mobile extension ports in a mobile extension board, MaxCS must be
restarted for the changes to take effect.

Cannot deliver caller name to the mobile extension.

Does not support Message Waiting Indicator on the mobile extension device. (Use Message Notification
as a work-around).

Since the DTMF key * is used for simulating the FLASH signal, there is no way to send * to the system.

The RNA for mobile extension may not be accurate, because the system ring count may not be in sync
with the mobile extension device ring count.
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* When placing calls to mobile extensions that are cell phones, if the cell phone is out of signal range, the

caller may hear long periods of silence. You can check the Press any key to answer call option to
prevent this problem.

* Only analog trunks can be allocated as dedicated mobile trunks.
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The hunt group is a simple call distribution application for operator, call coverage group, integration with a fax
server, or a user with multiple extensions connecting to different devices. When adding a member to a hunt
group, the following rules apply:

* No agent seat license required
* Any extension can be added to a hunt group
» Each hunt group can have up to 128 members
* An extension can belong to multiple hunt groups
Although a hunt group has call queuing capability, it lacks the following functions:
» Does not generate real-time queue and agent status for the hunt group
* Does not have a real-time counter to track hunt group activities for reporting purposes
* Does not have logout reason code tracking capability
» Does not have recording capability
* Does not have service level threshold setting
* Does not have queue overflow and quick queue option
» Limited call distribution capability
* No supervisor application to manage agents and calls in queue
* No client application for agents to perform login/logout

The Huntgroup Configuration window provides for creating hunt groups, setting their attributes, and assigning
group members.

To open the Huntgroup Configuration window, select PBX > Huntgroup Configuration.
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Huntgroup Cenfiguration *
Group List General leup Member] Mail Management ] Motification ] Call Handling ] Queue Managemert ]
Mumber | Mame Cepart... Group Information

First Name: Last Name
Possword @ [wsesssnsses Department
DID Mumber

™ Enable Dial-By-Name Service

Description |

Call Restriction
I Allow Calls to be Transfemed or Conferenced to an Outside Number
™ Allow Userto Configure Forwarding, Motification and Reminder Call to an Outside Number
™ Allow Outside Caller to Make or Retum Calls from within Group’s VM System
™ Allow Outside Caller to Make or Forward Intemational Calls from within Group’s VM System

Add Delete

Figure 147. Huntgroup Configuration window

Overview of Huntgroup Configuration Window

These are the tabs in the Huntgroup Configuration window:
* General — Add or delete a hunt group, assign a group name, password, and DID number
* Group Member — Add or remove members from huntgroups
* Mail Management — Capacity and feature options for hunt group mailboxes
* Notification — Preferences and options for voice mail notification
» Call Handling —Call forwarding, call waiting, and call handling preferences and options

* Queue Management — Options for setting default or custom phrases used as queue announcements

Apply to Button

The Huntgroup Configuration window often allows you to apply changes to a particular hunt group or to select
many huntgroups to which to apply the changes.

The Apply to button is disabled unless there is a change that can be applied to multiple hunt groups, and when
you use it to apply changes to multiple hunt groups, it works on only those changed attributes that can be
applied.

226 MaxCS Administration Manual



Setting Up Huntgroups

Setting Up Huntgroups

Set up new huntgroups in the Huntgroup Configuration window.

To add a hunt group,

1.
2.
3.

Click the Add button under the Group List.
Type in a group number for the hunt group.

Check the Global group check box if you want the group to be visible to other systems within the VolP
domain. See the section Enterprise VolP Network Management for more information.

Click OK.

Establishing Basic Hunt Group Attributes

After you create a hunt group, you can set basic attributes in the Huntgroup Configuration, General tab:

To set Hunt Group information, enter the following information:

First Name and Last Name — Each with a maximum of 32 characters.

Password — The default is the system default password set on the Number Plan tab of the System
Configuration window.

A valid password cannot be the same as its hunt group number and must be 4 - 8 digits (numbers or letters
A -Z)inlength. Basic password patterns, such as repeated digits (1111), consecutive digit strings (1234),
or digits that match the extension (Ext. 101 using 1012, 9101, 10101, etc.) are not recommended. The
letters map to numbers (on a phone, for example) as follows:

Numbers Letters Numbers Letters
2 A B,C,a,b,c 6 M,N,O,m,n,o0
3 D,E,F,def 7 P,Q,R,S,p,q,rs
4 G,H,1l,g,h,i 8 T,UV, tuv
5 J, K Lj Kkl 9 W, X,Y,Z w,X,Y,2z

Department — Enter the department for this hunt group, if appropriate.

DID Number — Each hunt group can be assigned a DID number. This number does not have a fixed
length, but the length must be long enough (range 2 - 16) for the system to match the DID incoming call.

Enable Dial-By-Name Service — Check this box to allow callers to search the list by employee name for
this hunt group extension.

Description — Describe the purpose of this hunt group.

Setting Call Restrictions

The call restriction rules on the General tab apply to users making outbound calls from within voice mail and
several hunt group settings. These settings do not impact the call restriction settings configured for the hunt
group member's extension in Extension Configuration.

Allow Calls to be Transferred or Conferenced to an Outside Number — \When checked, the internal
extension user can log into this hunt group voice mail, make a call to a second party, then transfer or
conference to a third party.
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Allow User to Configure Forwarding, Notification, and Reminder Call to an Outside Number — This
setting regulates hunt group call forwarding, voice mail notification, and reminder call configuration. If this
setting is not checked, you will see a warning message pop up when trying to set up forwarding to an
outside number. International calls are not allowed if the fourth option is not checked.

Allow Outside Caller to Make or Return Calls from within Group's VM System — When checked, an
outside caller can dial into the system, log in to hunt group voice mail, and make or return calls from the
group's voice mail (Zoomerang feature). International calls are not allowed if the fourth option is not
checked.

Allow Outside Caller to Make or Forward International Calls from within the Group's VM system —
This setting regulates making international calls from voice mail and forwarding to an international
number.

Important: Allowing any of these options may increase the potential for toll fraud. Make sure the password

is properly configured to prevent an intruder from using this voice mail box to make an outbound
call. Altigen recommends that you leave the fourth option unchecked for all hunt groups at all
times.

Establishing Hunt Group Membership

There are two ways to assign extensions to huntgroups.

In the Huntgroup Configuration window select a group, then click the Group Member tab. Here you can
add extensions (group members) to the selected hunt group.

In the Extension Configuration window select an extension, then click the Group tab. Here you can assign
a hunt group to the selected extension (and you can see what other hunt groups the extension is a
member of). For this second method, see “Adding or Removing Group Assignments” on page 177.

The order in which you add extensions to a hunt group may affect the call distribution sequence. See “Setting
Call Handling Options” on page 234 for more information. To adjust the order, select the extension you would
like to adjust and use the Up or Down button to change the order.

When you add an extension to a hunt group, the extension is in the "Logout" state. The hunt group member
must manually log in using feature code #54.

Adding Extensions to a Hunt Group

1.

2.

In the Huntgroup Configuration window, select the hunt group number in the Group List. The hunt group
number appears in the window title bar.

Click the Group Member tab.
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Figure 148. Huntgroup Configuration, Group Member tab

3. Select the extension number(s) in the Not Member list. Use Ctrl+click or Shift+click to select several
extensions.

4. Click Add to move them to the Member list.

Note: Ifthe hunt group pilot extension is configured to Ring All Available Members, the maximum number
of members is 20. See “Setting Call Handling Options for details.

Removing Extensions from a Hunt Group

1. Click the extension number(s) in the Member list.
2. Click Remove to move them to the Not Member list.

Setting Login Status for System Restart

Whenever the system is restarted, the administrator can use the list at the bottom of the Group Member tab to:

* Keep Login Status — All group members retain their original login status for that group prior to restart
(default setting).

*  All Login — All group members are automatically logged into the assigned group after the system is
restarted.

e All Logout — All group members are logged out of the group when the system is restarted.

Setting Hunt Group Mail Management

The Mail Management settings define how voice messages are handled for a hunt group, including how
messages are announced and processed, and how much capacity is allotted to message storage.

To work with mail management settings, click the Mail Management tab, and select the hunt group number
you want to work with from the Group List.
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Figure 149. Huntgroup Configuration, Mail Management tab

Note: You can use the Apply to option to apply mailbox settings to one, some, or all huntgroups.

Disabling a Mailbox

When you disable a mailbox, the normal greeting is played but callers cannot leave messages.

Setting E-mail Options

On the Mail Management tab, you can set the e-mail options for the hunt group:

* Assign Exchange Integration License — Assign an Exchange Integration license to this group.You must

also provide an email address.

* E-mail Name — The hunt group’s e-mail name without the @domain. The default e-mail name is ext<hunt
group number>, that is, the letters “ext” followed by the hunt group number. For example, the default e-
mail name for hunt group 500 would be ext500.

* Retrieve Voice Mail by E-mail Client — When selected, this sends voice mail to the user’s e-mail as an
attachment. Deselected, voice mail is retrieved as voice mail.

* Enable Mail Forwarding — When selected, the hunt group’s e-mail will be forwarded to the e-mail address
you specify in the Forward E-mail Address box. The address should be a full address, including the do-
main (for example, jsmith@thecompany.com).

If you enable mail forwarding, you also specify what you want done with the original messages after they
have been forwarded. In the list you can choose to:

* Delete Messages after Forward

* Keep the Messages as New

* Keep Messages as Saved
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Setting Mailbox Playback Options

You can use the following check boxes to turn on or off options for listening to playback of recorded messages.

These options apply to both new messages and saved messages, and they can be applied to multiple

huntgroups using Apply to:

Message Playback
Parameter

Description

Announce Message
Sender Before Playback

Selected, the user hears the name of the message sender
(internal sender only) before listening to recorded Altigen
Voice Mail System messages.

Announce Time Stamp
Before Playback

Selected, the user hears the timestamp (time and date) of
each message before playback.

Confirm Callback Number

Selected, system confirms the accuracy of the caller’s
number.

Enable Distinctive Call
Waiting Tone

Selected, the user hears three different call waiting tone
cadences to distinguish between internal, external, and
operator calls (see “Distinctive Ring” on page 33).

Play the Newest Voice
Message First

Selected, new voice mail will be retrieved first. When not
selected, the system will play voice mail based on FIFO (first
in, first out).

Setting Mailbox Capacities

You can set various mailbox capacities with the following options, and you can apply the settings to multiple

hunt groups using Apply to:

Mailbox Capacity
Parameter

Description

Message Retention
Duration

Set how long (in days) new, heard and/or saved voicemail
messages are retained. The default duration is 60 days.

By default, only the Saved Messages option is selected.

Any message type that is not selected will have no duration
limit.

Max Number of
Messages

Maximum number of messages stored in the hunt group’s
mailbox. The range is 1 — 999, defaulting to 100.

When your voicemail mailbox capacity is reached, the
voicemail system will announce “Your mailbox is full” and no
further messages will be accepted until you delete enough
messages to fall back below your set capacity.

Mailbox Size

Mailbox size in MBs of stored messages. The range is 1-500
MB, with a default of 50.

When your voicemail mailbox capacity is reached, the
voicemail system will announce “Your mailbox is full” and no
further messages will be accepted until you delete enough
messages to fall back below your set capacity.

Max Message Length

Maximum length of voice messages in minutes. The range is 1-
30 minutes, with a default of 5 minutes.
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Setting Message “Press 0” Options

This option allows a caller to press “0” while listening to this hunt group’s greeting. When the caller presses
“0,” the call will forward to the specified destination. Use the list to specify a forwarding destination for the call:
Voice Mail, AA, Extension, Group, Operator (default), Outside Number, or Line Park.

If you choose to forward to an Outside Number, select a trunk or route access code to use in the small list on
the left, and type in the full prefix and phone number.

Setting Message Notification Options

To set notification options on new incoming e-mail and voice messages, click the Notification tab in the
Huntgroup Configuration window, and select the hunt group number from the Group List.

Huntgroup Cenfiguration - 1233

Group List General | Group Member | Mail Management  Notification | Call Handling | Gueue Management
MHurnber Mame Depart... Message Motification
1233
* None

" Urgent Voice Messages Only
" All Voice Messages

Motification or Reminder Message by Calling a
* Phone  Pager 1 Extension " Custom App

Any =l

For Phone and Pager options, choose the trunk access code from the drop down list,
and enter the number in the edit box (e.g. "14155551212").

For Custom App options, choose the log on extension from the drop down list to send
the notification event.(Motes: The Reminder Call can not work in this selection )

Send Notification or Reminder Message Schedule
c 5 = c
i 12:00 AM To |1 2:00 AM
“ lo :I Seconds after :I :I
Answered il
£ >
Add Delete

Figure 150. Huntgroup Configuration, Notification tab
Individual users can also configure Message Notification within the Altigen Voice Mail System.

Note: You can use the Apply to option to apply mailbox settings to one, some, or all hunt groups. See “Apply
to Button” on page 226 for more information on using Apply to.

Setting the Message Types for Notification

Select the types of messages for which the hunt group user will be notified:

* None - When selected, the user is not notified with a call regarding newly received messages. Selecting
this option does not prevent the user from getting message waiting indicators or stutter dial tone when new
messages are received.

* Urgent Voice Messages Only

e All Voice Messages
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Please note that the system will start notification as soon as it enters non-business hours under the following
conditions:

* Extension is set to notify Urgent Voice Message Only
* Notification is set to Non-Business Hours
* Voice mail is received during business hours and is marked urgent

» Extension user does not check the urgent message

Setting the Type of Notification

There are four options for sending the notification or reminder message: Phone, Pager, Extension or Custom
Application.

* Extension — To use the Extension option, select the Extension radio button, then type the extension
number into the text box.

* Phone/Pager — For the Phone and Pager options, first specify the trunk or route access code using the
list next to the Extension radio button. The Any option means to locate any available trunk. Then type in
the number with all relevant dialing prefixes other than the trunk code, using a maximum of 63 digits.

* Custom App — When used in conjunction with a third-party notification application, the Custom App
feature enables an extension to connect to an application that can receive the notification event; use the
list to choose the log-on extension to which the third-party application is connected. Contact your local
Altigen Partner for more information on using this feature.

Note: The Reminder Call will not work with this selection.
Note also the following considerations:

* Forthe Pager option, the system calls the specified pager number and then dials the system main number
(as set in System Configuration, General tab), which is then displayed on the user’s pager.

For the operator-assisted paging function, the operator phone number and the pager number must be
entered in the <phone number>*<pager number> format. For example, if the phone number to call the
pager operator is 7654321 and the pager number to page the user is 12345678, the notification outcall
number that needs to be entered is 7654321*12345678. When the pager operator answers the Message
Notification call, MaxCS announces the pager number and the System Main Number (as configured on
the General tab of System Configuration), which will be displayed on the user’s pager. The operator is
also given the option to repeat these numbers by pressing ‘#.

Outcall to Cellular or PCS Phone Numbers

When an outcall is made by the system (for One Number Access, Message Notification, Zoomerang, Call For-
warding, and so on) to a cellular or PCS phone, it may ring the phone once but not necessarily present the call
and make a connection. This will happen if the ringback tone played by the cellular service provider does not
conform to standard ringback tones. To work around this problem, append a few commas (,) to the outcall (cel-
lular) number when entering it. Each comma provides a one second pause.

Setting Notification Timing

When notification is configured to an outside phone number, the system will announce, "This is the outcall
notification message for..." after call connection. However, there are situations when the system may not be
able to receive an answer supervision signal from the carrier. If the system plays the announcement phrase
before the notification call is answered, the phrase will be cut off. The following two options can be configured
based on answer supervision capability:

* Seconds after Dialing — If the carrier of the outside phone number cannot provide an answer supervision
signal, check this option and set a delay time. (Default 5 seconds, maximum 30 seconds.)

Note: If the delay is set too long, the notified party will hear silence before the announcement is played.
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* Seconds after Answered — This field is set to 0 seconds and it is not configurable for notification to a
phone number. It means the system will play the announcement immediately after answer supervision is
received.

When notification is configured to a pager, the system will transmit DTMF digits as the return phone number
(the System Main Number as set in the System Configuration General tab) after call connection. However,
there are situations when the system may not be able to receive an answer supervision signal from the pager
system. If the system sends digits before the call is connected, some digits will be cut off. The following two

options can be configured based on answer supervision capability:

* Seconds after Dialing — If the pager carrier cannot provide an answer supervision signal, check this
option and set a delay time. (Default 5 seconds, maximum 30 seconds.)

* Seconds after Answered - If the answer supervision signal is provided by the carrier, check this option
and set the delay timer to 2 to 5 seconds. In some cases, the pager carrier cannot detect DTMF right after
the call connection. (Default is 10 seconds, maximum is 30.)

Note: You may need to try a different delay setting to make sure the user return number is transmitted
properly after configuration.

Setting Notification Business Hours

You can choose one of three options for when the extension user is to be notified of new messages:

* Non-Business Hours — Notify only during non-business hours. Business hours are set in System
Configuration, Business Hours tab (see “Setting Business Hours” on page 38).

* From/To — Notify during a specified time of day. Select the hours in the From and To time scroll boxes.

* Any Time — Notify at all times (every day).

Setting Call Handling Options
Call Handling options include handling busy calls, forwarding, handling no-answers, call distribution, and
other options.

You can use the Apply to button to apply call handling settings to one, some, or all hunt groups. See “Apply
to Button” on page 226 for more information on using Apply to.

To work with hunt group call handling options, click the Call Handling tab in the Huntgroup Configuration
window, and select the hunt group number from the Group List.
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Huntgroup Cenfiguration - 1233
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Figure 151. Huntgroup Configuration, Call Handling tab

Handling Busy Calls

You have several options for handling calls while the agents in a hunt group are busy. If you do not enable
busy call handling, the caller simply hears a busy signal.

To enable the options, check the Enable Busy Call Handling check box, then select from the following
forwarding options:

* Group Queue — The caller will stay in the hunt group queue waiting for any agent to become available. If
there is no agent logged in at this moment, the system will use Group Logout Handling to handle this call.

* Group Voice Mail — The caller will be forwarded to the hunt group voice mail box when all agents are busy
* AA - Forward caller to an auto attendant.

* Extension — Forward caller to an extension.

* Group — Forward caller to another group.

e Line Park — Forward caller to a Line Park group.

Forwarding All Calls

When you do not want the hunt group to handle any calls, check the Enable Forward To option in the Forward
All Calls section of the Call Handling tab, and select an option.

The forwarding options are as follows:
* To Voice Mail
* To AA — Select the AA to use in the list under the option.
* To an Extension — Select an extension number in the drop-down list.
* To a Group — Select a group from the list.

e To the Operator
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¢ To an Outside Number — This option is available if it is allowed in the Other Call Restrictions option in
the Restriction tab, as discussed in “Setting Other Call Restrictions” on page 186. Also, see “Outcall to
Cellular or PCS Phone Numbers” on page 233.

If you choose Outside Number, select a trunk or route access code to use in the small list on the left,
and type in the full prefix and phone number.

* Toan App Ext — When used in conjunction with a third-party naotification application, the App Ext feature
enables an extension to connect to an application that can receive the notification event; use the list to
choose the log-on extension to which the third-party application is connected. Contact your local Altigen
Partner for more information on using this feature.

* To Line Park — If configured, select a Line Park group from the list.

Handling Unanswered Calls

The Enable No Answer Handling configuration provides options for handling calls when the system rings the
first available agent and the call is not answered. If all agents in the hunt group are rung and no one answers
the call, the system will use the Group RNA/Logout Handling rule. Enable No Answer Handling is not
available if Intra Group Call Distribution is set to Ring All Available Members.

To configure this option, check the Enable No Answer Handling box.
Select one of the following forwarding options for no answer call handling:

* Next Group Member — Ring the next available agent until all available agents are rung. If all agents are
busy, caller will stay in the hunt group queue.

* Extension — Take the call out of the hunt group and forward it to an extension.
* Group — Take the call out of hunt group and forward it to another group.

* Group Voice Mail — Transfer the caller to the hunt group voice mail when the first available agent does
not answer the call.

* Member Voice Mail — Transfer the caller to the first available agent's voice mail if this agent does not
answer the call.

* AA - Take the call out of the hunt group and forward it to an auto attendant.
* Line Park — Take the call out of the hunt group and forward it to a Line Park group.

If you select Ring All Available Members in the Intra Group Call Distribution section, then specify the Number
of Rings before Handling, using the scroll box beside that option. The number of rings is the total number of
times agents are rung before the call is handled by the Group RNA/Logout Handling configuration

Setting a Hunt Group’s Call Distribution Rule

The Call Handling tab in the Huntgroup Configuration window lets you set the distribution of normal inbound
calls to group members, using one of the following three options:

* Ring First Available Member - First available extension in a hunt group. For example, if there are three
member extensions in a hunt group, the call is always sent to the first member configured in the hunt
group. If this member is busy, the call goes to the second member configured and so forth.

* Ring Next Available Member — A round-robin method that attempts to evenly distribute calls among the
group members. This method sends the call to the next member configured in a hunt group (regardless
of whether the previous member is busy or not). In other words, if the previous call was sent to #3 in the
group, the present call is sent to #4, if #4 is not busy.

* Ring All Available Members — All extensions in a hunt group.
Note: When this option is enabled, a single hunt group can have no more than 20 members.

In addition, calls to the hunt group with this option enabled have higher priority than other hunt group
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calls. Therefore, if an agent belongs to multiple huntgroups, one of which has this option enabled, a call
to that hunt group will be distributed before others, regardless of its Wait Time in the queue.

In addition, if you check the Enable Single Call Handling for Agent check box, the system will not send calls
to an agent who puts a call on hold. If this option is not checked, the system will distribute calls to the agent
even if the agent has a call on hold. In other words, this configuration determines if an agent can get multiple
hunt group calls or not.

Handling Calls when Group Members Are RNA/Logged Out

You can set calls to forward to a specified destination when all group members either do not answer the call
(RNA) or are logged out. To do so, in the Group RNA/Logout Handling section of the Call Handling tab,
check the Enable Forward to check box, and select a destination from the list. The forwarding options are the
same as for “Forwarding All Calls” on page 235.

Setting Queue Management Options
In the Queue Management tab of Huntgroup Configuration, you can specify which greetings and updates to

use and you can set the update interval. For each hunt group you can either use the system default audio
peripheral configuration or you can set up a custom configuration.

Huntgroup Configuration - 1233

Graup List General | Group Member | Mail Management | |

Mumber Mame Depart...

1233

Gueue Phrase

[ Use Default System Phrases
Custom Phrase1 ||:|hraseI}DI}1 &

Custom Phrase? |phrase 0291

Custom Phrase3 |phrasel}25'2

Fl

a

Custom Phrase4 |F'|'IF-35E! 0233

Custom Phrasebs  |dicE=bbtll (&
phrase 0001 A

Update Interval phrase(291
phrase(252

e

Figure 152. Huntgroup Configuration, Queue Management tab

The default audio peripheral setup is discussed in “Audio Peripheral Configuration” on page 50. Setting a cus-
tom configuration in the Queue Management tab involves selecting other available phrases from the lists. De-
pending on how long the caller is in the queue, the caller will hear phrases 1-5, in order, after which phrase 5
will be repeated. For information about creating custom phrases, see the section Auto Attendant Configuration.

About Fax-over-IP Hunt Groups

MaxCS supports FolP Hunt groups; there is no specific configuration type for such hunt groups.
In a FolP hunt group, all group members must be FolP extensions. Group queuing is not supported.
Limited FolP group parameters are supported:
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First/Last Name, Password, Description, Department

DID Number

Ring First Available Member and Ring Next Available Member
Busy Call Handling and No Answer Handling should be disabled

Forwarding All Calls — forwarding target must be a FolP extension or FolP Hunt group

Configure FolP Hunt groups as you would any other type of Hunt group; include only FolP extensions.
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The IP paging group is a group of IP phones that can receive station paging. This feature also can be used as
IP zone paging by creating multiple paging groups.

Note: Polycom paging groups are supported by the MaxCS Private Cloud service; Altigen paging groups are

not supported by the Private Cloud service.

Paging is limited to the local LAN.

Altigen IP phone Implementation details:

Polycom paging groups are now supported. Polycom phones can page to Altigen paging group but cannot
receive pages from Altigen paging groups. They can only receive pages from assigned Polycom paging
groups. See Polycom Paging Groups on page 241.

Altigen IP phone group paging uses SIP Tie-Trunk channels. Make sure that you have a sufficient number
of SIP tie-trunk channels configured for group paging.

Each paging session requires one G.711 codec channel. The voice stream is multicast to multiple IP
phones on the LAN.

Any extension (analog or IP) can initiate a paging call by dialing #46 + the Paging Group number.

When paged, an IP phone in idle state will automatically turn on the speaker, play a beep, and then play
the page.

When receiving an incoming call during a paging session, the IP phone will automatically stop the paging
session and start ringing.

The IP phone user can terminate a paging session by pressing the Release key on the phone.

IP phones in DND mode will not be paged.

Some considerations:

If an Altigen IP phone in a different network segment needs to be in a paging group, you need to configure
intermediate routers to pass through the IP multicast packets.

IP paging to remote IP phones over WAN is not supported.

Note: You can now set up Polycom paging groups; refer to the instructions in the MAXCS Polycom

Configuration Guide.
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To configure paging, select PBX > Paging Group Configuration.

Paging Group - 1855 %
Group List General ]Gmup Member]
Mumber Mame Depart... Group Information
1450 Suppor...
a5 Suppor... First Name  |Support Lt B e 1

Password ~ [seeseeseeees Department

Description |

Add Delete

Figure 153. Paging Group Configuration window

Setting Up a Paging Group
In the Paging Group configuration window, below the Group List, click the Add button.

Enter a number for the paging group.

Check the Global Group check box if you want this group to be visible to other gateways, or check
Polycom paging group if this group is for Polycom phones. (Polycom paging groups cannot be Global
groups.) Click OK.

il Add New Group E38
— Group number

Fleaze enter a valid 3 digit long number

" Global group
" Polycom paging group

Channel [0 I 4 x l

oK I Cancel |

Figure 154. Paging group parameters

4. Inthe Group Information field, type in the following:
*  First Name and Last Name of the paging group, each with a maximum of 32 characters.

* Password for the paging group. The default is the system password set on the Number Plan tab of the
System Configuration window.

*  Description for the paging group.
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Adding Members to a Paging Group

1. Onthe Group Member tab of the Paging Group Configuration window, select the desired extension(s) in
the Not Member list. Use Shift+click or Ctri+click to select several extensions from the list.

2. Click the Add button to move them to the Member list.

Group List General Group Member |

Mumbes | Name |_Depart...

128(F2) " Member List: Mot Member List:
129

%[”31 by MNurmber | Status | Name | Numbes | Name I

123 Login . <-Add

= _ 2 e AN

438 PY) flemave >

455

488 (P1)

589

487

] |

Add Delete |

Figure 155. Paging Group Configuration, Group Member tab

When a member is added, its default state is Login. Paging group members can use #54 to perform group
login or #56 to log off. If a member is logged off, then it will not receive group paging.

Removing Members from a Paging Group

1. On the Group Member tab of the Paging Group Configuration window, click the extensions that you want
to remove in the Member list.

2. Click the Remove button to move them to the Not Member List.

Polycom Paging Groups
Polycom extensions can make one-way audio announcements to other Polycom users who are in the same
Polycom paging group.
There are now two different sets of Paging Groups in MaxCS:
* Polycom paging groups (paging group members must have a Polycom Advanced Features license)
* Altigen IP Phone paging groups

Polycom Paging Groups can include only users of Polycom phones who have a Polycom Advanced Features
license assigned to their extension. Be aware of the following considerations while configuring Polycom Group
paging for an extension:

* Polycom Paging Groups can only page subscribed Polycom phones; if you include a non-Polycom
extension in a Polycom Paging Group, the phone on that extension will not play the page.
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In order to add an extension to a Polycom Paging Group, the extension must have a registered Polycom
phone and it must have a Polycom Advanced Features license assigned to it.

A total of 25 Polycom paging groups are available.

Each Polycom Paging group must be assigned to a channel ID, 1-25. Channel IDs are shared across
multiple MaxCS systems on the same network. In other words, phones subscribed to a Paging group
assigned to channel 6 will receive pages for channel 6, no matter which MaxCS system sent the page.

Polycom phones allow three paging groups to be specified, Default, Priority, and Emergency.
MaxAdministrator assigns these three paging groups to channel ID 1, 24, and 25, respectively.

* The Default group (when enabled) is always shown first in the Paging Group display.
» A Priority group page will interrupt Normal pages or active calls.

* An Emergency page will interrupt Normal pages, Priority pages, and active calls and plays out at near
maximum volume even if Do Not Disturb (DND) is turned on.

Polycom phones must be on the same network in order to send and receive Polycom group pages. If you
add an extension to a line park group that is on a different network, then the user will not be able to receive
or send pages for that paging group. In addition, if a user relocates and you move the extension to a
different network, then that user will no longer be able to receive or send pages to that paging group.

Configure Polycom Paging

Once you have enabled Polycom Paging for an extension, the user can subscribe to paging groups, change
the default paging group, configure whether pages play during active calls, and send pages.

To configure Polycom Paging groups,

1
2.
3.
4
5

In MaxAdministrator, select PBX > Paging Group Configuration.
Click Add to add a new group.

Enter a 4-digit number for the Paging group.

Check Polycom paging group.

Assign a unique paging channel ID number for the group (1-25).

Note: In the future, this channel ID number can only be removed by deleting this Paging group.

Figure 156. Add a new paging group

6.

Click OK. You will see the new group in the Paging Group page, in the left panel. Polycom groups will
show (Px) to the right of the number.

Modify the group information as needed. For the First Name and Last Name fields, enter details up to a
maximum of 32 characters. You can also enter a description for this group.
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r~ Growp List GMUIGIWM ¢ I
Number | Mame Depar Group Information
128(F2) Suppaort ..
129 engip pa... FirstMame  [Support LastMame  [Tier 2 Group Type  [Polycom
3 Bug Revi... e
= T Password [ Depatment [ ChannellD lz—
424(F2)
438
455 Westcoa. .
488 St
Desciiption |Paradax Support Tier 2

Figure 157. Enter information for the new Polycom paging group

7. To add extensions to Polycom Paging groups, select the group in the list and open the Group Member
tab. Move extensions from the Not Member list to the Member list. Click Apply.

8. Click Reboot affected Polycom phones. This sends the updated configuration to any Polycom
extensions that are impacted by the changes; phones with active calls will be rebooted after the call ends.
After the phone reboots, the members of the paging group will see a new softkey on their Polycom phones
for that paging group.

MaxCS Administration Manual 243



Chapter 21: Paging Group Configuration

244  MaxCS Administration Manual



CHAPTER

Line Park Configuration

The Line Park feature is a kind of call park method. The main differences between Line Park and system call
park are the following:

A Line Park ID can be assigned to a specific IP phone's softkey or programmable key; the system call park
cannot.

Line Park IDs can be grouped as a Line Park Group for call routing purposes; the system call park ID is
assigned by the system automatically.

The Line Park feature can be used for the following applications:

Inbound call line appearance during business hours
Operator parks a call for a group of IP phone users
Executive/assistance call coverage

Night hours call coverage

Overflow new workgroup calls to a Line Park Group when the queue length or queue time is too long.

Implementation Notes

Atotal of 99 (01 to 99) line IDs can be grouped into different Line Park Groups. The default "System" group
cannot be removed.

One Line Park ID can belong to only one group.
A Line Park Group can be assigned to:

¢ Trunk In-Call Routing

» Extension/Workgroup Busy or RNA Handling
* Extension/Workgroup Forwarding

*  Workgroup Quit Queue Option

Extensions can be assigned as members of Line Park Groups, allowing the extension users to see and
pick up a parked call from those groups in the LinePark tab of their MaxCommunicator or MaxAgent.

The system will put the caller in queue when calls exceed the total lines assigned to the Line Park Group.

The park line is released when the call disconnects, is answered, or is forwarded due to time out.

Note: You can configure Line Park slots for Polycom phones; refer to the instructions in the MAXCS Polycom

Configuration Guide.

MaxCS Administration Manual 245



Chapter 22: Line Park Configuration

Configuring Line Park

To configure line park, select PBX > Line Park Configuration.

Line Park I
— Group — Member Lines — Member Extenzions
rember List: Maon-member List:
System 2800
2803
2R05
2R09
| Lonfiguration... i
— Park by Spstem
&' Play greeting phraze to caller when parked Iph[aseﬂdﬂlj "I
% Play ohce
" Repeat every 120 | seconds
' Play ring back tome to caller when parked
[” Enablz Timeout I'I 20 _I::' seconds
Timeout forward to IM j I j
— Park by Extension Llser
™ Play greeting phrase to caller when parked I vI
& Play ohice
" Bepeat every (60 = seconds
[~ Enable Timeout  |120 =1 seconds
Timeout option: IFDIWaId to the extension that parked the call j
[ Disable ring tone on IP phone when parked by extension
v Allow #51 to pick up line parked cal
tdd Delete oK | Cancel | Apply | Help

Figure 158. Line Park Configuration window

Setting Up a Line Park Group

In the Line Park Configuration window, click the Add button below the Groups list.
Enter a name in the dialog box, and click OK.

Select line ID numbers from the Non-Member List and click the Add button to add them to the Member
List.

4. To assign extensions to a group, select the group, and then click the Configuration button below the
Member Extensions panel.
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Line Park Member Extensions Configuration [ %]
Members Mor-members
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Figure 159. Configuring a Line Park group’s member extensions

5. Select members for this Line Park group from the Non-Members list, and click the Add button to move
them to the Members list.

Members of a Line Park group can use their MaxCommunicator or MaxAgent applications to see and pick
up calls parked for this group.

Any extension can park a call to any group. Any extension can pick up a call from any group using #51
followed by the line park location, if allowed by MaxAdministrator configuration.

6. Configure the following options:

Park by System:

3

Play greeting phrase to caller when parked — Select this option to have the system play the greeting
phrase you select from the box, before playing music on hold. Specify whether to play the greeting once
only, or every x seconds.

Play ring back tone to caller when parked — Select this option when you want the caller to hear a
ring back tone if the call has not been answered by any extension or voice mail. If the call is answered
and parked, the caller will hear a greeting phrase and on-hold music.

Enable Timeout — When you check this box, a line park call will time out after the number of seconds
set in the value box. Use the Timeout forward to boxes to route the call to an AA, voice mail, or an
extension/group.

Park by Extension User:

Note:

Play greeting phrase to caller when parked — Select this option to have the system play the greeting
phrase you select from the box, before playing music on hold. Specify whether to play the greeting once
only, or every x seconds.

Enable Timeout — Check this box to specify, in seconds, when a line park call will time out. Use the
Timeout option boxes to forward the call to the extension that parked the call, alert the extension that
parked the call, or forward the call to an AA, voice mail, or an extension/group.

Disable ring tone on IP phone when parked by extension — Check this box to prevent a line-parked
call from ringing again while it is parked. (This feature is not supported on Polycom phones.)

The IP phone's programmable key or softkey will be blinking when a call is parked at a line ID that is
configured to the phone.

If the associated programmable key has Play Tone function turned on and a ring tone is configured,
at the Altigen IP phone (in idle state) the user will hear a ring tone when a call is parked.
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« Allow #51 to pick up — when this check box is checked, it allows a user to pick up parked calls from
a phone set using #51, followed by the Park Line ID.

Deleting a Line Park Group

1. In the Line Park Configuration window, select a Line Park Group from the Groups list.

2. Click the Delete button below the Groups list.
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The workgroup is an automatic call distribution (ACD) feature designed to enhance customer service opera-
tions with queuing, distribution, agent management, real-time status, and call logging capability.

You can configure up to 128 groups, including workgroups, hunt groups, and paging groups.
When adding members to a workgroup, the following rules apply:
* Concurrent login agent seat license is required.

* One agent login to multiple workgroups requires only one license.

Creating and Configuring Workgroups
To open the Workgroup Configuration window, select Call Center > Workgroup Configuration.

Workgroup Configuration - 5744 X

Group List Notffication 1 Call Handling ] Queue Management ]

General l Group Member I Business Hours I Skill Based Routing ] Mail Management ]

MNurnber Name Depat.
5722 TS0 1
5733 TS0 2

5744 TS0 M First Mame  [TSOM Last Name
Password Department
DID Mumber

Group Information

[” Enable Dial-By-Name Service

Description |

Call Restriction
¥ Allow Calls to be Transfemed or Corferenced to an Outside Number
¥ Allow Userto Corfigure Forwarding, Motffication and Reminder Call to an Outside Number
[ Allow Outside Callerto Make or Retum Calls from within Group's VM System
[ Allow Outside Callerto Make or Forward Intemational Calls from within Group®s WM System

™ Block callback numbers by area code

Service Level Threshold
120 il seconds  Service Level Calculation Options

Workgroup Call Recording

|Aum record to central location j Agent Recording Management..

Recoding tone Insert tone before recording j

Add Delete

Figure 160. Workgroup Configuration window, General tab

Note: If you are a Basic Admin user or a Supervisor user, some menu choices and options may not be
available for you. Only Full Admin user types will see all menu commands and options.
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Overview of Workgroup Configuration Window

These are the tabs in the Workgroup Configuration window:

General — Create workgroup pilot numbers, group descriptions, service level threshold and call recording
options.

Group Member — Add or remove members from workgroups

Business Hours — Set business hours for workgroups

Skill Based Routing — Define skill levels and skill-based routing rules.

Mail Management — Set capacity and features options for extension mailboxes.
Notification — Set preferences and options for voice mail notifications.

Call Handling — Set call forwarding, call waiting, and call handling preferences and options.

Queue Management — Set queue phrases, overflow routing, queue announcements, and callback from
queue options.

Call Disposition - Select which call disposition codes apply to each workgroup. You can also specify, for
each workgroup, whether disposition codes are required or optional. See Call Disposition Codes on page
290 for full details.

Apply to Button

The Workgroup Configuration window often allows you to apply changes to a particular workgroup or to select
many workgroups to which to apply the changes.

Clicking the Apply to button opens a list of all workgroups to which the change can apply. All workgroups are
selected by default. You then de-select the ones you don’t want, or de-select all and then select the ones you
want. Note that you cannot use the mouse to drag over and select multiple items; you must use the Shift and
Ctrl keys.

The Apply to button is disabled unless there is a change that can be applied to multiple workgroups, and when
you use it to apply changes to multiple workgroups, it works on only those changed attributes that can be
applied.

Setting Up Workgroups

Set up new workgroups in the Workgroup Configuration window.

To create a workgroup,

1.
2.
3.

Click the Add button under the Group List.
Type in a group number for the workgroup.
Check the Global group check box if you want the group to be visible to other gateways. Click OK.

Establishing Basic Workgroup Attributes

After you create a workgroup, you can set basic attributes on the Workgroup Configuration General tab.

3

First Name and Last Name — Each with a maximum of 32 characters.

Password — The default is the system default password set on the Number Plan tab of the System
Configuration window.

A valid password cannot be the same as its workgroup number and must be 4 - 8 digits (numbers or letters
A -Z)inlength. Basic password patterns, such as repeated digits (1111), consecutive digit strings (1234),
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or digits that match the extension (Ext. 101 using 1012, 9101, 10101, etc.) are not recommended. The
letters map to numbers (on a phone, for example) as follows:

Numbers Letters Numbers Letters

2 A,B,C,ab,c 6 M, N, O, m,n, 0

3 D,E,F,d,e,f 7 P,Q,R,S pq,rs
4 G,H,I,g,h,i 8 T,U,V,t,u v

5 J, K L j k| 9 W, X, Y,Z, w, X, Y,z

Department — The department associated with this workgroup.

DID Number — Each workgroup can be assigned a DID number. This number does not have a fixed
length, but the length must be long enough (range 2 - 16) for the system to match the DID incoming call.

Enable Dial-By-Name Service — Check this box to allow callers to search the list by employee name for
this workgroup extension.

Description — Describe the purpose of this workgroup.

Setting Call Restrictions

The call restriction rules on the General tab apply to users making outbound calls from within voice mail and
several workgroup settings. These settings do not impact the call restriction settings configured for the
workgroup member's extension in Extension Configuration.

Allow Calls to be Transferred or Conferenced to an Outside Number — When checked, the internal
extension user can log into this workgroup voice mail, make a call to a second party, then transfer or
conference to a third party.

Allow User to Configure Forwarding, Notification, and Reminder Call to an Outside Number — This
setting regulates workgroup call forwarding, voice mail notification, and reminder call configuration. If this
setting is not checked, you will see a warning message pop up when trying to set up forwarding to an out-
side number. International calls are not allowed if the fourth option is not checked.

Allow Outside Caller to Make or Return Calls from within Group's VM System — When checked, an
outside caller can dial into the system, log in to workgroup voice mail, and make or return calls from the
group's voice mail (Zoomerang feature). International calls are not allowed if the fourth option is not
checked.

Allow Outside Caller to Make or Forward International Calls from within the Group's VM system —
This setting regulates making international calls from voice mail and forwarding to an international
number.

Block callback number by area code — see the discussion on page 284.

Caution! Allowing any of these options may increase the potential for toll fraud. Make sure the password is

properly configured to prevent an intruder from using this voice mail box to make an outbound call.
Altigen recommends that you leave the fourth option unchecked for all workgroups at all times.

Service Level Threshold

The Service Level Threshold scroll box allows you to select the length of time in seconds that a call can be
in queue before the call is logged in workgroup performance statistics as having exceeded the allowable
service level limits. You can set the value to any number between 1 - 1200 seconds.
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Service level is a service quality index which calculates the percentage of calls serviced within a defined
threshold for the defined period of time. The term "serviced" may not necessarily mean answered. You can
define the calculation method based on your operation requirements. The service level percentage is calculat-
ed from midnight 00:00 am. and is reset daily. The calculated number will be output to the MaxAgent and Max-
Supervisor applications.

The Service Level Calculations Options button opens the following dialog box.

Service Level Calculation

— Method O ption:
= TSL [Total Call Service Level)
A5 [Answered Call Service Level]

&+ Customize

r— Custamize Optian;
Iv Answered Call within Servics Level
[ Abandaned Call within Servics Level
[~ Overflowed/Redirected Call within Service Level

¥ Total Answered Call
[¥ Total Abandaned Cal
¥ Total Dverflowed/Rediected Call

Figure 161. Service Level Calculation dialog box

In the Method Options section, select one of the following:

* TSL (Total Call Service Level) — The service level calculation is: TSL% = Total WG inbound calls within
SLT / Total WG inbound calls. This is the default option.

* ASL (Answered Service Level) — The service level calculation is: ASL% = Total WG inbound calls
answered within SLT / Total WG inbound calls.

» Customize — Use the check boxes to enable at least one of the following three options:

— Answered Calls within Service Level
— Abandoned Calls within Service Level
— Overflowed/Redirected Calls within Service level

divided by at least one of the following three options:
— Total Answered Calls
— Total Abandoned Calls
— Total Overflowed/Redirected Calls

Workgroup Recording Options
The system administrator can specify the following workgroup call recording options for a workgroup:

Warning! Listening in to or recording a conversation without the consent of one or both parties may be a vio-
lation of local, state and federal privacy laws. It is the responsibility of the users of this feature to
assure they are in compliance with all applicable laws.

* Disable — No call recording.

* Auto record to central location — Records all workgroup inbound and outbound calls, which are saved
to a central location (defined in Recording Configuration on the System menu — see Call Recording
Configuration); this option requires that either a shared Concurrent Recording Session license is available
or that a Dedicated Recording Seat license is assigned to each workgroup member (configured in
Extension Configuration).
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Record on demand to central location — Records calls on demand, which are saved to a central location
(defined in Recording Configuration on the System menu — see Call Recording Configuration); this option
requires that either a shared Concurrent Recording Session license is available or that a dedicated

Recording Seat license is assigned to each workgroup member (configured in Extension Configuration).

Record on demand to extension VM — Records calls on demand, which are saved to the agent’s
voicemail box.

Note: When retrieving voice mail as an e-mail, if the voice mail file has a recorded file attached, the
recorded file is not forwarded in the e-mail.

Insert Recording Tone — Plays a recording beep to alert the parties that the conversation is being record-
ed, then plays a periodic recording alert tone. The tone is recorded together with the conversation.

Record X out of 10 calls — If recording to a central location, automatically records incoming and outgoing
workgroup calls, as specified. (The default is to record all workgroup calls.)

To see this option, click the Agent Recording Management button.

Agent Recording Management For 450 E

Agent | First Mame | Last Mame | Centralized Recording | Recording License | Record M out of 10 calls |
196 M onique Sanville Enabled Concurrent Session 10
235 M artin Herbach Enabled Concurrent Session 10
205 lan Sanville Enabled Concurrent Session 10
215 I att LeBlanc Enabled Concurrent Session 10
275 Matt R's Standby Enabled Concurrent Session 10
233 Marty McBride Enabled Concurrent Session 10
210 lantd chride Sahara Enabled Concurrent Session 10
281 Engabled Concurrent Session A 10

Mote: Agent Recording License can be assigned from Extension General page. APFLY | Cancel

You can change these values

For each agent you can change the option Record N out of 10 calls. For example, if you set to record 4
out of 10 calls, the 1st-4th and 11th-14th, and so on, will be recorded. Using this example, in the following
table the shaded calls will be recorded:

2 3 4 ] 3] ¥ a g min 12 1 13 | 14 | 15

IN_ |QUT[OUT]| I I ] IM IN | OUT [OUT POUT|IN QU Ime | ouT

To change Record N out of 10 calls for an agent, click the cell you want to change, and make a selection
from the list. Click Apply. When finished, click OK.

Centralized Recording — You can also enable or disable centralized recording from the Agent
Management Recording window shown above. Click the cell you want to change, and make a selection
from the list. Click Apply. When finished, click OK.

Notes:

* The recording session starts when the call enters the connected state and ends when hang up or flash
is pressed, or when the call is transferred.

* The recording setting at Extension Configuration applies only to non-workgroup calls. The recording
setting at Workgroup Configuration applies only to workgroup calls. To allow an agent to record all
calls (non-workgroup and workgroup), both recording settings must be enabled.

* When an agent logs in to a workgroup, which is also an outbound workgroup, all outbound calls will be
considered as workgroup calls and recorded according to workgroup configuration.

* When an agent logs in to a workgroup and is in Not Ready, DND, Wrap-up, or Inter-call Delay state,
outbound calls will be recorded if workgroup recording is configured.

* When an agent does not log in to the workgroup that is configured as an outbound workgroup, all
outbound calls are non-workgroup calls.
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Recording Tone Options

When you select to record conversations, you can have the system insert a repeating recording tone.

On the General tab of the Workgroup Configuration window, set Recording Tone to Insert repeating
recording tone.

With MaxCS systems, the repeating tone is only available if one channels in use is SIP. With two TDM
channels, there can be no repeating tones.

‘Workgroup Call Recording

IAuto record to central location

Disable
Inzert tone before recording

Fecording tone

Figure 162. The Repeating recording tone option

Establishing Workgroup Membership

Add agent extensions to a workgroup on the Group Member tab in the Workgroup Configuration window.

workgroup Configuration - 124 [x]

—Group List

Natification | Call Handling | Queue Management
General Group Member | BusnessHows |  SkilBassdRouing | MailManagement

Name | Departm,_+

tember List Mot Member List

Double click the entry in member list to set skill level

Mumber | Status | Mame | Skil Level Number | Name | -

100 Logout  Front 1 <-Add m Gilbe.
102

Jimm

Remove > | [104  Jimm
13 Jimm

61 Phil

_IUD 65 ANG
172 AkG

M 1% BT

196 Moni ||
197 Bill|

193 Moni

W3 Alig

204 Mani

205 lan

203 MH

210 lanhl

212 Jam

215 Malt

Login Now a7 Scot,
225 Pete.
Logout Mow| | 225 Fiola

21 shil
23 Mat
4 o 234 Matt =l

‘When system iz iestarted, group members | Keep Login Status E

B2 abe K. -
1 2

Add Delete

Figure 163. Workgroup Configuration, Group Member tab

To add extension(s) to a workgroup,

1.
2.

Select the workgroup in the Group List.

On the Group Member tab, click the extension number(s) in the Not Member list. Use Shift+click and
Ctri+click to select several extensions.

Click the Add button between the columns to move them to the Member list.

Note: Ifthe workgroup pilot extension is configured to Ring All Available Members, the maximum number
of members is 20. See “Setting Call Handling Options” on page 265 for details.

By default, a newly added member has the Skill Level set to 1.

To change the Skill Level designation for a member, double-click the member in the Member List. The
Skill Level dialog box opens. (Skill Levels are defined in “Skill Based Routing” on page 256.)
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Skill Level

Index Description

2
3
4
5
B
7
2
9

Figure 164. Skill Level dialog box

5. Click the desired Skill Level Index, then click OK.

Agents who are members of more than one workgroup can have a different skill level assigned in each group.
To remove extension(s) from a workgroup,

1. Click the extension number(s) in the Member list.

2. Click Remove to move them to the Not Member list.

Log In/Out a Group Member

An administrator can log in or log out a group member, by selecting the member in the Member List and clicking
the Login Now or Logout Now button.

Setting Login Status for System Restart

Whenever the system is restarted, the administrator can use the list at the bottom of the Group Member tab to:

* Keep Login Status — All group members retain their original login status for that group prior to restart
(default setting)

e All Logout — All group members are logged out of the workgroup when the system is restarted.

Setting Business Hours

Settings on the Business Hours tab in the Workgroup Configuration window define how after-hours calls are
handled for workgroups. An administrator can assign a Business Hours profile to a group, and also configure
after-hours handling for each day of the week.

To set after-hours call handling, select the workgroup you want to work with from the Group List in the
Workgroup Configuration window, then click the Business Hours tab.
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Workaroup Configuration - 103
[~ Group List———— Natfication | Call Handing | Queue 